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Officer in Charge Message 
 

Welcome to February’s issue of PSD Port Hueneme Times.  
PSD Port Hueneme is focused on customer service satisfaction 
by providing the latest information concerning pay, personnel, 
and transportation. That focus is illustrated in this issue with the 
latest NAVADMINs and Pay and Personnel Information 
Bulletins (PPIBs).  In addition, you will find the latest 
information on Travel arrangements. 
 
We hope that you find PSD Times useful and informative. As 
always, PSD Port Hueneme encourages your feedback so that we 
may provide you with the most relevant pay, personnel, 
transportation information in future issues. 
 
                                                   LT Kevin Henderson 
                                                   Officer In Charge  
                                                   PSD Port Hueneme 

 

Quick Links 

System Access Auth Request (SAAR) 
ESR Access Link 
Provide Feedback  

 
 

NAVY RELATED WEBSITES 

Detachments Directory 

ID/CAC Appointment 

MyPay Link 

Thrift Savings Plan (TSP) 

Navy Fleet and Family Support Center 

Department of Veterans Affairs (VA) 

NAVY PERSONNEL COMMAND 

BUPERS Online (BOL) 

Navy Advancement Center 

Navy Reserve 

Survivor Benefit Plan (SBP) 

Navy Dept Awards Web Service (NDAWS) 

Foreign Clearance Guide 

Veteran’s DD 214 online access 

TRICARE Dental Program 

Transaction Online Processing System (TOPS) 

Total Workforce Management System (TWMS) 

Navy Standard Integrated Personnel System (NSIPS) 

Navy Family Accountability and Assessment System 
(NFAAS) 

 

 

INSIDE THIS ISSUE 
 

 

2  2011 Travel Rates Updated  

2  Navy Wide Exam Reminders   

2  Separations/PTS processes 

3  Official Military Personnel File 

4  ID Cards 

5  PSD Staff Directory 
 

 MILITARY PAY ADVISORY 42/09 
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Personnel Support Activity Detachment Port Hueneme  
 
 
 

  

 

PPPooorrrttt   HHHuuueeennneeemmmeee   

Monthly Issue February 2011 

 

  

MONTHLY MEETINGS  

1000,  Feb 10 
Command PASS Coordinators (CPC) 
Meeting   

1430,  Feb 17 LIMDU Coordinators Meeting 

 

 QUICK LINK TO 

PSD POINTS OF CONTACT 

 
 

QUICK LINK TO 

CPC CORNER 

 

 

 

http://ice.disa.mil/index.cfm?fa=service_provider_list&site_id=822
https://nsipsweb.nmci.navy.mil/psc/NEDB_SAAR/EMPLOYEE/HRMS/c/N_ERM_SAAR_MNU.N_SELF_SERVE_PG.GBL
https://nsipsweb.nmci.navy.mil/psp/NEDB/EMPLOYEE/HRMS/?cmd=login
http://ice.disa.mil/index.cfm?fa=service_provider_list&site_id=822
https://www.cnic.navy.mil/CNIC_HQ_Site/BaseSupport/CommandStaff/PersonnelServices/NPPSC/index.htm
https://es.cac.navy.mil/signup.pl?mode=sites&dbname=pbmss&event_id=CAC%5FISSUE&site_id=NBVCPH&prev_mode=no_site_id
https://mypay.dfas.mil/mypay.aspx
http://www.tsp.gov/
https://www.nffsp.org/skins/nffsp/home.aspx
http://www.va.gov/
https://www.npc.navy.mil/channels
https://wwww.bol.navy.mil/DefaultPub.aspx?Cookies=Yes
https://www.advancement.cnet.navy.mil/
http://www.navyreserve.navy.mil/Public/Staff/WelcomeAboard/default.htm
http://www.dod.mil/militarypay/survivor/index.html
https://awards.navy.mil/
https://www.fcg.pentagon.mil/
http://www.archives.gov/veterans/military-service-records/get-service-records.html
http://www.tricaredentalprogram.com/
https://twms.nmci.navy.mil/TOPS/loginTOPS.asp
https://twms.nmci.navy.mil/login.asp
https://nsips.nmci.navy.mil/
https://www.navyfamily.navy.mil/NFMAuthN/forms/public/public.jsp;NFDALoginSession=Hp2LB81xvJSSXPFG231m7NGGN1l6cZyWSD8BlnVCH1pQ27VLFYbP!-1194593143
https://www.navyfamily.navy.mil/NFMAuthN/forms/public/public.jsp;NFDALoginSession=Hp2LB81xvJSSXPFG231m7NGGN1l6cZyWSD8BlnVCH1pQ27VLFYbP!-1194593143
https://www.cnic.navy.mil/
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MILITARY PAY AND 

PERSONNEL 
 

TRAVEL PAY UPDATES FOR 2011  
 

 1. Effective 1 January 2011 the PCS MALT rate changes 

from $.165 per mile to $.19 per mile.  Relocation travel 

completed or commencing before 31 December 2010 is 

paid the previous mileage rate of $.165/mile. This change 

is announced based on the Federal Travel Regulation 

§302-4.300 (41 CFR 302-4.300), indicating that the PCS 

MALT rate is identical to the published IRS moving 

expense rate. 

 

2011 TDY Mileage Rate 

1.  Effective 1 January 2011 the local and TDY mileage 

rates changes from $0.50 to $0.51 per mile.  POC travel 

completed 31 December 2010 or earlier is paid the 

previous mileage rate of $0.50 per mile. 

 

DLA Rates Effective 1 January 2011 

The DLA rates effective 1 January 2011 is increased 

based on the monthly basic pay increase of 1.4% IAW 37 

USC §1009 and Section 601 of FY 11 NDAA (signed 7 

January 2011).   

 

UTD/CTD for MAP 156-10(I)/CAP 126-10(I)   

Mandatory Commercial Travel Office Use 

 

1.  It is mandatory policy that all travelers (DoD and non-

Dod) must use an available CTO for all official 

transportation requirements. These changes are scheduled 

to appear in JFTR change number 290, and JTR change 

number 544, dated 1 February 2011.  

 

FY2011 Per Diem Rates in Effect 

 

The FY 2011 per diem rates went into effect on October 

1, 2010. For FY 2011, the Standard CONUS (any location 

that does not have a specifically defined rate) lodging per 

diem rate has been adjusted upward to $77 to reflect the 

average daily rate for lodging across the country. 

Additionally, lodging per diem for 82 percent of Non-

Standard Areas (unique areas identified by Federal 

agencies as greater than the Standard Rate) has decreased. 

Reimbursement for meals and incidental expenses remain 

unchanged from FY2010. 

They range from $46 through $71 for meals per day 

depending on the location and $5 for incidental expenses. 

Visit http://www.GSA.gov/perdiem for more information. 

 

PAGE 2 VERIFICATION (NAVPERS 1070/602) 

 

Per MILPERSMAN 1070/270 

a. The individual Sailor is solely responsible for the 

accuracy of the information recorded on his or her 

Dependency Application/Record of Emergency Data. 

b. All Sailors shall verify the accuracy of data on the 

newest Dependency Application/Record of Emergency 

Data (NAVPERS 1070/602) in their OMPF and the data 

contained on both the Emergency Contact and 

Dependency Data panels within Electronic Service 

Record (ESR). 

At a minimum, this data will be verified on the 

following occasions: 

 

(1) Upon reporting to a new duty station, permanent 

change of station. 

(2) Prior to departure on permanent change of station. 

(3) Prior to deployment, regardless of length. 

(4) When ordered to periods of temporary duty in excess 

of 30 days. 

 (5) On each occasion when an Inactive Duty member 

comes on active duty, including Active Duty Training. 

(6) Member applies for a dependent’s DD 1173 (Rev. 3-

61), Uniformed Services Identification and Privilege Card 

(except when that dependent can be verified as enrolled 

in the Defense Enrollment Eligibility Reporting System 

(DEERS) with a valid future expiration date). 

(7) Member applies for Government housing. 

(8) Member claims reimbursement for dependents’ travel. 

 

Command Percentage Complete 

NBVC    66 % 

NRD LA  23% 

NMCB 5           24% 

NMCB 4  19% 

 

<<< Home >>> 
 

 

HHOOUURRSS  OOFF  OOPPEERRAATTIIOONN  
  

OOPPEENN  OONN  SSCCHHEEDDUULLEEDD  RREESSEERRVVEESS  DDRRIILLLL  WWEEEEKKEENNDDSS  
  

                                                                                PPSSDD                                                              IIDD  CCAARRDD  IISSSSUUIINNGG                LLIIMMIITTEEDD  SSEERRVVIICCEESS  

                                                                                                              MMoonn--FFrrii::  00773300--11660000                              00773300--11554400                                                          00773300--00990000      

            ((eexxcceepptt  hhoolliiddaayyss))                  ((EExxcceepptt  hhoolliiddaayyss))                                        ((PPTT,,  GGMMTT  &&  QQuuaarrtteerrss))  
    

DDUUTTYY  PPHHOONNEESS  

  

                                                                                                              DDUUTTYY  PPSSDD::    ((880055))  990011--00117777                  TTRRAANNSSPPOORRTTAATTIIOONN::    ((880055))  990011--00996699            
  

http://www.gsa.gov/perdiem
https://twms.nmci.navy.mil/TOPS/loginTops.asp
http://www.npc.navy.mil/NR/rdonlyres/183559BD-D248-4845-92EE-87436DE25319/0/1070270.pdf
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ESO  
 

FEB2011 E7/6/5/4 SELRES NAVY-WIDE EXAMS 

FOR CYCLE 088.  Reserve exams will be held on the 

Sunday drill weekend, 13 FEB 2011.  Candidates must 

report no later than 0700 in uniform with ID card to 

Duke’s Place (for Port Hueneme) or Base Galley (for 

Point Mugu).  Worksheet verification is now until 4 FEB 

2011.   If command has not provided evaluation, or 

member’s evaluation is not in NSIPS, candidate must 

bring a copy of the missing evaluation to compute PMA, 

sign worksheet, and take exam. 

 

MAR2011 E6/5/4 NAVY-WIDE EXAMS FOR 

CYCLE 211.  Dates for active duty exams are:  E6-

3MAR; E5-10MAR; E4-17MAR.  PSDNOTICE and 

AELs have been submitted through TOPS.  Please 

acknowledge receipt, verify, and notify ESO of 

corrections.  CO EP TIR waivers are due to ESO by 15 

JAN 2011.  Worksheet signing will start 1 FEB 2011. 

 

SEPARATIONS 

 
     Now, for your information, the below note is posted on 

the PTS link at the NPC website - click on Perform To 

Serve Frequently Asked Questions. 
 

     Members separating due to PTS denial must sign 

administrative remarks (PAGE 13).  The command is 

responsible for submitting the PAGE 13 along with a 

rough draft of member's DD 214 (provided by PSD) 

directly to PERS 93 prior to member’s separation from 

active Naval service.  PERS 93 will screen member for 

affiliation into either the Selected Reserve (SELRES) or 

Individual Ready Reserve (IRR). 

 

     Members who are refused entry into the IRR are only 

eligible to receive HALF separation pay; whereas a 

member deemed eligible for either the SELRES or IRR 

will receive FULL separation pay benefits.   

 

     Commands are encouraged to screen any personnel 

that have already been PTS disapproved and prepare the 

required PAGE 13 for submission to PERS 93 (once again 

please contact PSD for a rough copy of member's DD 

214).  The PSD will be unable to process any separation 

pay on PTS disapproved members without required 

documentation." 

 

Q:  Where can I find information about Severance Pay 

when a Sailor is directed to separate via PTS? 

 

<<< Home >>> 

 

A:  The references for Severance Pay are found in the 

DODFMR Volume 7A (Chapter 35 [Page 14] under 

Separation Pay) and also in OPNAVINST 1900.4. 

     A three year Ready Reserve agreement (in IRR or 

SELRES status) is required for Involuntary Separation 

Pay.  If IRR does not accept the Sailor (Homosexual 

Discharge, Drug Abuse Discharge, etc.), then the Sailor 

still gets HALF Separation Pay.  If Sailor is accepted into 

IRR or SELRES, then Sailor gets FULL Separation Pay.  

Close coordination between PSD and PERS-93 prior to 

complete separation from AC will ensure proper amount 

of Involuntary Separation Pay is processed prior to 

discharge/release from Active Duty. 

 

CPC CORNER 

 
OMPF OFFICIAL MILITARY  

PERSONNEL FILE 

     Due to the elimination of Field Service Records, the 

“OMPF – Command View” application was developed to 

allow command representatives an efficient and controlled 

means to access member’s Official Military Personnel 

File (OMPF) to retrieve information that is not in the 

member’s Electronic Service Record (ESR) to conduct 

daily business. 

     The “OMPF – Command View” application will 

provide access to servicing personnel offices, and 

leadership in a sailor's chain of command with a need to 

review documents in a member's OMPF. 

     Users may be granted access to “Non-Controlled” 

records only, and view documents assigned the following 

Field Codes (FC): 

 Officer Users - FC's 01; 02; 04 thru 16; 18; 98; 30 

thru 43; 45; and 99  (see MILPERSMAN 1070-

020 for description)  

 Enlisted, Civilian, and Contractor Users - FC's 30 

thru 43; 45; and 99  (see MILPERSMAN 1070-

080 for description) 

     The users must have a Common Access Card (CAC) 

and a BOL account to access the application.  For access 

to the application please see Getting Access below or 

contact your command administrative officer. 

     There are four types of access levels: 

1. Administrator (Admin) Access User  

2. Delegated Admin Access User 

3. Command View User  

4. Command Only View User 

http://www.npc.navy.mil/NR/rdonlyres/C2F11B16-26FE-401D-A572-F583A9EF441A/0/1070020.pdf
http://www.npc.navy.mil/NR/rdonlyres/C2F11B16-26FE-401D-A572-F583A9EF441A/0/1070020.pdf
http://www.npc.navy.mil/NR/rdonlyres/2D03D027-9315-477A-BA1E-E946B19F9079/0/1070080.pdf
http://www.npc.navy.mil/NR/rdonlyres/2D03D027-9315-477A-BA1E-E946B19F9079/0/1070080.pdf
http://www.npc.navy.mil/Npc/Templates/Standard.aspx?NRMODE=Published&NRNODEGUID=%7b38FC4444-297B-4EF0-BE78-995D70A7BA91%7d&NRORIGINALURL=%2fCareerInfo%2fRecordsManagement%2fOMPF_CmdView%2ehtm&NRCACHEHINT=Guest#GetAccess
http://doni.daps.dla.mil/Directives/01000%20Military%20Personnel%20Support/01-900%20Military%20Separation%20Services/1900.4.pdf
http://doni.daps.dla.mil/Directives/01000%20Military%20Personnel%20Support/01-900%20Military%20Separation%20Services/1900.4.pdf
http://comptroller.defense.gov/fmr/07a/07a_35.pdf
http://www.npc.navy.mil/CareerInfo/PerformtoServe/
http://www.npc.navy.mil/NR/rdonlyres/C2F11B16-26FE-401D-A572-F583A9EF441A/0/1070020.pdf
http://www.npc.navy.mil/NR/rdonlyres/2D03D027-9315-477A-BA1E-E946B19F9079/0/1070080.pdf
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     Administrator (Admin) Access User:  Will have 

immediate access that is based on Billet Sequence Codes 

containing specified Navy Officer Billet Classification 

(NOBCs) and Distribution Navy Enlisted Classification 

(DNECs) Codes (ex. Flag Officer, CO, OIC, XO, 

CSO/COS and CMDCMs). 

     The Administrator (Admin) User will also be able to 

manage user access for onboard and subordinate UICs. 

Delegated Admin Access User:  Similar rights as Admin 

Users, restriction on how many can have access will be 

based on commands Billets Authorized (BA).  

PSDs/CSDs are limited to three (3) Delegated Admin 

Users. 

      Command View User:  Will have access to records for 

onboard and subordinate UICs. 

      For PSD’s Users – OMPF access for PSD and 

Customer Command UICs.  

      For Reserve Admin UICs – OMPF access for onboard 

and Reserve UICs. 

     Command Only View User:  Will have access to 

records for onboard UIC only.  The total authorized users 

will be limited to 10 percent of the UICs BA.  PSDs/CSDs 

are limited to 20 total authorized users.  See NAVADMIN 

for other access requirements. 

     Getting Access.  The Administrator (Admin) User is 

the final approval authority for granting access to 

members within their command echelon.  The approved  

“Request For Access To Electronic Military Personnel 

Records System (EMPRS), NAVPERS 1070/857” with an 

updated System Authorization Access Request – Navy 

form (SAAR-N) OPNAV FORM 5239/14 will be retained 

by the command’s Information Assurance or Security 

Manager.  PSD Delegated Admin Access Users will 

submit the completed NAVPERS 1070/857 and updated 

SAAR-N with all required signatures to the BOL 

helpdesk.  The users must also review the OMPF - 

Command View User's Manual (please see attachments). 
  

<<< Home >>> 
 

     

ID CARDS 
 

     ID card appointments may be made at 

http://appointments.cac.navy.mil/.  This site can also be 

used to reschedule or cancel appointments.  The ID Card 

office is open from 0730 to1600 (7:30 A.M. to 4:00 

P.M.).  The last customer will be seen at 1540 (3:40 

P.M.).    

 

TRICARE DEPENDENT MEDICAL 

COVERAGE  

EXTENDED TO AGE 26 
 

     The National Defense Authorization Act for Fiscal 

Year 2011 extends dependent medical coverage up to age 

26. The legislation authorizes both TRICARE Standard 

and TRICARE Prime which will be implemented in a two 

phased approach.  

     Effective April 1, 2011 TRICARE Standard will be 

available.  

Prime Plans will follow later in 2011 due to complexity of 

system and process changes.  

     Enrollment process through the TRICARE 

Management Activity (TMA), will begin April 1, 2011. 

When enrolling, the sponsor may opt to have the date of 

initial enrollment back dated to January 1, 2011, provided 

the sponsor pay retroactive premium payments. If the 

eligible dependent incurs health care expenses prior to 

April, all receipts against claims can be submitted once 

the dependent is enrolled.  

     Once dependents have been enrolled and show eligible 

in DEERS, they can proceed to the nearest 

DEERS/RAPIDS site to receive an ID card. There should 

be no enrollments or child adds at the 

DEERS/TERMINALS UNLESS a dependent is not 

visible to the Managed Care Support Contractor, normally 

these would consist of children who were never added to 

the sponsor DEERS record.      For more information 

about the program and legislation, please visit 

www.tricare.mil        

 

PSD TIMES is published by Personnel Support 

Activity Detachment, Port Hueneme. Its 

purpose is to communicate with Command 

PASS Coordinators (CPC) and Customers.  In 

this newsletter, PSD will publish the latest 

information and procedures concerning 

military pay, personnel and transportation 

matters.  This will also provide us the 

opportunity to receive insight into areas of 

concern from you.  Direct questions or 

comments to PSC(SW/AW/SCW) Allan C. Ines  

 

 Attachment Tab 

 

Attached for your convenience: 

 

Instructions/Guides:                     Forms: 

Passport Guide                              SAAR-N 

 CLA User Guide.                         DD Form 93 

NPPSCINST 4650.8                      NPPSCINST 4650/8 (PRR)  

CMD View NSIPS SOP               TOPS Transaction Check List 

                                                        Template for CLA LOD 

 **NEW**OMPF User Guide      Example TOPS CPC LOD 

                                                

 

http://www.npc.navy.mil/NR/rdonlyres/47CD7BC3-9323-4085-96A1-5167E18CB5B8/0/NAVPERS1070857.pdf
http://www.npc.navy.mil/NR/rdonlyres/A4AED133-E870-4174-9188-38638B77D080/0/Navy_OMPFCmd_View_Guide_10_7Jan2011.pdf
http://www.npc.navy.mil/NR/rdonlyres/A4AED133-E870-4174-9188-38638B77D080/0/Navy_OMPFCmd_View_Guide_10_7Jan2011.pdf
http://www.tricare.mil/
mailto:erika.johnson@navy.mil
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STAFF DIRECTORY 

  COMM: (805) 982-XXXX     BASE TO BASE/DSN: 551-XXXX 

GENERAL PHONE NUMBER WITH MENU TO ALL PSD SECTIONS:   

877-232-1089 

805-982-2573 

 

Officer In Charge:  LT Kevin R. Henderson, Email: kevin.r.henderson@navy.mil 

AOIC: PSC(AW/SCW) Brandon Woolston, Ext: 3168, Email: brandon.woolston@navy.mil 

LCPO: PSC (SW/AW/SCW) Allan Ines, Ext: 3965, Email: allan.ines@navy.mil 

PSD MILPAY Supervisor:  Ms. Nimfa Denina, Ext 4916, Email: nimfa.denina@navy.mil 

PSD MILPAY Auditor/Consultant: Mr. Amanteflor Villanueva, Ext 4522, Email: a.p.villanueva@navy.mil 

PSD MILPERS Supv:  Mr. George Rodriguez, Ext 4523 , Email: george.e.rodriguez@navy.mil 

Deputy Disbursing Officer:  Mr. Blandino Pascua, Ext 2825, Email: blandino.pascua@navy.mil 

LPO: PS1(SCW) Erika Johnson, Ext: 3966, Email: erika.johnson@navy.mil 

Customer Service:  Milpay Supv:  Crystal LaMontagne, Ext 4521, Email: crystal.lamontagne@navy.mil          

          Leave Clerk: Ms. Deleeia Lyons, Ext 2913, Email:  deleeia.m.lyons@navy.mil  

          Leave Clerk: Ms. Christian Cash, Ext 5313, Email: :  christian.cash.ctr@navy.mil  

          Reenl/Ext Clerk:  PSSA Joshua Lewis, Ext 3955, Email: joshua.lewis@navy.mil 

          General Clerk: PS3 Jose Faber, Ext 5313, Email: jose.faber@navy.mil 

          General Clerk: EOCN Tanna Davis, Ext 3986, Email: tanna.davis@navy.mil 

          General Clerk:  Mr. Alex Vasquez, Ext 3334, Email: alex.vasquez1.ctr@navy.mil 

          General Clerk:  Mr. Denis Corpuz, Ext 4529,  Email: denis.corpuz.ctr@navy.mil 

          General Clerk:  PS2 Tony Reagans, Ext 4513, Email: tony.reagans@navy.mil 

          General Clerk: Mr. Aurelio Acedillo, Ext 3986, Email: aurelio.acedillo@navy.mil      

          General Clerk:  Mr. Eddie Pribnow, Ext 4254, Email: edward.f.pribnow.ctr@navy.mil  

          General Clerk:  Mr. Jehu Moreno, Ext 3986, jehu.moreno.ctr.navy.mil 

          General Clerk: PSSN Mark Roceles, Ext 5313 mark.roceles@navy.mil   

ESO: Ms. Maribeth Closson, Ext 5231, Email: maribeth.closson@navy.mil 

          ESO Clerk: Ms. Elizabeth Obrador, Ext 5438, Email: elizabeth.obrador@navy.mil 

LIMDU/LEGAL:  Ms. Patricia Lanser, Ext: 4044, Email: patricia.lanser@navy.mil 

Mobilization Supvr: PS1 King, Ext: 5373, Email: christina.king@navy.mil 

Reserve Pay:  Ms. Lynette Tayag, Ext 3539, Email: lynette.v.tayag@navy.mil 

                        Ms. Jessica Kennedy, Ext 4517, Email: jessica.kennedy@navy.mil 

Student Section:  Ms. May Wong, Ext 3166, Email: may.wong@navy.mil 

                              Ms. Pam Alexander, Ext 3166: pamela.g.alexander@ navy.mil 

Separations/Demobilization Supvr: Ms. Laura Friedlander, 4036, Email: laura.friedlander.ctr@navy.mil 

          Sep Clerk A-H: PSSN Jykeith Babins, Ext 3920, Email: jykeith.babins@navy.mil 

          Sep Clerk  I – M:  Ms. Deysi Olivares, Ext 3920, Email: deysi.olivares@navy.mil   

          Sep Clerk N-R:  PSSN George Lee, Ext 4527, Email: george.j.lee@navy.mil              

          Sep Clerk R-Z:  Mr. Semi Chain, Ext 5368, Email: semi.chain.ctr@navy.mil 

Receipts Supvr: PS2 Brent Argast(SW/AW), Ext 5335, Email:  brent.argast@navy.mil 

          Receipt Clerk: YN3 Massey, Ext 5896, Email dzjon.massey@navy.mil 

          Receipt Clerk: PS3 Leeardis Brockington, Ext 5445, Email: Leeardis.brockington@navy.mil 

          Receipt Clerk: PSSN Antonio Abreu, Ext 5897 , Email :Antonio.abreu@navy.mil 

Transfers Supvr: PS2 Brent Argast(SW/AW), Ext 3169, Email:  brent.argast@navy.mil 

         Transfer Clerk A-J: PSSR Mark Roceles, Ext 5897, Email:  mark.roceles.rp@navy.mil 

         Transfer Clerk A-J: PSSN Anthony Susan, Ext 4520, Email:  anthony.susan@navy.mil 

         Transfer Clerk K-Z: Mr. Dwayne Baly, Ext 5445, Email:  dwayne.baly@navy.mil 

         Transfer Clerk: K-Z: Ms. Melinda Seui, Ext 2909, Email: Melinda.seui.ctr@navy.mil 

Travel Supvr:  Ms. Mendoza, Ext 4049, Email: leonida.mendoza@navy.mil 

          Travel Clerk: Mr. Telemu Togia, Ext 2860, Email: telemu.togia@navy.mil                      

          Travel Clerk: PSSN Jose Andrade, Ext 4528, Email: jose.andrade@navy.mil 

          Travel Clerk:  Mr. John Sasser, Ext 4530, Email:  john.sasser@navy.mil 

Transportation:  Passports: Ms. Veronica Garrett, Ext 4525, Email: veronica.garrett@navy.mil 

          Port Call: Mr. Gary Schaffer, Ext 3995, Email: gary.schaffer@navy.mil 

Admin:  Ms. Christine Page, Ext 3171, Email christine.m.page.ctr@navy.mil 

 

 
 

mailto:kevin.r.henderson@navy.mil
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System Access Authorization Request (SAAR) 
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1. SYSTEM ACCESS AUTHORIZATION REQUEST (SAAR) 


This section covers the creation of a Military e-Leave Administrator, Civilian Reviewer or 
Approver and Self-Service accounts only and does not discuss accounts created for multiple 
types of access e.g., Acceptance & Oath of Office (A&O), NSIPS Pay & Personnel Office access 
or the Navy Retention & Monitoring Systems (NRMS).   
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1.1 System Access Authorization Request (SAAR) e-Leave Administration (Military) 


1.1.1 E-Leave Administrator Account Creation 


 Using your Internet Explorer window, navigate to https://nsips.nmci.navy.mil/ and the 
Security Disclaimer page will load. 


1. Security Disclaimer – After disclaimer is reviewed and checkbox is enabled, click on 
the ‘Agree’ button.  The NSIPS Splash page will populate, containing the New Users 
(NSIPS, ESR, Web Ad Hoc) Link.   


 
 


Figure 1-1–Security Disclaimer
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2. New Users (NSIPS, ESR, Web Ad Hoc) Link – When this link is used a new SAAR 
application will be initiated and the NON-ERM USERS ONLY page will load.    


 


Figure 1-2–NSIPS Splash Page
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Figure 1-3–SAAR Account e-Leave Administration Pt 1 


 


Figure 1-4–SAAR Cancellation 
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1.1.2 SAAR Account e-Leave Administration Pt 1 - SAAR User ID Page 


1. EMPLID – (Required) Enter the SSN of the user requesting access and ‘TAB’ to the 
next field. 


NOTE: Actual EMPLID had been partially hidden for utilization in User’s Guide.  


2. NAME – (Required) The name of the Active Duty personnel already in NSIPS will 
populate automatically.   


3. COMMAND UIC - (Required) The current UIC for Active Duty personnel already in 
NSIPS will populate automatically.   


4. SUBMIT – This button will begin the next phase of the application process and open a 
new page. 


5. CANCEL – This button will cancel the request and return you to page ‘B’ (Figure 1-4), 
giving you a link to return to the NSIPS Portal Page. 


6. RESET – This button will clear all information already entered on this page and let you 
re-enter user information. 
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Figure 1-5–SAAR Account e-Leave Administration Pt 2 


 


 7   







CLA Users Guide  February 2010 


1.1.3 SAAR Account e-Leave Administration Pt 2 - SAAR User ID Page 


1. USER ID – The User ID is automatically generated and is associated to User’s CAC.   


2. EMPLID – The SSN of the applicant as entered on the NON-ERM USERS page. 


NOTE: Actual EMPLID had been hidden for utilization in User’s Guide.  


3. NAME – The users name as entered on the NON-ERM USERS page. 


4. DEPARTMENT – The users UIC and Command Description as entered on the NON-
ERM USERS page. 


5. JUSTIFICATION BUTTON – This button allows the user to enter a justification for 
their access to the desired applications. 


6. RANK/RATE – (Corporate Data) The users Rank/Rate based upon data entered on the 
NON-ERM USERS page.   


7. ACCOUNT TYPE – (Corporate Data) This field is automatically populated with 
Military. 


8. EMAIL ADDRESS – (Required) User Email address.   


NOTE: All email sent to the user in reference to their account is sent to this address 
and must be a .mil or .gov address. 


9. TELEPHONE – Users telephone number.  This telephone number may be used by the 
help desk or FAM in order to assist the user with any issues pertaining to the account. 


10. E-LEAVE COMMAND ADMINISTRATOR – Place a check in this box to create an 
e-Leave Command Administrator.   
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Figure 1-6–SAAR Account e-Leave Administration Pt 4 
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1.1.4 SAAR Account e-Leave Administration Pt 4 - SAAR UIC Access Page 


11. E-LEAVE COMMAND ADMINISTRATOR – As noted in Item 10 from Figure 1-5, 
this checkbox indicates selection of an e-Leave Command Administrator.   


NOTE: When e-Leave Command Administrator box is checked, all other fields on the 
page before UIC access are not grayed out. 


12. ERM UIC ACCESS – When clicked will open a new page allowing the user to request 
access to specific UICs. 


NOTE: Users are only allowed access to view or manage personnel assigned to the 
UICs identified on this page. 
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ERM UIC ACCESS 


 


 


Figure 1-7–SAAR Account e-Leave Administration Pt 5 - ERM UIC ACCESS 


 


 


Figure 1-8–SAAR Account e-Leave Administration Pt 5 - ERM UIC ACCESS PROFILE 
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1.1.5 SAAR Account e-Leave Administration Pt 5 - ERM UIC ACCESS 


13. EMPLID – The SSN of the applicant as entered on the NON-ERM USERS page. 


NOTE: Actual EMPLID had been hidden for utilization in User’s Guide.  


14. NAME – The users name as entered on the NON-ERM USERS page. 


15. GENERAL UIC – The UIC the user desires access to. 


16. ACTIVITY LONG TITLE – Command name associated with the UIC entered by the 
user. 


17. ADD MORE/REMOVE BUTTONS – These buttons allow users to add more rows to 
the page in order to add more commands to their access list.  Pressing the minus button 
will remove the UIC on that row. 


18. OK BUTTON – Enters the information on this page and returns to the application 
page. 


19. CANCEL BUTTON – Removes all information entered on this page and returns to the 
application page. 


20. EMPLID – The SSN of the applicant as entered on the NON-ERM USERS page. 


NOTE: Actual EMPLID had been hidden for utilization in User’s Guide.  


21. NAME – The users name as entered on the NON-ERM USERS page. 


22. GENERAL UIC(S) – The UIC chosen will be displayed in this field.  
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SUPERVISOR DETAILS 


 


Figure 1-9–SAAR e-Leave Administration Pt 6 - Account Supervisor Details 
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1.1.6 SAAR e-Leave Administration Pt 6 - Account Supervisor Details 


23. NAME – Enter the name of the users Supervisor in the following format: LAST 
Name,FIRST Name MI. 


NOTE: There is no space after the coma following the LAST name and the First 
name. 


NOTE: It is important that you enter data into this field carefully since the supervisor 
will not be able to verify this application if they are unable to enter in the 
name exactly as it is entered here. 


24. EMAIL ID – Supervisor’s email address where mail regarding this application is sent. 


25. CONTACT PHONE – Supervisor’s contact phone number. 


26. SUBMIT BUTTON – Pressing this button submits the application and begins the 
verification and authorization process.  After successful submission of the application 
the ERM SAAR STATUS page will load. 
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VERIFICATION PROCESS 


 


Figure 1-10–Verification Process Pt1 - SAAR Status 


 


Figure 1-11–Verification Process Pt1 - SAAR Verification E-mail 
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Figure 1-12–Verification Process Pt1 – NSIPS Splash Page ERM SAAR Validation Link 


 
 


 


Figure 1-13–Verification Process Pt1 - SAAR Verification Process 
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1.1.7 Verification Process Pt1 


1. ERM SAAR STATUS – After successful submission of the application the ERM 
SAAR STATUS page will load notifying the applicant that their application has been 
successfully submitted. 


2. VERIFICATION EMAIL – This email is sent to the applicants Supervisor and 
provides them with a link to the ERM SAAR Review/Verification page and a 
Confirmation Code to enter into that page. 


NOTE: Copy the provided code from the email and paste it into the Verification page 
to prevent accidental errors. 


A. ERM VALIDATION – This link will be accessed from the NSIPS Splash Page 
and is provided for the supervisor to navigate to the ERM SAAR 
Review/Verification Page. 


B. CONFIRMATION CODE – Supervisors enter this code into the verification 
page to begin the verification process on the application. 


NOTE: Copy the provided code from the email and paste it into the Verification page 
to prevent accidental errors. 


3. ERM SAAR VALIDATION (SUPERVISOR) LINK – When this link is used the 
ERM SAAR Review/Verification Page will be initiated. 


4. ERM SAAR REVIEW/VERIFICATION PAGE – Type or paste the Confirmation 
Code into the field provided then press the CONFIRM button to load the Supervisor 
Details section. 
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VERIFICATION PROCESS SUPERVISOR DETAILS 


 


Figure 1-14–Verification Process Pt2 - SAAR Supervisor Verification Page 


 


 


 


Figure 1-15–Verification Process Pt2 - SAAR Supervisor Name Error Message 
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1.1.8 Verification Process Pt2 - SAAR Supervisor Verification Page 


5. CONFIRMATION CODE – Code entered by Supervisor into the verification page to 
begin the verification process on the application. 


6. NAME – (Required) Enter the Supervisor’s name in the following format: LAST 
Name,FIRST Name MI. 


NOTE: There is no space after the coma following the LAST name and the First 
name. 


NOTE: It is important that you enter data into this field carefully; the supervisor’s 
name must be entered exactly as it was during the application process. 


7. SSN – (Required) The nine digit Social Security Number of the Supervisor. 


8. EMAIL ID – (Required) Supervisor’s email address where mail regarding this 
application is sent. 


9. CONTACT PHONE – (Required) Supervisor’s contact phone number. 


10. SUBMIT – (Required) Pressing this button submits the application and begins the 
verification and authorization process.  After successful submission of this page the 
applicant’s SAAR Request will load for review/verification. 


11. RESET – This button will clear all information already entered on this page and let you 
re-enter user information. 


12. ERROR MESSAGE – This message will appear if the Supervisor name is not entered 
exactly as it was during the application process. 
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VERIFICATION PROCESS SUPERVISOR 


 


Figure 1-16–Verification Process Pt3 - SAAR Verification/Deny Buttons 


 


Figure 1-17–Verification Process Pt3 - SAAR Routing 


 


Figure 1-18–Verification Process Pt3 - SAAR Routing Status Message 
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1.1.9 Verification Process Pt3  -Verification Process Supervisor 


13. SUPERVISOR APPROVAL/DENIAL - This section is located at the bottom of the 
application being reviewed by the supervisor.  When the Verified/Approve button is 
pressed the SAAR Final Approval routing page will be loaded, when the Deny request is 
pressed the application will be cancelled and the applicant must make a new application 
if desired. 


NOTE: The supervisor is only reviewing the application for accuracy and verifying 
that all information is accurate and that only the necessary level of access is 
being applied for. 


14. ROUTE SAAR FOR FINAL APPROVAL – This page loads after the supervisor has 
pressed the Verified/Approve button and is used to route the application to the local 
FAM for final approval and account activation.  Press the OK button to forward the 
application and load the ERM SAAR Status message. 


15. ERM SAAR STATUS MESSAGE – After pressing OK and forwarding the application 
to the CIMS FAM this message will appear notifying the supervisor that the application 
has been successfully forwarded. 
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1.2 System Access Authorization Request (SAAR) Approver/Reviewer (Civilian) 


1.2.1 Civilian User Account Creation 


 Using your Internet Explorer window, navigate to https://nsips.nmci.navy.mil/ and the 
Security Disclaimer page will load. 


1. Security Disclaimer – After disclaimer is reviewed and checkbox is enabled, click on 
the ‘Agree’ button.  The NSIPS Splash page will populate, containing the New Users 
(NSIPS, ESR, Web Ad Hoc) Link.   


 
 


Figure 1-19–Security Disclaimer
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2. New Users (NSIPS, ESR, Web Ad Hoc) Link – When this link is used a new SAAR 
application will be initiated and the NON-ERM USERS ONLY page will load.    


 


Figure 1-20–NSIPS Splash Page
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Figure 1-21–SAAR Account Civilian Pt 1 


 


Figure 1-22–SAAR Central Database Warning 


 


Figure 1-23–SAAR Cancellation 
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1.2.2 SAAR Account Civilian Pt 1 - SAAR User ID Page 


1. EMPLID – (Required) Enter the SSN of the user requesting access and ‘TAB’ to the 
next field. 


NOTE: Actual EMPLID had been partially hidden for utilization in User’s Guide.  


2. NAME – (Required) The name of Active Duty personnel already in NSIPS will 
populate automatically.  Other personnel not already in NSIPS including Civilian 
personnel being granted access will cause Warning message ‘A’ (Figure 1-22) to 
display; and you will be required to enter the name manually in the following format 
LAST Name,FIRST Name MI. 


NOTE: There is no space after the comma following the LAST name and the First 
name. 


3. COMMAND UIC - The UIC of the Command that the Civilian user will administer.     


4. SUBMIT – This button will begin the next phase of the application process and open a 
new page. 


5. CANCEL – This button will cancel the request and return you to page ‘B’ (Figure 1-
23), giving you a link to return to the NSIPS Portal Page. 


6. RESET – This button will clear all information already entered on this page and let you 
re-enter user information. 
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Figure 1-24–SAAR Account Civilian Pt 2 
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1.2.3 SAAR Account Civilian Pt 2 - SAAR User ID Page 


7. USER ID – The User ID is automatically generated and is associated to User’s CAC.   


8. EMPLID – The SSN of the applicant as entered on the NON-ERM USERS page. 


9. NAME – The users name as entered on the NON-ERM USERS page. 


10. DEPARTMENT – The users UIC and Command Description as entered on the NON-
ERM USERS page. 


11. JUSTIFICATION BUTTON – This button allows the user to enter a justification for 
their access to the desired applications. 


12. RANK/RATE – The users Rank/Rate, for Civilian, should be N/A.   


13. ACCOUNT TYPE – (Corporate Data) This field is automatically populated with 
Civilian. 


14. EMAIL ADDRESS – (Required) User Email address.   


NOTE: All email sent to the user in reference to their account is sent to this address 
and must be a .mil or .gov address. 


15. TELEPHONE – Users telephone number.  This telephone number may be used by the 
help desk or FAM in order to assist the user with any issues pertaining to the account. 


16. E-LEAVE CIVILIAN APPROVER/REVIEWER – Place a check in this box to 
create an e-Leave Civilian Approver/Reviewer.    
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Figure 1-25–SAAR Account Civilian Pt 3 
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1.2.4 SAAR Account Civilian Pt 3 - SAAR User ID Page 


17. E-LEAVE CIVILIAN APPROVER/REVIEWER – Place a check in this box to 
create an e-Leave Civilian Approver/Reviewer as noted in item 16 from figure 1-25, 
this checkbox indicates selection of an e-leave civilian approver/reviewer.   


NOTE: All fields grey out on the page once the e-Leave Civilian Approver/Reviewer 
check box is selected.  


18. SUBMIT BUTTON – Pressing this button submits the application and begins the 
verification and authorization process.  After successful submission of the application 
the ERM SAAR STATUS page will load. 
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Figure 1-26–Verification Process Pt4   
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1.2.5 Verification Process Pt4 


1. ERM SAAR STATUS – After successful submission of the application the ERM 
SAAR STATUS page will load notifying the applicant that their application has been 
successfully submitted to the e-Leave Administrator. 
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1.3 System Access Authorization Request (SAAR) Self-Service 


1.3.1 Self-Service User Account Creation 


 Using your Internet Explorer window, navigate to https://nsips.nmci.navy.mil/ and the NSIPS 
page will load. 


1. ESR Self-Service (New Users) Link – When this link is used a new Self-Service 
Request application will be initiated and the Member Self-Service Account Request 
page will load.   


NOTE: If you are not on an NMCI workstation, you will need to have a DOD PKI 
identity certificate loaded into your web browser in order to access this web 
page.  Contact your Local Registration Authority (LRA). 


 


Figure 1-27–NSIPS Splash Page 
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Figure 1-28–Member Self-Service Account Request Page 
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1.3.2 SAAR Account Self-Service Pt 1 - SAAR User ID Page 


1. ESR USER ID – As the page displays, you will notice that a User Id has been 
generated for you by the system. 


2. SSN – Enter your Social Security Number.   Use the tab key to navigate to birthdate, 
your name should pre-fill. 


3. NAME – Pre-filled once Social Security Number is entered.   SSN – Enter your Social 
Security Number.   Use the tab key to navigate to birth date, your name should pre-fill. 


4. BIRTHDATE – Enter your birth date in YYYY/MM/MM format. 


5. EMAIL – Enter your official email address.  Tab to Phone, and a new page will appear 
confirming the email address entered is official, as noted in ‘A’. Click on “Yes” and 
you will be returned back to Member Self-Service Account Request Page. 


 


Figure 1-29–Official Email Address Confirmation 


6. PHONE – Enter your telephone number.   


7. CREATE SELF-SERVICE ACCOUNT – Click on this button to create the account 
and receive confirmation that the account creation was successful. 


 


 


Figure 1-30–Self-Service Account Confirmation 


8. CANCEL – This button will cancel the request and return you to the page (Figure 1-
31), giving you a link to return to the NSIPS Portal Page. 
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Figure 1-31–Self-Service Account Cancelation 
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ACRONYMS AND ABBREVIATIONS 


ADSD Active Duty Start Date 


COTS Commercial Off-the Shelf 


DEPT Department 


DEPTID Department Identification or Unit Identification Code 


DIEMS Date of Initial Entry Military Service 


DIERF Date of Initial Entry Reserve Forces 


DIV Division 


DSC Duty Status Code 


EAOS Expiration Active Obligated Service 


ECMO Enlisted Career Management Objective 


EOS Expiration Obligated Service 


ESR Enlisted Service Record 


EXT Extension 


FAM Functional Area Manager 


FLT Fleet Reserve 


FTSW First Term Success Workshop 


ICDP Individual Career Development Plan 


ITP Individual Transition Plan 


LDO Limited Duty Officer 


MGIB Montgomery GI Bill 


MILREQ Military Requirements 


NETPDTC Naval Education and Training Professional Development and 
Technology Center 


NKO Navy Knowledge Online 


NOSC Navy Operational Support Center 


NSIPS Navy Standard Integrated Personnel System 


PCS Permanent Change of Station 


PDTY Permanent Temporary Duty 


PEBD Pay Entry Base Date 
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ACRONYMS AND ABBREVIATIONS 


PFA Physical Fitness Assessment 


PG Prospective Gain 


PNA Passed Not Advanced 


PQS Personnel Qualification System 


PRD Projected Rotation Date 


PRT Physical Readiness Test 


PTS Perform To Serve 


QUAL Qualification 


REN Reenlistment 


RET Retirement 


RTM Rate Training Manual 


SAAR System Access Authorization Request  (NSIPS usage) 


SEA Senior Enlisted Advisor 


SEP Separation 


SRB Selective Reenlistment bonus 


SSN Social Security Number 


TAP Transition Assistance Program 


TRF Transfer 


TSP Thrift Savings Plan 
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                                                XX XXX 10

From:  Director, (Command Name)(Code)

To:    YN1(SW) Ima U. S. Sailor, USN, XXX-XX-0000

Subj:  DESIGNATION AS (COMMAND NAME) COMMAND LEAVE ADMINISTRATOR


       FOR E-LEAVE


Ref:  (a) DODINST 1327.06


      (b) MILPERSMAN Art 1050-010

1.  You are hereby designated as (Command Name) Command Leave Administrator (CLA) for the Unit Identification Code (UIC or UICS) 88888 and 99999 for e-Leave.


2.  You will be responsible for the management of the Command’s Leave Program and as such you will familiarize yourself with references (a) and (b) in the performance of your duties.


                               I. M. CAPTAIN

Copy to:


PSD NAM

----------------------------------------------------------------------
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OPNAV 5239/14 (JUL 2008) Page 1 of 4For Official Use Only


SYSTEM AUTHORIZATION ACCESS REQUEST NAVY (SAAR-N) 
PRIVACY ACT STATEMENT 


AUTHORITY:                  Executive Order 10450, 9397; and Public Law 99-474, the Computer Fraud and Abuse Act.  
PRINCIPAL PURPOSE: To record names, signatures, and Social Security Numbers for the purpose of validating the trustworthiness of 
                                        Individuals requesting access to Department of Defense (DoD) systems and information. NOTE: Records will be  
                                        maintained in paper form.  
ROUTINE USES:            None.  
DISCLOSURE :               Disclosure of this information is voluntary; however, failure to provide the requested information may impede, delay or 
                                        prevent further processing of this request.  


TYPE OF REQUEST DATE (YYYYMMDD) 


SYSTEM NAME (i.e., NMCI, IT21, OneNET, etc.)  LOCATION (Physical Location of System)  


PART I (To be completed by Requester)  


1. NAME (Last, First, Middle Initial) 2. SOCIAL SECURITY NUMBER (LAST FOUR) 


3. ORGANIZATION 4. OFFICE SYMBOL/DEPARTMENT 5. PHONE (DSN and Commercial) 


6. OFFICIAL E-MAIL ADDRESS 7. JOB TITLE AND GRADE/RANK 


8. OFFICIAL MAILING ADDRESS 9. CITIZENSHIP 10. DESIGNATION OF PERSON 


11.  IA TRAINING AND AWARENESS CERTIFICATION REQUIREMENTS (Complete as required for user or functional level access.)  


DATE (YYYYMMDD)  


12. USER SIGNATURE 13. DATE (YYYYMMDD) 


PART II - ENDORSEMENT OF ACCESS BY INFORMATION OWNER, USER SUPERVISOR OR GOVERNMENT SPONSOR (If an individual 
is a contractor - provide company name, contract number, and date of contract expiration in Block 17a).  
14. JUSTIFICATION FOR ACCESS                                                                                      


15. TYPE OF ACCESS REQUIRED: 


16.  USER REQUIRES ACCESS TO:                       


17.  VERIFICATION OF NEED TO KNOW 


   I certify that this user requires access as requested. 


17a. ACCESS EXPIRATION DATE (Contractors must specify Company 
Name, Contract Number, Expiration Date.   


18. SUPERVISOR'S NAME (Print Name)  18a. SUPERVISOR'S SIGNATURE 18b. DATE (YYYYMMDD) 


19. SUPERVISOR'S ORGANIZATION/DEPARTMENT 19a. SUPERVISOR'S E-MAIL ADDRESS 19b. PHONE NUMBER 


20. SIGNATURE OF INFORMATION OWNER/OPR 20a. PHONE NUMBER 20b. DATE (YYYYMMDD) 


21. SIGNATURE OF IAO OR APPOINTEE 22. ORGANIZATION/DEPARTMENT 23.  PHONE NUMBER 24. DATE (YYYYMMDD) 


DSN: COM:


US FN


Other


Military


Civilian


Contractor


AUTHORIZED PRIVILEGED


UNCLASSIFIED CLASSIFIED (Specify Category): OTHER:


I have completed Annual Information Awareness Training.


initial Modification DEACTIVATE USER ID
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25. NAME (Last, First, Middle Initial)  25a. SOCIAL SECURITY NUMBER (LAST FOUR) 


26. USER AGREEMENT - STANDARD MANDATORY NOTICE AND CONSENT PROVISION 


By signing this document, you acknowledge and consent that when you access Department of Defense (DoD) information systems: 


- You are accessing a U.S. Government (USG) information system (IS) (which includes any device attached to this information system) that  
is provided for  U.S. Government-authorized use only. 


- You consent to the following conditions: 


o  The U.S. Government routinely intercepts and monitors communications on this information system for purposes including, but 
not limited to, penetration testing, communications security (COMSEC) monitoring, network operations and defense, personnel 
misconduct (PM), law enforcement (LE) and counterintelligence  (CI) investigations. 


o  At any time, the U.S. Government may inspect and seize data stored on this information system. 
o  Communications using, or data stored on, this information system are not private, are subject to routine monitoring, interception,  and 


search, and may be disclosed or used for any U.S. Government-authorized purpose. 
o  This information system includes security measures (e.g., authentication and access controls) to protect U.S. Government interests--


not for your personal benefit or privacy. 
o  Notwithstanding the above, using an information system does not constitute consent to personnel misconduct, law enforcement, or  


counterintelligence investigative searching or monitoring of the content of privileged communications or data (including work product)  
that are related to personal representation or services by attorneys, psychotherapists, or clergy, and their assistants. Under these 
circumstances, such communications and work product are private and confidential, as further explained below: 


- Nothing in this User Agreement shall be interpreted to limit the user's consent to, or in any other way restrict or affect, any  
U.S. Government actions for purposes of network administration, operation, protection, or defense, or for communications  
security. This includes all communications and data on an information system, regardless of any applicable privilege or 
confidentiality.  


- The user consents to interception/capture and seizure of ALL communications and data for any authorized purpose (including  
personnel misconduct, law enforcement, or counterintelligence investigation).  However, consent to interception/capture or 
seizure of communications and data is not consent to the use of privileged  communications or data for personnel misconduct, 
law enforcement, or counterintelligence investigation against any party  and does not negate any applicable privilege or 
confidentiality that otherwise applies.  


- Whether any particular communication or data qualifies for the protection of a privilege, or is covered by a duty of  
confidentiality, is determined in accordance with established legal standards and DoD policy. Users are strongly encouraged  
to seek personal legal counsel on such matters prior to using an information system if the user intends to rely on the 
protections of a privilege or confidentiality.  


- Users should take reasonable steps to identify such communications or data that the user asserts are protected by any such  
privilege or confidentiality. However, the user's identification or assertion of a privilege or confidentiality is not sufficient to 
create such protection where none exists under established legal standards and DoD policy.  


- A user's failure to take reasonable steps to identify such communications or data as privileged or confidential does not waive  
the privilege or confidentiality if such protections otherwise exist under established legal standards and DoD policy. However,  
in such cases the U.S. Government is authorized to take reasonable actions to identify such communication or data as being  
subject to a privilege or confidentiality, and such actions do not negate any applicable privilege or confidentiality.  


- These conditions preserve the confidentiality of the communication or data, and the legal protections regarding the use and  
disclosure of privileged information, and thus such communications and data are private and confidential. Further, the U.S.  
Government shall take all reasonable measures to protect the content of captured/seized privileged communications and data  
to ensure they are appropriately protected.  


o  In cases when the user has consented to content searching or monitoring of communications or data for personnel misconduct, law  
enforcement, or counterintelligence investigative searching, (i.e., for all communications and data other than privileged 
communications or data that are related to personal representation or services by attorneys, psychotherapists,  or clergy, and their 
assistants), the U.S. Government may, solely at its discretion and in accordance with DoD policy, elect to apply a  privilege or other 
restriction on the U.S. Government's otherwise-authorized use or disclosure of such information.  


o  All of the above conditions apply regardless of whether the access or use of an information system includes the display of a Notice  
and Consent Banner ("banner"). When a banner is used, the banner functions to remind the user of the conditions that are set forth in  
this User Agreement, regardless of whether the banner describes these conditions in full detail or provides a summary of such 
conditions, and regardless of whether the banner expressly references this User Agreement.  


27. USER SIGNATURE 28. DATE (YYYYMMDD) 
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30.  USER RESPONSIBILITIES


I understand that to ensure the integrity, safety and security of Navy IT resources, when using those resources, I shall:    
-  Safeguard information and information systems from unauthorized or inadvertent modification, disclosure, destruction, or use.   
-  Protect Controlled Unclassified Information (CUI) and classified information to prevent unauthorized access, compromise, tampering, or 


exploitation of the information.   
-  Protect passwords for systems requiring logon authentication and safeguard passwords at the sensitivity level of the system for classified 


systems and at the confidentiality level for unclassified systems. Passwords will be classified at the highest level of information processed on 
that system.   


-  Virus check all information, programs, and other files prior to uploading onto any Navy IT resource.   
-  Report all security incidents  immediately in accordance with local procedures and CJCSM 6510.01 (series).   
-  Access only that data, control information, software, hardware, and firmware for which I am authorized access and have a need-to-know, and 


assume only those roles and privileges for which I am authorized.   


I further understand that, when using Navy IT resources, I shall not:    
-  Access commercial web-based e-mail (e.g. HOTMAIL, YAHOO!, AOL, etc.)   
-  Auto-forward official e-mail to a commercial e-mail account.   
-  Bypass, strain, or test IA mechanisms (e.g., Firewalls, content filters, anti-virus programs, etc.). If IA mechanisms must be bypassed, I shall 


coordinate the procedure and receive written approval from the Local IA Authority (CO or OIC).   
-  Introduce or use unauthorized software, firmware, or hardware on any Navy IT resource.   
-  Relocate or change equipment or the network connectivity of equipment without authorization from my Local IA Authority.   
-  Use personally owned hardware, software, shareware, or public domain software without authorization from the Local IA Authority.   
-  Upload executable files (e.g., .exe, .com, .vbs, or .bat) onto Navy IT resources without the approval of the Local IA Authority.   
-  Participate in or contribute to any activity resulting in a disruption or denial of service.   
-  Write, code, compile, store, transmit, transfer, or introduce malicious software, programs, or code.   
-  Put Navy IT resources to uses that would reflect adversely on the Navy (such as uses involving pornography; chain letters; unofficial 


advertising, soliciting or selling except on authorized bulletin boards established for such use; violation of statute or regulation; 
inappropriately handled classified information; and other uses that are incompatible with public service).   


31.  USER SIGNATURE 32. DATE 


PART III - SECURITY MANAGER VALIDATES THE BACKGROUND INVESTIGATION OR CLEARANCE INFORMATION 
33. TYPE OF INVESTIGATION 33a. DATE OF INVESTIGATION (YYYYMMDD) 


33b. CLEARANCE LEVEL 33c. IT LEVEL DESIGNATION 


34. VERIFIED BY (Print name)  35. SECURITY MANAGER 
TELEPHONE NUMBER 


36. SECURITY MANAGER SIGNATURE 37. DATE (YYYYMMDD) 


PART IV - COMPLETION BY AUTHORIZED STAFF PREPARING ACCOUNT INFORMATION 


38. TITLE: 38a. SYSTEM 38b. ACCOUNT CODE 


38c.  DOMAIN 


38d. SERVER 


38e. APPLICATION 


38f. DIRECTORIES 


38g. FILES 


38h. DATASETS 


39. DATE PROCESSED (YYYYMMDD) 39b. PROCESSED BY (Print name and sign)  39c. DATE (YYYYMMDD) 


40. DATE REVALIDATED (YYYYMMDD) 40a. REVALIDATED (Print name and sign) 40b. DATE (YYYYMMDD) 


LEVEL 1 LEVEL 2 LEVEL 3


29a. SOCIAL SECURITY NUMBER (LAST FOUR) 29. NAME (Last, First, Middle Initial) 
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INSTRUCTIONS 


A. PART I: The following information is provided by the user when 
establishing 
 or modifying their USER ID.  
  
    (1) Name. The last name, first name, and middle initial of the user.  
    (2) Social Security Number. The last four numbers in the social security 
         number of the user.  
    (3) Organization. The user's current organization (i.e., USS xx, DoD, and  
         government agency or commercial firm).  
    (4) Office Symbol/Department. The office symbol within the current  
         organization (i.e., SDI).  
    (5) Telephone Number/DSN. The Defense Switching Network (DSN) and  
         commercial phone number of the user.  
    (6) Official E-mail Address. The user's official e-mail address.  
    (7) Job Title/Grade/Rank. The civilian job title (i.e., Systems Analyst, YA-02, 
         military rank (CAPT, United States Navy) or "CONT" if user is a   
         contractor.  
    (8) Official Mailing Address. The user's official mailing address.  
    (9) Citizenship (U.S., Foreign National or Other).  
  (10) Designation of Person (Military, Civilian, Contractor).  
  (11) IA Training and Awareness Certification Requirements. User must  
         indicate if he/she has completed the Annual Information Awareness   
         Training and the date.  
  (12) User's Signature. User must sign the OPNAV 5239/14 with the  
         understanding that they are responsible and accountable for their  
         password and access to the system(s).  
  (13) Date. The date the user signs the form.  
  
B. PART II: The information below requires the endorsement from the user's  
Supervisor or the Government Sponsor.  
  
  (14) Justification for Access. A brief statement is required to justify  
         establishment of an initial USER ID. Provide appropriate information   
         if the USER ID or access to the current USER ID is modified.  
  (15) Type of Access Required: Place an "X" in the appropriate box. 
         (Authorized - Individual with normal access. Privileged - Those with  
         privilege to amend or change system configuration, parameters  
         or settings.)  
  (16) User Requires Access To. Place an "X" in the appropriate box.  
         Specify category.  
  (17) Verification of Need to Know. To verify that the user requires access  
          as requested.  
(17a) Expiration Date for Access. The user must specify expiration date if  
         less than 1 year.  
  (18) Supervisor's Name (Print Name). The supervisor or representative  
         prints his/her name to indicate that the above information has been  
         verified and that access is required.  
(18a) Supervisor's Signature. Supervisor's signature is required by the  
         endorser or his/her representative.  
(18b) Date. Date supervisor signs the form.  
  (19) Supervisor's Organization/Department. Supervisor's organization  
         and department.  
(19a) E-mail Address. Supervisor's e-mail address.  
(19b) Phone Number. Supervisor's telephone number.  
  (20) Signature of Information Owner/OPR. Signature of the functional  
         appointee responsible for approving access to the system being  
         requested.  
(20a) Phone Number. Functional appointee telephone number.  
(20b) Date. The date the functional appointee signs the OPNAV 5239/14. 


  (21) Signature of Information Assurance Officer (IAO) or Appointee.  
         Signature of the IAO or Appointee of the office responsible for  
         approving access to  
          the system being requested.  
  (22) Organization/Department. IAO's organization and department.  
  (23) Phone Number. IAO's telephone number.  
  (24) Date.The date IAO signs the OPNAV 5239/14.  
  (25) Name. The last name, first name, and middle initial of the user.  
(25a) Social Security Number. The last four numbers in the user's social  
          security number.  
  (26) Standard Mandatory Notice and Consent Provision. This item is  
          in accordance with DoD memo dtd May 9, 2008 (Policy on Use of DoD  
          Information Systems  - Standard Consent Banner and User Agreement.  
  (27) User Signature. User signs.  
  (28) Date. Date signed.  
  (29) Name. The last name, first, name and middle initial of the user.  
(29a) Social Security Number. The last four numbers in the social security  
         number of the user. 
  (30) User Responsibilities  
  (31) User Signature. Member signs.  
  (32) Date. Date signed.  
  
C. PART III: Certification of Background Investigation or Clearance. 
  
  (33) Type of Investigation. The user's last type of background investigation 
          (i.e., NAC, NACI or SSBI).  
(33a) Date of Investigation. Date of last investigation.  
(33b) Clearance Level. The user's current security clearance level  
         (Secret or Top Secret).  
(33c) IT Level Designation. The user's IT designation  
         (Level I, Level II or Level III).  
  (34) Verified By. The Security Manager or representative prints his/her  
          name to indicate that the above clearance and investigation  
          information has been verified.  
  (35) Security Manager Telephone Number. The telephone number of the  
         Security Manager or his/her representative.  
  (36) Security Manager Signature. The Security Manager or his/her  
         representative indicates that the above clearance and investigation  
         information has been verified.  
  (37) Date. The date that the form was signed by the Security Manager or 
         his/her representative.  
  
D. PART IV: This information is site specific and can be customized by  
either the functional activity or the customer with approval from  
NAVNETWARCOM. This information will specifically identify the access  
required by the user.  
(38 - 40b). Fill in appropriate information. 
  
E. DISPOSITION OF FORM:  
  
TRANSMISSION: Form may be electronically transmitted, faxed or mailed.  
If transmitted electronically, the email must be digitally signed and encrypted.  
  
FILING: Retention of this form shall be in accordance with SECNAV M5210-1,  
Records Management Manual (Section 5230.2 applies). 
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SYSTEM AUTHORIZATION ACCESS REQUEST NAVY (SAAR-N) 

PRIVACY ACT STATEMENT 

AUTHORITY:                  Executive Order 10450, 9397; and Public Law 99-474, the Computer Fraud and Abuse Act.  

PRINCIPAL PURPOSE: To record names, signatures, and Social Security Numbers for the purpose of validating the trustworthiness of 

                                        Individuals requesting access to Department of Defense (DoD) systems and information. NOTE: Records will be  

                                        maintained in paper form.  

ROUTINE USES:            None.  

DISCLOSURE :               Disclosure of this information is voluntary; however, failure to provide the requested information may impede, delay or 

                                        prevent further processing of this request.  

TYPE OF REQUEST 

DATE (YYYYMMDD) 

SYSTEM NAME (i.e., NMCI, IT21, OneNET, etc.)  

LOCATION (Physical Location of System)  

PART I (To be completed by Requester)  

1. NAME (Last, First, Middle Initial) 

2. SOCIAL SECURITY NUMBER (LAST FOUR) 

3. ORGANIZATION 

4. OFFICE SYMBOL/DEPARTMENT 

5. PHONE (DSN and Commercial)  

6. OFFICIAL E-MAIL ADDRESS 

7. JOB TITLE AND GRADE/RANK 

8. OFFICIAL MAILING ADDRESS 

9. CITIZENSHIP 

10. DESIGNATION OF PERSON 

11.  IA TRAINING AND AWARENESS CERTIFICATION REQUIREMENTS (Complete as required for user or functional level access.)  

DATE (YYYYMMDD)                           

12. USER SIGNATURE 

13. DATE (YYYYMMDD) 

PART II - ENDORSEMENT OF ACCESS BY INFORMATION OWNER, USER SUPERVISOR OR GOVERNMENT SPONSOR (If an individual

is a contractor - provide company name, contract number, and date of contract expiration in Block 17a).  

14. JUSTIFICATION FOR ACCESS                                                                                      

15. TYPE OF ACCESS REQUIRED: 

16.  USER REQUIRES ACCESS TO:                       

17.  VERIFICATION OF NEED TO KNOW 

   I certify that this user requires access as requested.  

17a. ACCESS EXPIRATION DATE (Contractors must specify Company  Name, Contract Number, Expiration Date.   

18. SUPERVISOR'S NAME (Print Name)  

18a. SUPERVISOR'S SIGNATURE 

18b. DATE (YYYYMMDD) 

19. SUPERVISOR'S ORGANIZATION/DEPARTMENT 

19a. SUPERVISOR'S E-MAIL ADDRESS 

19b. PHONE NUMBER 

20. SIGNATURE OF INFORMATION OWNER/OPR 

20a. PHONE NUMBER 

20b. DATE (YYYYMMDD) 

21. SIGNATURE OF IAO OR APPOINTEE 

22. ORGANIZATION/DEPARTMENT 

23.  PHONE NUMBER 

24. DATE (YYYYMMDD) 

25. NAME (Last, First, Middle Initial)  

25a. SOCIAL SECURITY NUMBER (LAST FOUR) 

26. USER AGREEMENT - STANDARD MANDATORY NOTICE AND CONSENT PROVISION 

By signing this document, you acknowledge and consent that when you access Department of Defense (DoD) information systems: 

- You are accessing a U.S. Government (USG) information system (IS) (which includes any device attached to this information system) that 

is provided for  U.S. Government-authorized use only. 

- You consent to the following conditions: 


  o   

The U.S. Government routinely intercepts and monitors communications on this information system for purposes including, but not limited to, penetration testing, communications security (COMSEC) monitoring, network operations and defense, personnel misconduct (PM), law enforcement (LE) and counterintelligence  (CI) investigations.


  o   

At any time, the U.S. Government may inspect and seize data stored on this information system. 


  o   

Communications using, or data stored on, this information system are not private, are subject to routine monitoring, interception,  and search, and may be disclosed or used for any U.S. Government-authorized purpose. 


  o   

This information system includes security measures (e.g., authentication and access controls) to protect U.S. Government interests--not for your personal benefit or privacy. 


  o   

Notwithstanding the above, using an information system does not constitute consent to personnel misconduct, law enforcement, or  counterintelligence investigative searching or monitoring of the content of privileged communications or data (including work product)  that are related to personal representation or services by attorneys, psychotherapists, or clergy, and their assistants. Under these 

circumstances, such communications and work product are private and confidential, as further explained below: 

- 

Nothing in this User Agreement shall be interpreted to limit the user's consent to, or in any other way restrict or affect, any  U.S. Government actions for purposes of network administration, operation, protection, or defense, or for communications  security. This includes all communications and data on an information system, regardless of any applicable privilege or 

confidentiality.  

- 

The user consents to interception/capture and seizure of ALL communications and data for any authorized purpose (including  personnel misconduct, law enforcement, or counterintelligence investigation).  However, consent to interception/capture or seizure of communications and data is not consent to the use of privileged  communications or data for personnel misconduct, law enforcement, or counterintelligence investigation against any party  and does not negate any applicable privilege or confidentiality that otherwise applies.  

- 

Whether any particular communication or data qualifies for the protection of a privilege, or is covered by a duty of  confidentiality, is determined in accordance with established legal standards and DoD policy. Users are strongly encouraged  to seek personal legal counsel on such matters prior to using an information system if the user intends to rely on the 

protections of a privilege or confidentiality.  

- 

Users should take reasonable steps to identify such communications or data that the user asserts are protected by any such  privilege or confidentiality. However, the user's identification or assertion of a privilege or confidentiality is not sufficient to 

create such protection where none exists under established legal standards and DoD policy.  

- 

A user's failure to take reasonable steps to identify such communications or data as privileged or confidential does not waive  the privilege or confidentiality if such protections otherwise exist under established legal standards and DoD policy. However,  in such cases the U.S. Government is authorized to take reasonable actions to identify such communication or data as being  subject to a privilege or confidentiality, and such actions do not negate any applicable privilege or confidentiality.  

- 

These conditions preserve the confidentiality of the communication or data, and the legal protections regarding the use and  disclosure of privileged information, and thus such communications and data are private and confidential. Further, the U.S.  Government shall take all reasonable measures to protect the content of captured/seized privileged communications and data  to ensure they are appropriately protected.  


  o   

In cases when the user has consented to content searching or monitoring of communications or data for personnel misconduct, law  enforcement, or counterintelligence investigative searching, (i.e., for all communications and data other than privileged communications or data that are related to personal representation or services by attorneys, psychotherapists,  or clergy, and their assistants), the U.S. Government may, solely at its discretion and in accordance with DoD policy, elect to apply a  privilege or other restriction on the U.S. Government's otherwise-authorized use or disclosure of such information.  


  o   

All of the above conditions apply regardless of whether the access or use of an information system includes the display of a Notice  and Consent Banner ("banner"). When a banner is used, the banner functions to remind the user of the conditions that are set forth in  this User Agreement, regardless of whether the banner describes these conditions in full detail or provides a summary of such 

conditions, and regardless of whether the banner expressly references this User Agreement.  

27. USER SIGNATURE 

28. DATE (YYYYMMDD) 

30.  USER RESPONSIBILITIES


  I understand that to ensure the integrity, safety and security of Navy IT resources, when using those resources, I shall:     

-  Safeguard information and information systems from unauthorized or inadvertent modification, disclosure, destruction, or use.   

-  Protect Controlled Unclassified Information (CUI) and classified information to prevent unauthorized access, compromise, tampering, or 

exploitation of the information.   

-  Protect passwords for systems requiring logon authentication and safeguard passwords at the sensitivity level of the system for classified 

systems and at the confidentiality level for unclassified systems. Passwords will be classified at the highest level of information processed on  that system.   

-  Virus check all information, programs, and other files prior to uploading onto any Navy IT resource.   

-  Report all security incidents  immediately in accordance with local procedures and CJCSM 6510.01 (series).   

-  Access only that data, control information, software, hardware, and firmware for which I am authorized access and have a need-to-know, and 

assume only those roles and privileges for which I am authorized.   

I further understand that, when using Navy IT resources, I shall not:    

-  Access commercial web-based e-mail (e.g. HOTMAIL, YAHOO!, AOL, etc.)   

-  Auto-forward official e-mail to a commercial e-mail account.   

-  Bypass, strain, or test IA mechanisms (e.g., Firewalls, content filters, anti-virus programs, etc.). If IA mechanisms must be bypassed, I shall 

coordinate the procedure and receive written approval from the Local IA Authority (CO or OIC).   

-  Introduce or use unauthorized software, firmware, or hardware on any Navy IT resource.   

-  Relocate or change equipment or the network connectivity of equipment without authorization from my Local IA Authority.   

-  Use personally owned hardware, software, shareware, or public domain software without authorization from the Local IA Authority.   

-  Upload executable files (e.g., .exe, .com, .vbs, or .bat) onto Navy IT resources without the approval of the Local IA Authority.   

-  Participate in or contribute to any activity resulting in a disruption or denial of service.   

-  Write, code, compile, store, transmit, transfer, or introduce malicious software, programs, or code.   

-  Put Navy IT resources to uses that would reflect adversely on the Navy (such as uses involving pornography; chain letters; unofficial 

advertising, soliciting or selling except on authorized bulletin boards established for such use; violation of statute or regulation;  inappropriately handled classified information; and other uses that are incompatible with public service).   

31.  USER SIGNATURE

32. DATE 

PART III - SECURITY MANAGER VALIDATES THE BACKGROUND INVESTIGATION OR CLEARANCE INFORMATION 

33. TYPE OF INVESTIGATION 

33a. DATE OF INVESTIGATION (YYYYMMDD) 

33b. CLEARANCE LEVEL 

33c. IT LEVEL DESIGNATION 

34. VERIFIED BY (Print name)  

35. SECURITY MANAGER 

TELEPHONE NUMBER 

36. SECURITY MANAGER SIGNATURE 

37. DATE (YYYYMMDD) 

PART IV - COMPLETION BY AUTHORIZED STAFF PREPARING ACCOUNT INFORMATION 

38. TITLE: 

38a. SYSTEM 

38b. ACCOUNT CODE 

38c.  DOMAIN 

38d. SERVER 

38e. APPLICATION 

38f. DIRECTORIES 

38g. FILES 

38h. DATASETS 

39. DATE PROCESSED 

(YYYYMMDD) 

39b. PROCESSED BY (Print name and sign)  

39c. DATE (YYYYMMDD) 

40. DATE REVALIDATED 

(YYYYMMDD) 

40a. REVALIDATED (Print name and sign)  

40b. DATE (YYYYMMDD) 

29a. SOCIAL SECURITY NUMBER (LAST FOUR) 

29. NAME (Last, First, Middle Initial) 

INSTRUCTIONS   

A. PART I: The following information is provided by the user when establishing

 or modifying their USER ID. 

 

    (1) Name. The last name, first name, and middle initial of the user. 

    (2) Social Security Number. The last four numbers in the social security

         number of the user. 

    (3) Organization. The user's current organization (i.e., USS xx, DoD, and 

         government agency or commercial firm). 

    (4) Office Symbol/Department. The office symbol within the current 

         organization (i.e., SDI). 

    (5) Telephone Number/DSN. The Defense Switching Network (DSN) and 

         commercial phone number of the user. 

    (6) Official E-mail Address. The user's official e-mail address. 

    (7) Job Title/Grade/Rank. The civilian job title (i.e., Systems Analyst, YA-02, 

         military rank (CAPT, United States Navy) or "CONT" if user is a  

         contractor. 

    (8) Official Mailing Address. The user's official mailing address. 

    (9) Citizenship (U.S., Foreign National or Other). 

  (10) Designation of Person (Military, Civilian, Contractor). 

  (11) IA Training and Awareness Certification Requirements. User must 

         indicate if he/she has completed the Annual Information Awareness  

         Training and the date. 

  (12) User's Signature. User must sign the OPNAV 5239/14 with the 

         understanding that they are responsible and accountable for their 

         password and access to the system(s). 

  (13) Date. The date the user signs the form. 

 

B. PART II: The information below requires the endorsement from the user's 

Supervisor or the Government Sponsor. 

 

  (14) Justification for Access. A brief statement is required to justify 

         establishment of an initial USER ID. Provide appropriate information  

         if the USER ID or access to the current USER ID is modified. 

  (15) Type of Access Required: Place an "X" in the appropriate box.

         (Authorized - Individual with normal access. Privileged - Those with 

         privilege to amend or change system configuration, parameters 

         or settings.) 

  (16) User Requires Access To. Place an "X" in the appropriate box. 

         Specify category. 

  (17) Verification of Need to Know. To verify that the user requires access 

          as requested. 

(17a) Expiration Date for Access. The user must specify expiration date if 

         less than 1 year. 

  (18) Supervisor's Name (Print Name). The supervisor or representative 

         prints his/her name to indicate that the above information has been 

         verified and that access is required. 

(18a) Supervisor's Signature. Supervisor's signature is required by the 

         endorser or his/her representative. 

(18b) Date. Date supervisor signs the form. 

  (19) Supervisor's Organization/Department. Supervisor's organization 

         and department. 

(19a) E-mail Address. Supervisor's e-mail address. 

(19b) Phone Number. Supervisor's telephone number. 

  (20) Signature of Information Owner/OPR. Signature of the functional 

         appointee responsible for approving access to the system being 

         requested. 

(20a) Phone Number. Functional appointee telephone number. 

(20b) Date. The date the functional appointee signs the OPNAV 5239/14. 

  (21) Signature of Information Assurance Officer (IAO) or Appointee. 

         Signature of the IAO or Appointee of the office responsible for 

         approving access to 

          the system being requested. 

  (22) Organization/Department. IAO's organization and department. 

  (23) Phone Number. IAO's telephone number. 

  (24) Date.The date IAO signs the OPNAV 5239/14. 

  (25) Name. The last name, first name, and middle initial of the user. 

(25a) Social Security Number. The last four numbers in the user's social 

          security number. 

  (26) Standard Mandatory Notice and Consent Provision. This item is 

          in accordance with DoD memo dtd May 9, 2008 (Policy on Use of DoD 

          Information Systems  - Standard Consent Banner and User Agreement. 

  (27) User Signature. User signs. 

  (28) Date. Date signed. 

  (29) Name. The last name, first, name and middle initial of the user. 

(29a) Social Security Number. The last four numbers in the social security 

         number of the user.

  (30) User Responsibilities 

  (31) User Signature. Member signs. 

  (32) Date. Date signed. 

 

C. PART III: Certification of Background Investigation or Clearance.

 

  (33) Type of Investigation. The user's last type of background investigation

          (i.e., NAC, NACI or SSBI). 

(33a) Date of Investigation. Date of last investigation. 

(33b) Clearance Level. The user's current security clearance level 

         (Secret or Top Secret). 

(33c) IT Level Designation. The user's IT designation 

         (Level I, Level II or Level III). 

  (34) Verified By. The Security Manager or representative prints his/her 

          name to indicate that the above clearance and investigation 

          information has been verified. 

  (35) Security Manager Telephone Number. The telephone number of the 

         Security Manager or his/her representative. 

  (36) Security Manager Signature. The Security Manager or his/her 

         representative indicates that the above clearance and investigation 

         information has been verified. 

  (37) Date. The date that the form was signed by the Security Manager or

         his/her representative. 

 

D. PART IV: This information is site specific and can be customized by 

either the functional activity or the customer with approval from 

NAVNETWARCOM. This information will specifically identify the access 

required by the user. 

(38 - 40b). Fill in appropriate information.

 

E. DISPOSITION OF FORM: 

 

TRANSMISSION: Form may be electronically transmitted, faxed or mailed. 

If transmitted electronically, the email must be digitally signed and encrypted. 

 

FILING: Retention of this form shall be in accordance with SECNAV M5210-1, 

Records Management Manual (Section 5230.2 applies). 

		CurrentPage: 

		PageCount: 

		Text41: 

		Text40: 

		Text39: 

		UserID: 

		ReqDtd: 

		SysNme: 

		Loca: 

		NmeLFM: 

		Orgn: 

		OffSym: 

		PHDsn: 

		PHCom: 

		JobGde: 

		MLAdd: 

		IAdtd: 

		UsigDtd: 

		JusAcc: Access to Government IT Systems are required to execute duties as assigned.

		AcExpDtd: 

		SpeCat: 

		OthCat: 

		Text34: 

		SupSigDtd: 

		SSNL4: 

		EmlAdd: 

		SupOrg: 

		SupEml: 

		SupPhn: 

		InfoPhn: 

		InfoDtd: 

		USCB: 0

		FNCB: 0

		OthrCB: 0

		MilCB: 0

		CivCB: 0

		ConCB: 0

		AuthCB: 0

		PrivCB: 0

		UclCB: 0

		ClCB: 0

		ClOthCB: 0

		CrtUCB: 0

		AnnUnfCB: 0
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		ModCB: 0

		IDCB: 0
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		Directories: 
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		Domain: 
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		ClrLvl: 

		VerBy: 

		DtdInv: 

		TypeInv: 
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		acctcode1: 
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		acctcode6: 

		acctcode3: 
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		title6: 
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		Title2: 
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24 FEB 2010



NO-FEE PASSPORT REQUIREMENTS

(MUST BE US CITIZEN BY BIRTH OR NATURALIZATION)

For complete Passport and Visa details consult the 

Foreign Clearance Guide at http://www.fcg.pentagon.mil/  and the DOD Passport Matters (DOD 1000-21.R) at https://secureapp2.hqda.pentagon.mil/passportmatters/Passports/DoDR/DODR_FrameSet.htm

1. ORDERS:  PCS, TAD, or Official letter on Command Letter Head stating the country and reason for needing a Passport.  The country listed on orders or letter and DD 1056 should be the same country.

2.  DD FORM 1056:  

This form gives you authorization to apply for a No-Fee Passport/Visa  

(MUST BE TYPED & SIGNED IN BLUE INK)


3.  PHOTOGRAPHS:  

-     Two identical and recent passport photos (must be 2in x 2in)

-     You must be in conservative civilian attire. 

-     Everything from the neck line down needs to be covered. 


-     No bare shoulder, No Khaki shirts, and NO civilian/ military uniforms will be accepted. 

-     When the photo is cut there is ½ in form the top of the head to edge of the photo. 


-      Photos must be within the last 6 months.


-      Photos may be photographed at various locations such as Walgreens, Costco, CVS, Kinko’s, Sear, Etc. 


-      NAVPTO does not do Photography.


4.  PROOF OF CITIZENSHIP: 


Original birth certificate (Must contain the following):


· Name of child


· Date of birth


· Place of birth


· Date certificate filed in the registrar’s office ( should be within one year of birth) 


· Signature of registrar and authorized seal of registrar’s office ( seal may be raised, embossed, impressed, or multicolored)

Notes: 

· For children 15 years of age and younger the original birth certificate must be presented regardless if the child has previously been issued a passport or you may also submit original certificate of naturalization (must be the Original)

· Hospital or CA, GA, or TX states abstract birth certificates ARE NOT ACCEPTED as proof of citizenship

· If in possession of a tourist passport, please bring in for informational purposed even if it is not being submitted as proof of citizenship.


-   All ORIGINAL proof of citizenship submitted MUST be mailed with application to the State Department (NO EXCEPTIONS). Please bring any passport tourist or no-fee, valid or expired that has been issued to you and is in your possession. 

5.  DS FORMS 11 FOR (INITIAL) 82 FOR (RENEWAL):  

-   ALL Passport application must be completed online at WWW.TRAVEL.STATE.GOV

STEP BY STEP INSTURCTIONS FOR THE WWW.TRAVEL.STATE. GOV WEBSITE:


Once you have accessed the web page:


· Under passports for U.S. citizens (middle) scroll down and click on applications and forms.

· Next click on passport application wizard (top). 

· Next put check in disclaimer box then click on submit button.

· Next under apply for a passport book, click continue; do not use the option apply for a passport book and a passport card.

CONTINUED ON THE BACK OF THIS PAGE

· Next program will load and complete application.

· When summary of fees appears click submit

· Next scroll down (at the bottom) check acknowledgement block then click create form. 

-     After printing, the DS-11 MUST have a 2-D bar-code in the top left corner of page 1 of 2 or it will not be accepted by the State Department. 


Note: If you have been previously issued a US passport and you DO NOT want to submit it as proof of citizenship go to the “OTHER” block and type RETAINED.  A DS 82 with a bar code will print out vice a DS 11.

CHILDREN APPLYING FOR A PASSPORT: 


ALL CHILDREN MUST BE PRESENT FOR APPLICATION PROCESSING.


Children 16 years of age or older must execute there own passport application. Children under the age of 16 must have BOTH birth parents present. (If only one parent is NOT available, please contact us at 619 556-5068 or email Mr. Wells at  jalal.wells@navy.mil for guidance.)

6.  IDENTIFICATION:

You may submit the following however they must NOT be expired:


-  Military ID card


-  Drivers license 


-  Pervious Passport 


7. SOCIAL SECURITY NUMBERS:  

-  Are required for all applicants. (Federal tax law section 6039E of the internal revenue code of 1986 Requirement)

VISAS 

Some countries require a Passport and a Visa.  Please consult the Foreign Clearance Guide at http://www.fcg.pentagon.mil/  and the DOD Passport Matters (DOD 1000-21.R) at  https://secureapp2.hqda.pentagon.mil/passportmatters/Passports/DoDR/DODR_FrameSet.htm

well in advance of  your travel date.

1.  You cannot obtain a “No-Fee” Visa in Tourist Passport except for the following 

-  Government employees traveling to Taiwan OR a contractor working for the US Government traveling to Saudi   


   Arabia.  

                                                                                                                                                                                                                                                                                                                            2. If applicant has an Official Diplomatic or No-Fee Passports they must meet the following the requirements to apply for a Visa


- You must have enough Visa pages in your passports to obtain the correct number of Visas that you apply for.  If 

   you do not enough pages then you must request additional Visa pages (refer to DS-4085

- Some Embassies require applicant to sign passport prior to submitting for a Visa. 

3.  Ensure you submit the proper Visa application for the countries you visiting (list NOT inclusive)

-  Original Visa application. 

-  Applicant’s Visa application printed on the corrected size paper (Legal or Letter size).

-  IF required, applicant needs to make sure Visa application is typed. 

-  Applicant needs to sign the Visa application. 

-  Applicant needs to make sure they submit the correct number of Visa applications. 

-  Applicant needs to ensure they have the correct number and SIZE of photos attached to the Visa application. 

4.  IF applicant does not have an Official  Diplomatic, or No-Fee Dependent Passport he or she MUST submit all proper documentation for passports before he or she will be able to apply for a Visa. 

5.  Remember the requirements above are basic requirements. Each country has different requirements for a Visa.  
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PASSENGER RESERVATION REQUEST


		1. Type Request:      New FORMCHECKBOX 
      Mod/Change FORMCHECKBOX 
      Cancellation FORMCHECKBOX 


		2. Date:       

dATE FORMAT:  dd mmm yyyy

		NAVPTO USE ONLY



		3. Requestor (POC):           

		Ship Location:        Date: 






		4. Point of Contact Phone:  


   (   )      

		5. POC E-Mail Address: 


         

		



		

		

		AMC Flight Avail:    Yes       No 

Flt No:

Date: 


Show:
ETD:
  ETA: 



		6. Name (as shown on the photo I.D. you will present to the TSA agent while going though airport security)



		7. Social Security SSN 


           

		



		8.  Rank/Rate



		9.  Date of Birth (DOB)

		10.  Gender  

                      FORMCHECKBOX 
  Male   FORMCHECKBOX 
   Female



		11. Traveler’s Phone w/ Area Code


 (   )        

		12. Traveler’s E-Mail Address


      



		13. Detaching (Current Permanent Duty Station) 

        

		14. Gaining Command (New Permanent Duty Station)

       



		15. Detachment Date


     

		16. Availability Date


     

		17. Mandatory Departure Date


     



		18. List all Intermediates (Temporary Duty En-route) PCS only below with dates required for arrival and departure


A. Command:        Mandatory Arrival Date:        Departure Date:      

B. Command:        Mandatory Arrival Date:        Departure Date:        



		19. Type Travel:        Accompanied  FORMCHECKBOX 
        Unaccompanied  FORMCHECKBOX 
        PCS  FORMCHECKBOX 
        COT  FORMCHECKBOX 
         DEFERRED COT  FORMCHECKBOX 
         OTEIPO  FORMCHECKBOX 
                                    


Dependent travel: if delayed, enter approximate month of travel:       



		20. EAOS:       Extensions:       

		21.  Overseas Screening completed:    Yes:  FORMCHECKBOX 
       If no,  In progress:  FORMCHECKBOX 




		22. Prescribed Tour length:       

		23. Dependent Entry Required: Yes FORMCHECKBOX 
  No FORMCHECKBOX 
    If yes, enter DTG of msg sent:       



		24. List of Family Members:




        Passport              Expiration            

                    Expiration


  Last,       First      MI
         SSN
       Relationship               Number                  Date

Visa Number
       Date



		     

		     

		     

		     

		     

		     

		     



		     

		     

		     

		     

		     

		     

		     



		     

		     

		     

		     

		     

		     

		     





		     

		     

		     

		     

		     

		     

		     



		     

		     

		     

		     

		     

		     

		     



		25. Leave Address (include Zip code) after detachment:


     

		26. Phone Number after detachment (include area code)

Home  (   )         Cell:  (   )      



		27.  Email address after detachment:


       

		28. Next of Kin    Name and Phone Number:


Name:        
Phone: (   )      



		29. MAC CIC as listed on Orders:


     

		30.  Personnel detaching from deployed units ONLY, enter funding appropriation:


     



		31.  Seats Required:         

		32. Type Seat:     Window  FORMCHECKBOX 
     Aisle  FORMCHECKBOX 


		33. Excess Baggage Auth / No. of pieces:       



		34. Alternate Routings for personal convenience may be requested here.  Any additional costs for indirect/personal travel above and beyond entitlements will the member’s responsibility.



		Date of travel

		Time

		From:  City, State

		To:  City, State

		Mode of Travel



		     

		     

		     

		     

		     



		     

		     

		     

		     

		     



		     

		     

		     

		     

		     



		     

		     

		     

		     

		     



		35.  Additional Information:       



		36. Shipping POV to/from Overseas?    Yes  FORMCHECKBOX 
      No  FORMCHECKBOX 
     If yes,  Ship from:        Ship to:     

Storing POV (Shipping not permitted)    Yes  FORMCHECKBOX 
 No  FORMCHECKBOX 
      If yes,  Storage Location: City:        State:      

Note:  Must have storage authority letter from Authorized Storage Facility 



		37. PET Reservation:  2 Pets (Cat or Dog only) allowed on AMC flights.  Are you shipping pets?           


Pet #1 Cat  FORMCHECKBOX 
 Dog  FORMCHECKBOX 
  Breed:         *Cage Width      ”Length      ”Height      ”  *Total Weight Cage+Pet      Lbs  


Pet #2 Cat  FORMCHECKBOX 
 Dog  FORMCHECKBOX 
  Breed:         *Cage Width      ”Length      ”Height      ”  *Total Weight Cage+Pet      Lbs  



		NOTE:   Use of Government Air/Government Procured Air is directed when available and meets mission requirements for transoceanic travel.  Port call issued by NAVPTO is an official modification to orders.  The following documents are required prior to the issuance of tickets: (1) PCS orders endorsed, (2) signed DD884, (3) passport/visa required by the FCG, (4) family entry approval (if required), (5) NATO travel orders (if required), and (6) requested supporting documents.



		38. Member’s Signature and date:


________________________________  

Date:                                        

		39. Supervisor Name /Phone 


____________________________________Phone:  _____________________________

		40. Supervisor’s signature and date**:


________________________________________  

Date:       



		**Item 38:  SIGNATURE NOT REQUIRED IF RELEASED VIA TOPS BY THE SUPERVISOR.



		AUTHORITY: Authority to request is derived from 5 U.S. Code 301, Departmental Regulations.  PRINCIPAL PURPOSE: To provide authority for issue of passenger reservations/port call requests.  ROUTINE USES: Information is used in conjunction with application for passenger reservations/port calls.  DISCLOSURE: Voluntary; however, if applicant fails to provide information, travel request will not be processed.
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TOPS - TRANSFERS CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


Enclosures:  
 
 
 
 
 
 
 
 
 
 
 
 
 


PCS Order (Include modifications) 
Transfer Information Sheet (TIS), completed by member, with command signatures  
and approved transfer date. (Note 1)
Completed Screenings (if applicable) (Note 2)
Applicable Page 13's 
Extension/Reenlistment contract indicating satisfactory Obligated Service. 
Passenger Reservation Request (PRR) -- please do not send directly to transportation. 
Dependent entry approval information for request 
Dependent entry approval message from Ultimate Duty Station. 
DD Form 884 (Note 3)
Advanced Travel Request 
Advanced Pay Request 
Transfer Eval/LTR of Extension (end-date matching transfer date) 


          NAVPERS 4071/1
 


Notes:  (FYI - Mbr's Service Record will be released to the Mbr ONLY and on date of transfer) 
1.  Send any and all pertaining documents as soon as received from member, i.e., TIS within 10 days of receipt of BUPERS orders.
2.  Overseas orders and/or special billet orders requires screening.  Please review orders for special instruction. 
3.  Dependent Transportation Request Form


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:       
Phone number:       
 
I certify that this package with all enclosures have been verified and correct.   


Sign and Date 
 
 
 
 
 







 
 
 


TOPS - RECEIPT CHECKLIST 
Name SSN COMMAND Date Reported 


                        


Enclosures: 
 
 
 
 
 
 
 


(1) PCS Orders (Properly endorsed) 
(2) Travel Claim (Properly filled out with all receipts required) 
(3) PG-2 (Include corrections if applicable, signed and dated if no correction needed). 
(4) SGLI (updated, signed and dated) 
(5) FSGLI (if applicable, signed and updated) 
(6) TLE form 
(7) Single DLA 


 Enlisted 
 
 


 Turn in Service Record (Note 1) 
 PG-2 verified and updated 
 SGLI/FSGLI verified and updated 
 DEERS updated (Note 3) 
 Update CAC with meal entitlement, if applicable (Note 2) 


 Officers 
 
 


 Turn in folder (if applicable) 
 Turn in Enlisted Service Record for Dual status officer (Temporary appointment – Designator ending with 2) (Note 1) 
 PG-2 verified and updated 
 SGLI/FSGLI verified and updated 
 DEERS updated (Note 3) 


 
Notes: 
1.  Service Record will be maintained at supporting PSD.  CPCs may check out S/R when needed. 
2.  Member must visit PSD, Customer Service Section to update CAC for meal entitlement. 
3.  Member must make an appointment to visit CAC/ID lab to update DEERS. 


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:       
Phone number:       
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 


 
 


 
 







 
 
 
 


TOPS - TRANSPORTATION CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


 


Enclosures: 
 


 
 
 
 
 
 
 
 
 
 
 
 


(1) Passenger Reservation Request (Properly filled out) 
(2) Copy of Orders (i.e., PCS, Mob, Demob, OrdMod, IA, TAD, TDY) 
(3) Copy f NATO orders (if applicable). 
(4) DD-884 (If applicable) 
(5)  Dependent Entry request 
(6)  Dependent Entry approval 
(7)  Copy of the passport you are a national of 
(8)  Pet Information (if applicable) 
(9)  Air - Group Travel request list 
(10) Bus – Group Travel request list 


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:        
Phone number:        
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 


 
 


 
 
 
 
 
 
 
 
 
 
 
 







 
 
 
 


TOPS – TRAVEL CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


 


Enclosures: 
 
 
 
 
 
 


(11) Travel Claim (Note 1). 
(12) PCS/TDY Orders (Note 2) 
(13) Receipts (Note 3) 
(14) Support documents (Note 4) 
(15) CNAs    
(16) EFT Form (Electronic Funds Transfer) (Note 5) 


 
Notes: 


 


1.  Must be properly filled out and indicate all authorized stop. 
2.  Properly endorsed on all stops. 
3.  Only authorized receipts are accepted. 
4.  Submit supporting documents or authorization letters not included in orders. 
5.  The account info where the member wants his/her travel reimbursement to be deposited. 


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:        
Phone number:        
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 


 
 
 
 
 
 
 
 
 







 
 
 
 


TOPS – SEPARATIONS CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


 


Enclosures: 
 
 
 


 
 
 


Separation package (Note 1). 
SBP Election form (Note 2) 
Separation Leave Paper (If applicable) (Note 3) 
PTDY orders (if applicable) (Note 4) 
    
 


 
Notes: 


 


1.  Must be properly filled out. 
2.  Properly filled out and signed by all parties involved (Must be notarized). 
3.  Properly filled leave paper. 
4.  PTDY orders are personnel authorized to go on House Hunting and Job Hunting. 


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:        
Phone number:        
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 


 
 
 
 
 
 
 
 
 







 
 
 


TOPS – CUSTOMER SERVICE CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


 


Enclosures: 
 
 
 
 
 
 
 
 


Allotment (Note 1). 
Leave 
PG-2, noting corrections (Note 4). 
SGLI/FSGLI  
Evals (Front and Back) 
Service record entry (Note 2)   
Other entitlements (Note 3) 


 
Notes: 


 


1.  Must be properly filled out and indicate start or stop an allotment. 
2.  Submit supporting documents for any service record entries. 
3.  Submit supporting documents for starting or stopping entitlements. 
4.  Submit the PG-2 needing correction, line out old info and annotate new info. 


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:        
Phone number:        
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 


 
 
 
 
 
 
 
 
 







 
 
 


TOPS – LIMDU/LEGAL CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


 


Enclosures: 
 
 
 
 
 
 


(1)       
(2)       
(3)       
(4)       
(5)       
(6)       


Notes: 
 1.       


2.       
3.       
4.       


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:        
Phone number:        
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 


 
 
 
 
 
 
 
 
 
 
 
 







 
 
 
 


TOPS – ESO CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


 


Enclosures: 
 
 


 


(1)  Evals (Note 1)     
(2)  Request Chit with CO's final approval signature (Note 2)     
(3)  Req Chit, PG-13 from school, MRPO3 completion certificate., PO Indoc Cert.
    Copy of extension (if required) (Note 3)     
(4)  Waiver Letter - signed by CO (Note 4)     
(5)       
     


Notes:  1.  W i t h  a l l  r e q u i r e d  s i g n a t u r e s  a n d  c o r r e c t  e n d i n g  d a t e .      
2.  F o r  a d v a n c e m e n t  t o  E 2  o r  E 3  w i t h  p r i o r  R I R .
3.  F o r  a c c e l e r a t e d  a d v a n c e m e n t  t o  E 4 .      
4.  F o r  C O ' s  E P  T i m e  i n  R a t e  W a i v e r      


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:        
Phone number:        
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 


 
 
 
 
 
 
 
 
 
 
 







 
 
 
 


TOPS – MOB CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


 


Enclosures: 
 
 
 
 
 
 
 
 
 
 
 
 


(1) Endorsed orders (Note 1) 
(2) DD 1966/1 (Enlisted) 
(3) Current Contract or most recent enlistment 
(4) NAVPERS 1070/602 (PG-2) 
(5) SGLI 
(6) FSGLI (If applicable) 
(7) Direct deposit sign up form 
(8) Bank account verification (Note 2) 
(9) W-4 
(10) State of Legal residence form 
(11) Pay PG-13 
(12) FSA form (If applicable) 


Notes: 
 1. For officers & enlisted members without SRV, indicate city/state of birth in upper right 


hand corner of orders. 
2. Voided check, Drill pay LES/Bank document.  No deposit slips accepted! 


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:        
Phone number:        
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 


 
 
 
 
 







 
 
 
 


TOPS – SERVICE RECORD VAULT CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


 


Enclosures: 
 
 
 
 
 
 


(1) S/R Entry documents (i.e, award, eval, course completion, etc.) (Note 1) 
(2)       
(3)       
(4)       
(5)       
(6)       


Notes: 
 1. CPCs are responsible for ensuring validity of documents submitted through TOPS. 


2.       
3.       
4.       


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:        
Phone number:        
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 


 
 
 
 
 
 
 
 
 
 
 







 
 
 
 


TOPS – RESERVE PAY CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


 


Enclosures: 
 
 
 
 
 
 
 


(1) Endorsed AT/ADT orders 
(2) PG-2 (updated) or with correction to update (Note 4) 
(3) Flight Itinerary (Note 1) 
(4) Modification on orders (Note 2) 
(5) EFT Information (Note 3) 
(6)   


  
Notes: 


 1. Only applicable for CAN (For Tvl Claim) 
2. If Orders get extended or modified. 
3. Needed to have an accurate account. 
4. Include supporting documents, i.e., divorce, marriage, birth of child. 


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:        
Phone number:        
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 


 
 
 
 
 
 
 
 
 
 







 
 
 
 


TOPS - STUDENTS CHECKLIST 
Name SSN COMMAND Today’s Date 


                        


 


Enclosures: 
 
 
 
 
 
 


(1) PCS orders with proper endorsements (Note 4). 
(2) PG-2 (verified or with corrections needed) (Note 1) 
(3) SGLI/FSGLI (When there’s a change to beneficiaries’ address). 
(4) Paygrade advancement (Upon graduation or school/boot camp) 
(5) CNAs, Lodging receipts (with check in/Check out dates) (Note 3) 
(6) Completed Advance Travel Form (DLA, Mileage, Perdiem) (Note 2) 


Notes: 
 


1.  For PG-2 with no correction, sign and date.  If corrections are needed, line through and 
annotate changes then submit. 
2.  For those personnel transferring and requesting advance travel along with orders. 
3.  For those personnel entitled to perdiem while on TDY along with orders. 
4.  Indicate in remarks section the mode of travel to properly credit your travel days, proceed, 
leave, RAP duty, etc. 


 
Remarks:        
      
      
      
      


 
Ensure all scanned documents are legible prior to submission to PSD 


through Transaction On-line Processing System (TOPS) 
 


Command PASS Coordinator:        
Phone number:        
 
I certify that this package with all enclosures have been verified and correct.  
 Sign and Date 
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Ser 


From:  Commanding Officer, Command Name / UIC

TO :   Officer In Charge, Personnel Support Detachment

Subj:  DESIGNATION OF COMMAND PASS COORDINATOR (CPC)

Ref:   (a)OPNAVINST 1000.23C


       (b)Transaction Online Processing (TOPS) User Guide 


          (Standard Operating Procedures), 15 Jun 2007. 

1.  Per references (a) and (b) Personnel listed are authorized to VIEW/SUBMIT, via TOPS, Pay and Personnel transactions for UIC(s): 


2.  Per reference (a), the following information is provided for the command’s CPC:

Full name:  

Phone contact number:  


Military e-mail Address:  

3.  Per reference (b), listed member is appointed as CPC for the unit in order to gain access to the TOPS application.  

    This designation will remain in effect until rescinded by letter or upon your transfer from this command.  This letter will be updated annually while designation is in effect.

                            Commanding Officer/Officer in Charge   

