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1.0 PAS-FA

The Personnel Accountability System Full Application (PAS-FA) automates both shipboard and
shore-based personnel accountability using the Common Access Card (CAC), TWIC, DBIDS,
and GSA PIV Il Smartcards; barcodes; and/or fingerprints for individual validation.

1.1 What is a Smartcard or Integrated Circuit Chip (ICC)?

CACs, TWICs, and PIV Il Smartcards are the standard identification cards issued to uniformed
service members of the Department of Defense (DoD), DoD employees, certain contractors,
transportation workers, and other federal government employees (see Figure 1-1). Collectively
referred to as ICC cards, each card is the size of a standard credit card, and contains an
Integrated Circuit Chip (ICC) embedded in its plastic. The ICC consists of a microprocessor that
securely stores, processes, and updates data. This allows the ICC card to manage valuable
information, process transactions, authenticate identity, and provide access to networks or
databases.
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Figure 1-1 Sample ICC Card

1.2 What is PAS-FA?

The Personnel Accountability System Full Application, or PAS-FA, is a software application that
automatically records the status of personnel as they check in and out of a facility or ship.
Personnel are checked in or out by reading the Integrated Circuit Chip (ICC) on their Smartcard,
scanning the 3x9 barcode located on the ICC Card or barcode ID Card, or capturing individual
fingerprints. The fingerprint option expedites processing where security posture allows. An
option to use the smartcard with fingerprint is permitted, but requires PIN entry. PAS-FA also
displays digital photos of cardholders stored in the PAS database to enhance cardholder identity
verification to the operator.

Operators and administrators can assign personnel processing out on Liberty to ‘Buddy
Groups’, satisfying requirements of liberty policies while deployed overseas, and assign ‘Liberty
Risk’ categories to individuals with limited or restricted privileges. PAS-FA includes a messaging
capability, which alerts the operator the next time the intended recipient processes in or out.
Operators and administrators can also view and print reports from PAS-FA.

PAS-FA supports the use of fingerprints, ICC cards, and barcodes as well as manual lookups of
personnel to check-in or check-out a person from the system. Using those same methods, the
application is capable of creating a new or selecting an existing roster event, and signing
attendees into and out of that event.




2.0 Getting Started

2.1 System Requirements
In order to use PAS-FA, the hardware/software must meet the following minimum standards:

Windows XP, Service Pack 3

Pentium class processor, 1 GHz or higher

Minimum 512 MB of RAM, 1 GB preferred

570 MB of available hard disk space

1024x768 or higher display resolution with 256 colors

PC/SC Smart Card Reader

USB or PS/2 barcode scanner with terminating keyboard wedge
Cogent CSD200 USB Fingerprint Scanner (optional)

Note: If prompted for hardware drivers, locate the Device Driver folder on install media.

2.2 Installing PAS-FA Server
Important: Administrator privileges are required for installation. A smartcard reader and
required drivers must be installed per manufacturer’s instructions prior to installation.

2.2.1 New Installations
These procedures will occur during a new installation:

Install Microsoft Windows Installer 3.1

Install Microsoft .NET Framework 3.5 SP1

Install Microsoft Windows Installer 4.5

Install Microsoft PowerShell v1

Install Microsoft SQL Server 2008 Express

Create PAS Database

Install Microsoft SQL database Encryption software
Configure Microsoft SQL secure port conductivity
Open TCP Port 15507 in Microsoft Firewall

Install PAS Backup utility

Automatically restart the computer when installation is complete

Note: Any required software that is already present on the computer will not be reinstalled.
Note: If using 3" party firewall software, open TCP Port 15507 for remote database access.

2.2.1.1 PAS Database Installation

1) Insertthe CD/DVD into the CD/DVD drive.

2) From the Windows ‘Start’ button, open ‘Windows Explorer’, or double click ‘MY
COMPUTER'’ on the desktop.

3) Select the drive designated for the CD/DVD.
4) Select the ‘Install.exe’ icon to launch the PAS-FA install menu shown in Figure 2-1.
5) Click ‘INSTALL PAS 2.1 DATABASE'.

Install

=% Install PAS 2.1 Database

=% Install PAS 2.1 Client

Personnel Accountability System
PAS 2.1 Installation

Figure 2-1 PAS Install Menu




6) Successive ‘PAS DB Install Setup’ screens will appear (see Figure 2-2) with license
agreements for:
» Microsoft Windows Installer 3.1
= Microsoft .NET Framework 3.5 SP1
= Microsoft Windows Installer 4.5
= Microsoft SQL Server 2008

T PAS DB InstallSetup 3]

For the following companents:

S0OL Server 2008 Express Edition

Please read the following licerse agreement. Press the page down key to
see the rest of the agreement.

MICROSOFT SOFTWARE LICENSE *
TERMS

MICROSOFT SQL SERVER 2008
EXPRESS EDITION

@ View ELLA for pinting

Do you accept the terms of the pending License Agreement?

1f you choose Don't Accept, instal wil close. To install you must accept
this agreement

Figure 2-2 PAS DB install setup

7) Click ‘ACCEPT’ on each license agreement to proceed.

Note: If your computer already has any of this software installed, the license agreement for that
software will not appear.

8) The installation proceeds automatically (except in the case of Windows Installer as
noted below). Various progress screens appear throughout the installation as shown
in Figures 2-3 through 2-5.

Note: After installation of either Windows Installer 3.1 or 4.5, a message displays alerting you
that the computer must be rebooted before setup can proceed. The message prompts for an
immediate reboot or manual reboot later. Click ‘YES' to reboot immediately. After reboot you will
need to login. The PAS installation process automatically resumes.

Figure 2-3 SQL Server 2008 Setup screen

(% Installing PAS Database

Detecting Database Version...
Installing PAS 2.1 Database...

Figure 2-4 Installing PAS Database screen




Encrypting PAS Database

Extracting files

Encrypting files

Installing SQL Backwards Compatibility %

Installing encryption components

-
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Figure 2-5 Encrypting PAS Database screen

9)

When the installation is complete, an alert appears prompting an immediate reboot
as shown in Figure 2-6. Click ‘OK’.

A reboot of you

computer is required nowe. Please save all work in prograss.  Anvy unsaved dhanges will be lost.

Figure 2-6 Reboot of computer required

10)

Proceed to Section 2.2.1.2, PAS Client Installation.

2.2.1.2 PAS Client Installation

1)

Click INSTALL PAS 2.1 CLIENT’ on the PAS-FA install menu shown in Figure 2-7.

* Install

X

J

=% Install PA

«» Install PA

Personnel Accountablllty System Microsolt Visual Studio 2008 Report Viewer
PAS 2.1 Installation

Foe the following components:

Flease iead the follwing license ageement. Press the page down key to
see the rest of the agreement

S 2.1 Database MICROSOFT SOFTWARE LICENSE TERMS ~
MICROSOFT REPORTVIEWER 2002 WITH SERVICE PALK 1
Thess icenze beme are an agesment between Miciowof! Coporation
S 2.1 Client [or based on whese you ve, one of ks afffistes] and you. Plesse
. 1en read them. They apply to the software named abave, which nchides

the media on which you eceived &, f arg. The terms alzo apply to
any Miciosalt
K updates,

supplements,

Intemnet-based services, and v

Installation notes

ﬂ View ELILA far printing

Figure 2-7

2)

3)

4)

Do pou accepl the termz of the pending License Agreement 7

PAS Install menu
IF you choose Don't Accept, install wil close. To inztall pou must accept
thiz ageement.

[ Accepl ] | DontAccept |

Figure 2-8 PAS Install Setup

A ‘PAS Install Setup’ window displays the license agreement for MS Visual Studios
as shown in Figure 2-8. Click ‘ACCEPT’ to proceed. If your computer already has MS
Visual Studios installed on it, this window will not appear.

A message appears reading ‘Please wait while the setup Wizard installs PAS’. This
may take several minutes.

When complete, a ‘Completed the PAS Setup Wizard’ window appears as shown in
Figure 2-9. Click ‘FINISH'.




& PAS 2.1 Client Setup EE®

Completed the PAS 2.1 Client Setup
Wizard

Click the Finish button to exit the Sebup Wizard,

Figure 2-9 PAS 2.1 Client Setup

5) The PAS client is installed into C:\Program FilesS\CACPMO\PAS2 and a shortcut is
placed on the desktop.
6) Activate the Fingerprint Match License
a) Open the PAS application.
b) Select ‘Activate Fingerprint Match License’ from the ‘Help’ menu. A screen will
display ‘Activation Succeeded’. Click ‘OK’.

PAS Installation is complete.

2.2.2 Upgrades
Important: Any system upgrade has the potential to corrupt existing data. Before beginning an
upgrade, backup existing data as described in Section 2.2.2.1, Backup PASCAC v1.03.

These procedures will occur during a system upgrade:
= |nstall Microsoft Windows Installer 3.1
Install Microsoft .NET Framework 3.5 SP1
Install Microsoft Windows Installer 4.5
Install Microsoft PowerShell v1
Upgrade Microsoft SQL Server 2008 Express
Create PAS Database
Upgrade Microsoft SQL database Encryption software
Configure Microsoft SQL secure port conductivity
Open TCP Port 15507 in Microsoft Firewall
Install PAS Backup utility
Automatically restart the computer when installation is complete
Note: Any required software that is already present on the computer will not be reinstalled.
Note: If using 3" party firewall software, open TCP Port 15507 for remote database access.

2.2.2.1 Backup PASCAC v1.03
1) Insert the CD provided into the CD drive of the computer running v1.03 (if the ‘Install
window appears, close the window).
2) From the CD, click on ‘Backup_PASCAC_103.cmd'.
3) A screen will appear with a ‘Preparing to back up PASCAC..." alert.




a. Press any key to continue.

4) After backup, the screen will display a message to confirm the backup process as
displayed.
a. Press any key to Exit.

5) A folder containing the backup named ‘USC_DB_BACKUP’ is automatically created
on the computer’s ‘C’ Drive.

2.2.2.2 PAS 2.1 Database Installation

1) Insertthe CD provided into the CD drive of the computer running v1.03.

2) The Install menu shown in Figure 2-10 should automatically display. If the menu
does not display:
a. From the Windows ‘Start’ button, open Windows Explorer, or double click ‘MY

COMPUTER’ on the desktop.

b. Select the drive containing the CD.
c. From the CD, click the ‘Install.exe’ icon to launch the PAS-FA install menu.

Install

Personnel Accountability System
PAS 2.1 Installation

s

=% Install PAS 2.1 Database

«» Install PAS 2.1 Client

Figure 2-10 PAS Install Menu

3) Successive ‘PAS DB Install Setup’ screens will appear (see Figure 2-11) with license
agreements for:
= Microsoft Windows Installer 3.1
= Microsoft .NET Framework 3.5 SP1
= Microsoft Windows Installer 4.5
= Microsoft SQL Server 2008

B PAS DB Install Setup X

For the following components:

SQAL Server 2008 Express Edition

Please read the following licere agreement. Press the page down key lo
see the rest of the agreement.

MICROSOFT SOFTWARE LICENSE ~
TERMS

MICROSOFT SQL SERVER 2008
EXPRESS EDITION

@ Wi ELILA for printing

Do you accept the terms of the pending License Agreement?

If you choose Dan't Accept, install will cloze. To install pou must accept
this agreement,

Figure 2-11 PAS DB install setup

4) Click ‘ACCEPT’ on each license agreement to proceed.




Note: If your computer already has any of this software installed, the license agreement for that
software will not appear.

5) The installation proceeds automatically (except in the case of Windows Installer as
noted below). Various progress screens appear throughout the installation as shown
in Figures 2-12 through 2-14.

Note: After installation of either Windows Installer 3.1 or 4.5, a message displays alerting you
that the computer must be rebooted before setup can proceed. The message prompts for an
immediate reboot or manual reboot later. Click “YES’ to reboot immediately. After reboot you will
need to login. The PAS installation process automatically resumes.

Figure 2-12 SQL Server 2008 Setup screen

(& Installing PAS Database

Detecting D atabase Yersion...
Installing PAS 2.1 Database...

Figure 2-13 Installing PAS Database screen

Encrypting PAS Database

Extracting files
Installing SQL Backwards Compatibility =

Installing encryption components

Encrypting files

= -

[llllllllllllllllll

Figure 2-14 Encrypting PAS Database screen

6) When the installation is complete, an alert appears prompting an immediate reboot
as shown in Figure 2-15. Click ‘OK’.

A reboot of your computer is required now,  Please save all work in prograss.  Any unsaved dhanges will be lost.

Figure 2-15 Reboot of computer required

7) Proceed to Section 2.2.2.3, PAS 2.1 Client Installation.




2.2.2.3 PAS 2.1 Client Installation
1) Click INSTALL PAS 2.1 CLIENT’ on the PAS-FA install menu shown in Figure 2-16.

Foe the following components:

Personnel Acccuntabllitv Svstem Microsolt Visual Studio 2008 Report Viewer

** PAS 2.1 Installation

Flease iead the follwing license ageement. Press the page down key to
see the rest of the agreement

=% Install PAS 2.1 Database [MICROSOFT SOFTWARE LICENSE TERMS 3
(MICROSOFT REPORTVIEWER 20028 WiTH SERVICE PALCK. 1
| These icenze terms are an agresment between Miciowof! Coporation
. lloe based on whese you fve, one of & alflistes] and you Please

«» Install PAS 2.1 Client |read them. They apply to the software niamed above, which cludes
{the media o which you received &, f ary. The terms alzo apply to
|any Miciosolt
" updates.

supplements,

Intemnet-based services, and o

Installation notes gvlmsummmumm

Do pou accepl the termz of the pending License Agreement 7

Figure 2-16 PAS Install menu

IF you choose Don't Accept, install wil close. To inztall pou must accept
thiz agieement

[ Accepl ] [ Dot Accepl g

Figure 2-17 PAS Install Setup

2) A 'PAS Install Setup’ window displays the license agreement for MS Visual Studios
as shown in Figure 2-17. Click ‘ACCEPT’ to proceed. If your computer already has
MS Visual Studios installed on it, this window will not appear.

3) A message appears reading ‘Please wait while the setup Wizard installs PAS’. This
may take several minutes.

4) When complete, a ‘Completed the PAS Setup Wizard’ window appears as shown in
Figure 2-18. Click ‘FINISH’.

& PAS 2.1 Client Setup EE®

Completed the PAS 2.1 Client Setup
Wizard

Click the Finish button to exit the Sebup Wizard,

Figure 2-18 PAS 2.1 Client Setup

5) The PAS client is installed into C:\Program Files\CACPMO\PAS2 and a shortcut is
placed on the desktop.

6) Activate the Fingerprint Match License
a. Open the PAS application.
b. Select ‘Activate Fingerprint Match License’ from the ‘Help’ menu. A screen will
display ‘Activation Succeeded’. Click ‘OK’.

The PAS v2.1 upgrade is complete.




2.3 PAS-FA Client Activation

Important: Administrator privileges are required. A smartcard reader and associated drivers
must be installed per manufacturer’s instructions prior to activation. It is strongly recommended
that two or more administrators have privileges in PAS-FA in the event an administrator is
unavailable or an administrator’s ICC card fails, is lost, or is stolen.

When the PAS-FA application is first started, the operator has several options:

1) Create a New Local Database. The operator creates a new database on the local
machine. Administrative rights will be assigned to the first operator starting and
logging into the system. As with all login attempts, the user must have a functioning
ICC card and must know their PIN.

2) Connect to an Existing Local Database. The operator points to an existing database
on the local machine where the application has been installed and administrative
rights established.

3) Connect to an Existing Remote Database. The operator points to an existing
database on a remote machine where the application has been installed and
administrative rights established (for example, another instance of PAS-FA on a
network).

2.3.1 Initial Local Login - Create a New Local Database

1) From the desktop, double-click the PAS-FA icon. A message appears on the main
screen with a notification that the PAS installation has never been run before, and
asks if you would like to connect to an existing database, or connect to a new
database.

2) Click ‘'CONNECT TO A NEW DATABASE' only if you are not connecting to an
existing database, and desire to setup a new administrator.

3) A second message displays asking you to set the initial Administrator. Click ‘"YES’ to
proceed with login, or ‘NO’ to cancel initial login.

4) When prompted, insert your ICC card.
5) Enter your ICC card PIN in the ‘Enter PIN’ window shown in Figure 2-19.
6) Click ‘'OK.

% Enter PIN

| 0K | ‘ Cancel ‘

Figure 2-19 Enter PIN window

Important: Three consecutive incorrect PIN entries will cause the CAC to lock. It can only be
reset by a DEERS/RAPIDS issuance or CAC PIN Reset workstation.

7) PAS-FA assigns the user an administrator role. When prompted, remove your ICC
card from the card reader.

8) An ‘Add Administrator’ dialog box appears so that another user can be added as an
administrator.




Important: If the current number of administrators is ever less than two (2), the ‘Add
Administrator’ dialog box will appear each time the administrator logs in until at least two
administrator roles are designated.

9) Click ‘'OK’ to add a second administrator, or ‘CANCEL’ to login the first administrator.
a. If ‘OK’is clicked in the ‘Add Administrator’ dialog box, the second administrator
must insert their ICC card and enter their PIN when prompted.
10) PAS-FA creates a database when the administrator is logged in.

2.3.2 Initial Local Login - Connect to an Existing Local Database

1) From the desktop, double click the PAS-FA icon.

2) From the desktop, double-click the PAS-FA icon. A message appears on the main
screen with a notification that the PAS installation has never been run before, and
asks if you would like to connect to an existing database, or connect to a new
database.

3) Click ‘'CONNECT TO AN EXISTING DATABASE’

Important: An operator must be an administrator on the target database as well as the
database being created to have access and make changes.

4) A ‘Select Server’ screen appears displaying a list of network servers as shown in
Figure 2-20. Highlight ‘Default’ and click ‘OK’.

Server

SRR SRV AT

e
[Detavit]
LAPTOPD410\PASCAC

Figure 2-20 Select Server
5) When prompted, insert your ICC card.

Note: This person must be defined as a user in the existing database.
6) When prompted, enter your ICC card PIN.

Important: Three consecutive incorrect PIN entries will cause the CAC to lock. It can only be
reset by a DEERS/RAPIDS issuance or CAC PIN Reset workstation.

7) Click ‘OK'.
8) PAS-FA connects to a database when the administrator is logged in.
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2.3.3 Initial Remote Login - Connect to an Existing Remote Database
1) From the desktop, double click the PAS-FA icon.

2) A PAS/CAC screen appears reading ‘Current server is invalid. Do you wish to
connect to another database?’. Click ‘YES'.

3) A ‘Select Server’ screen appears as shown in Figure 2-20.

4) In the screen’s ‘Server’ field, type the IP address of the remote PAS server followed
by ‘,15507" in the following configuration: XXX.XXX.XXX.XxX,15507.

# Cancel |

Figure 2-20 Select Server

5) Click ‘OK".
6) Click ‘Login’ to continue.

2.3.4 Upgrade Load Pictures Option
During initial login during an upgrade, PAS-FA loads existing pictures stored on the file system
from PAS/CAC into the Master Database using SSNs as filenames to match to person records.

1) A message box displays stating the number of pictures copied to the Master
Database.

2) The message box also displays the path of the previously existing pictures stored on
the file system and advises that they should be deleted or removed.

11



2.4 Backup and Restore Database
2.4.1 Backup v2.1
1) From the Windows ‘Start’ button, select ‘All Programs’ > ‘PAS Backup’
2) A 'PAS Database Backup and Restore’ screen appears as shown in Figure 2-21. If
not already selected, select the ‘Backup’ tab from the top of the screen.

8 P45 Backup and Restore

PAS Database Backup and Restore Utility
Lral

et

Figure 2-21 PAS Backup Utility

3) The ‘Please select the location for the PAS Database Backup’ box will automatically
default to a folder named ‘PAS_DB_BACKUP’ located on the computer’s ‘C’ Drive.

4) Click ‘BACKUP NOW-'.

5) A ‘Backup Complete!” message will display at the bottom of the screen upon backup
completion. Click ‘EXIT".
a. A window displays asking ‘Are you sure you would like to exit?’. Click ‘'YES’

b. A backup file is created in the PAS_DB_BACKUP directory with a date naming
convention.

2.4.2 Restore v2.1
1) From the Windows ‘Start’ button of the new laptop provided, select ‘All Programs’ >
‘PAS Backup’
2) A 'PAS Database Backup and Restore’ screen appears as shown in Figure 2-22.
Select the ‘Restore’ tab from the top of the screen.

B P Backsp and Resiorn
PAS Database Backup and Restore Utility

Dachug| Fesues

Flewss saboct the FAS DB back g e you would Bhe be restons
CARiS_DB_BACKUF#AS_D8_Backug_1ECS0008 7353 bak |t

Firstam bom

Figure 2-22 PAS Restore Utility
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3) Use the ‘Browse’ button to find the restore file (.bak). The file should be located in
the ‘PAS_DB_BACKUP’ folder on the computer’s ‘C’ Drive.

4) Highlight the appropriate backup file and click ‘OPEN’. The file’s name will appear in
the ‘Please select the PAS DB file you would like to restore’ box.

5) Note: The file name will contain a date and time stamp corresponding to the backup
procedure performed in 2.5.1, Backup v2.1.

6) Click 'RESTORE NOW'.

7) An alert appears stating “You are about to restore the PAS database on this
machine. Proceed?’. Click ‘YES’.

8) A ‘Restore Completed’ message appears. Click ‘EXIT'.

a. A window displays asking ‘Are you sure you would like to exit?’. Click ‘YES’.

Backup and Restore are complete.

2.5 Removing PAS-FA and Master Database
2.5.1 Remove PAS-FA Application
1)

From the ‘Start Menu’, click ‘SETTINGS’ and ‘CONTROL PANEL'’ to open a ‘Control
Panel’ window (see Figure 2-23).

r

2 ﬁ@A
D 98
s W
& =

Figure 2-23 Control Panel

2)

3)

Double-click ‘Add or Remove Programs’ to display an ‘Add or Remove Programs’
window with installed programs listed alphabetically.

‘PAS 2.1 Client’, ‘PAS’, and/or ‘PASCAC v1.03' may appear on the list of installed
programs. Highlight ‘PAS’ by clicking once as shown in Figure 2-24 and click
‘REMOVE'.

a. Repeat for ‘PASCAC v1.03' if listed.

-
o] Currmitly bl g e
Chavpor | TR YUY
Priogearms B umon 4.0 %7 (BRIA1EL)

5 (s 4,052 D)
'fi.' T MEON 6 Service Peck T (XBISA45Y)
F) Nesto Medar At

8 e - Burrang Rom

@ 13 Pas Master Datbuse

& Symantec Anthirus

[ veswmoint Mecta Piayer

8 wondews bntenat Laplorar 7

15 Windows 1 Serace Pack 3
= windo

Figure 2-24 Add or Remove Programs screen

[ Show uaodates Sort byt o

ALen
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4) An ‘Add or Remove’ dialog box displays asking if you are sure you want to remove
PAS. Click ‘"YES.

5) A Windows Installer displays a message to wait while Windows configures PAS.
When it closes, PAS will be removed from your computer.

6) Repeat steps three through six above to remove PASCAC v1.03, if installed

7) From the Desktop, double click ‘My Computer’ and ‘Local Disk (C:)'. Go to
‘C:\Program Files’ and delete the ‘CACPMO’ folder.

2.5.2 Remove PAS-FA Master Database
1) From the ‘Start Menu’, click ‘Settings’ and ‘Control Panel’ to open a ‘Control Panel’

window

2) Double-click ‘Add or Remove Programs’ to display an ‘Add or Remove Programs’
window with installed programs listed alphabetically.

3) Scroll down to ‘PAS Master Database’ and click it once to highlight as shown in
Figure 2-25.

4) Click ‘REMOVE’.

Chaga or | PRISAIT YL S LU NI bt Sem 440 .
Presyasns 5| Merosalt 50L Sarves 2008 Sahup Scopoet Fles (Engish) Se 1008
] acrosslt SQL Sarvar v Writer Soe G.50MD

By Heresont Visual SourceSafe 6.0

e Bl g0 (e )
) B Hs a0 %7 (Baas181) Son AT
-g 18 ML 5,052 () Soe LETME
Addfsmavt | pmow 6 Service Pack 2 (KESS45Y) s L3ME
Cenipanants | maato MedaFACE See D6

[ vewpoint Medda Plaver Sm RATME

28 wndows inkernet Lplarer 7 Soe 268
1) Wndows P Servce Pack 3
T wnde S LRL

Figure 2-25 Remove PAS Master Database

5) An ‘Add or Remove’ dialog box displays asking if you are sure you want to remove
PAS Master Database. Click ‘YES'.

6) A Windows Installer displays a message to wait while Windows configures PAS
Master Database. When it closes, PAS Master Database will be removed from your
computer.

2.5.3 Remove Microsoft SQL Server 2008
1) From the ‘Start Menu’, click ‘SETTINGS’ and ‘CONTROL PANEL’ to open a ‘Control

Panel’ window

2) Double-click ‘Add or Remove Programs’ to display an ‘Add or Remove Programs’
window with installed programs listed alphabetically

3) Scroll down to ‘Microsoft SQL Server 2008 and highlight by clicking it once

4) Click the ‘CHANGE/REMOVE’ button. An ‘SQL Server 2008’ window displays with
options to Add, Repair, or Remove SQL Server 2008 as shown in Figure 2-26.
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%5 SOL Server 2008 X)
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BEemove
Chooge thiz option to remove the product.

e

Figure 2-26 SQL Server 2008 options

5) Click the ‘REMOVE’ link

6) A SQL Server 2008 message displays stating that you should wait while SQL Server

processes the current operation

7) A 'Setup Support Rules’ window opens displaying Setup Support Rules as shown in

Figure 2-27. Click ‘OK’.

Setup Support Rules

St Support Eudes artfy problas: that might scou when you it S8 Server Sehup support Eles. Fakres st be conncted
before Setup can contine.

Passek 6. FaledD. Warning 0. Sipged 0

o etk 2> | [(Eern |

i el gt

Figure 2-27 Setup Support Rules

8) A SQL Server 2008 message displays saying that you should wait while SQL Server

processes the current operation.

9) A ‘Select Instance’ window displays as shown in Figure 2-28. Use the combo box to

select the PASCAC instance of SQL Server, and click ‘NEXT".

Select Instance
Sty tha instancn of S0 Sarv to sy,

Sebect the instance of 0L Sarvar to renave. To Temave Managament Tods and shared feshures anky, seisct
“Remeve shared features only” and Shen chck nest.

Perrerval M Trabarce o rermcw Faatpes roes: | |PASCAT

Cumglete [t Fedhar ersin Edeions

|Fascac ‘SOLEngre SOLEngne Repkeston 100360020 Erpvess

pack [ s carcel || mep

Figure 2-28 Select Instance
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10) A ‘Select Features’ screen displays as shown in Figure 2-29. Click the ‘SELECT ALL’
button then click ‘NEXT'.

b, aich th chackbion hast b th Fasties s,

scription;

Sl Al | [ Unssie |

Figure 2-29 Select Features

apsck |[ stz |[ cwcd |[ mew

11) A ‘Removal Rules’ screen appears. Click ‘NEXT’.

B B SO Sopwny 2008

Ready to Remove

Confiuration He path:

12) A ‘Ready to Remove’ screen displays as shown in Figure 2-30. Verify the features to
be removed and click ‘REMOVE'.

Ve th 264 Sereer 24308 Fnskures o ba rernd,

Figure 2-30 Ready to Remove

s ) [Coemove | [ swen |[_vew |

13) A ‘Removal Progress’ screen displays the status of the removal of selected SQL
Server 2008 features. Click ‘NEXT'.

features. Click “NEXT".

14) A ‘Setup process complete’ message displays showing the successful removal of

15) A ‘Complete’ screen displays a statement that your SQL Server 2008 removal
completed successfully as shown in Figure 2-31. Click ‘CLOSE’.
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Figure 2-31 SQL Server 2008 Removal Complete

16) From the ‘Add or Remove Programs’ window, remove the following programs:

a) Microsoft SQL Server 2008 Browser
b) Microsoft SQL Server 2008 Native Client
c) Microsoft SQL Server 2008 Setup Support Files (English)
d) Microsoft SQL Server VSS Writer

17) A message appears stating the removal action is only valid for products that are
currently installed for Microsoft SQL Server 2008 Browser, Microsoft SQL Server
2008 Setup Support Files (English), and Microsoft SQL Server VSS Writer. Click
‘OK’.

18) From the Desktop, double click ‘My Computer’ and ‘Local Disk (C:)'. Go to
‘C:\Program Files\Microsoft SQL Server and delete the ‘MSSQL10.PASCAC’ folder.
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3.0 Login and Logout
The PAS-FA application requires that an Operator/Processor login. The login method is
specified in the server settings. Administrators can specify the following login methods:

1) Smartcard (ICC Card)
2) Smartcard with Fingerprints
3) Fingerprint
4) Barcode
This feature provides a measure of system accountability by capturing the following information
during the Operator/Processor login process:
1) Location where operator logged in
2) Operator’'s name
3) Card type
4) Time operator logged in or out
5) Event (logged in or logged out)

3.0.1 Disclaimer Notice
A disclaimer notice will appear each time an individual logs into the PAS-FA application as
shown in Figure 3-1. Users must review and acknowledge the disclaimer notice by clicking ‘OK’.

* Motice

You are accessmg a U.5. Government (U33) Information System (IS) that 15 prowded for TSG-
authorized use only. By using this IS (which includes any dewice attached to this IS), you consent
to the following condiions:

®  The USG routinely mtercepts and monttors commurications on this IS for purposes
nchiding, but not limited to, penetration testing, COMSEC menitonng, network
cperations and defense, personnel misconduct (M), law enforcement (LE), and
counterinteligence (CT) on

® At any time, the USG may inspect and seize data stored on this IS,

*  Communications using, or data stored on, this IS are not private, are subject to routine
monitering, interception, and search, and may be disclozed or uzed for any TSG
authonzed purpose

®  This IS includes security measures (e.g, authentication and access controls) te protect
TS3G mterests--not for your personal benefit or privacy

*  Notwithstanding the above, using this IS does net constinite consent to PM, LE or CIT
mwveshgatwe searching or montormg of the content of privileged commumicahons, or
wotk preduct, related to personal representation or services by attorneys,
paychotherapists, or clergy, and thewr assistants. Such commumications and work product
are private and confidential

® PAS User Agreement

[ o
Figure 3-1 Disclaimer notice

3.1 Login with Smartcard (ICC Card)

1) Double-click the PAS-FA icon from the computer desktop.

2) A Fingerprint window will momentarily display with a ‘Waiting for device...’ message.
If a fingerprint scanner is not installed an ‘Error initializing Print Reader. Fingerprint
capture not available’ message displays. Click ‘OK’.

a. If desired (not necessary for Smartcard login), install a fingerprint scanner
following scanner manufacturer’s instructions and restart PAS-FA.

3) From the main screen, select the login icon on the shortcut toolbar, or select ‘Log In’
from the ‘File’ menu at the menu bar located at the top of the screen.

4) Insert ICC card into the card reader.

5) Enter the PIN when prompted.

6) Click ‘OK.

7) Remove the ICC card from the card reader when prompted.

18



3.2 Login with Smartcard (ICC Card) and Fingerprint

1
2)

3)

4)
5)
6)
7

8)

Double-click the PAS-FA icon from the computer desktop.

The PAS Main Screen displays. A Fingerprint window will momentarily display with a

‘Waiting for device...” message. If a fingerprint scanner is not installed an ‘Error

initializing Print Reader. Fingerprint capture not available’ message displays. Click

‘OK’.

a. Install a fingerprint scanner following scanner manufacturer’s instructions and
restart PAS-FA.

From the main screen, select the login icon on the shortcut toolbar, or select ‘Log In’

from the ‘File’ menu on the menu bar located at the top of the main screen.

Insert the ICC Card into the card reader

Enter the PIN when prompted.

Click ‘OK.

A ‘Scan a Fingerprint’ message window displays. Place index finger on the

fingerprint scanner. The Fingerprint Capture box may display a notice to ‘Press

Harder’ to ensure the quality of the captured print. A notification and color change

from red to green on the Fingerprint Capture box indicates a ‘Good’ fingerprint image

capture.

When prompted, remove index finger from the fingerprint scanner and the ICC card

from the card reader.

3.3 Login with Fingerprint

1)
2)

3)

4)

5)

Double-click the PAS-FA icon from the computer desktop.

The PAS Main Screen displays. A Fingerprint window will momentarily display with a

‘Waiting for device...” message. If a fingerprint scanner is not installed an ‘Error

initializing Print Reader. Fingerprint capture not available’ message displays. Click

‘OK’.

a. Install a fingerprint scanner following scanner manufacturer’s instructions and
restart PAS-FA.

From the main screen, select the login icon on the shortcut toolbar, or select ‘Log In’

from the ‘File’ menu on the menu bar located at the top of the main screen.

A ‘Scan a Fingerprint’ message window displays. Place index finger on the

fingerprint scanner. The Fingerprint Capture box may display a notice to ‘Press

Harder’ to ensure the quality of the captured print. A notification and color change

from red to green on the Fingerprint Capture box indicates a ‘Good’ fingerprint image

capture.

When prompted, remove index finger from the fingerprint scanner.

3.4 Login with Barcode

Operators may log into PAS-FA by scanning the barcodes of their ICC cards. Administrators
who login using barcodes are not permitted access to administrative features of the Admin
menu. Administrators must login with an ICC card, a fingerprint, or an ICC card and a fingerprint
to edit settings, import data, archive data, and export reports.

a. Double-click the PAS-FA icon from the computer desktop.

b. The PAS Main Screen displays. A Fingerprint window will momentarily display
with a ‘Waiting for device...” message. If a fingerprint scanner is not installed an
‘Error initializing Print Reader. Fingerprint capture not available’ message
displays. Click ‘OK’.
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a. If desired (not necessary for Barcode login), install a fingerprint scanner
following scanner manufacturer’s instructions and restart PAS-FA.
c. From the main screen, select the login icon from the shortcut toolbar, or select
‘Log In’ from the ‘File’ menu.
d. Scan the 3x9 barcode on the back of ICC card or Teslin ID card to log the user
into PAS-FA. (Note: Use of barcodes may not be permitted with some ICC cards
if SSNs are not allowed).

3.5 Logout
1) From the shortcut tool bar on the main screen, click the ‘LOGOUT icon, or select
‘Log Out’ from the ‘File’ menu.
2) If afingerprint scanner is installed, the operator may alternately scan their fingerprint
to log out.
3) PAS-FA terminates the session and records the log out in the user log.
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4.0 Administrator Functions
An Administrator is responsible for PAS system maintenance. This function is typically
performed by an IT staff member with knowledge of operating systems and databases.
5) Database administration knowledge may be required for system backups and
recovery.
6) In addition to the management of user roles and specific reporting abilities, the
Administrator role includes all permissions and access rights that an Operator is
granted.

4.1 Edit Settings
Users with administrative rights can modify PAS-FA application settings to provide desired
functionality for local requirements. To view or modify application settings:

1) Select ‘Edit Settings’ from the Admin menu as shown in Figure 4-1.

Admin | Person Report Help
[ Edit Settings ]

Yiew Change Log
Import Data File
Export Data File

| Archive

Muster Export

Detachment Export

Fingerprint/Phota Export

Figure 4-1 Admin, Edit Settings

2) From the Settings screen (see Figure 4-2), modify settings as explained in the following
sections. Once all desired changes have been made, click ‘APPLY’ then ‘OK’ to save your
changes. A ‘Saving Settings, Please Wait...” message window appears until the settings are
saved.

| settings =JEE|
Servet Selings | |ocal Setings | Lookup Values
Diefauk Expiration Interval |Cress - o E0Menthe
Enable Bucdy Group []
Alow fdding To Existing ()
Fuddy Gioup

Diafau Buddy Gap 15 Mirutes

SEN
%) Fieqired ) Dptional () Mot Allowed Slerfing o N M e
ll S5 from the detabase
Require Fingerpart []
Requie Photo [
Authentication Method
Smatcad [+ “with Fingerpirks [
Fingempert [+]
Bacode [+
Marusl Loskup [7]

Login Method
Smatcad [#] “with Fingerparts [
Fingerpert. [+]
Barcods [

PASM Glabal Settig:
Defack Syrehuonizaion |ifanual
=11 Minute:
5 Minutes
10 Miraes
15 Mirutes

DK Apply Cancel

Figure 4-2 Settings
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4.1.1 Server Settings

4.1.1.1 Default Expiration Interval

The default expiration interval assigns an expiration date to a cardholder’s access privileges
when the cardholder record is individually added to the database. For example, if the maximum
assignment to a vessel is less than 60 months, the default expiration interval should be modified
to reflect that standard. The default expiration interval is set for crew, detachment, and visitors.
To set the Default Expiration Interval:

1) An Administrator logs into PAS-FA.
2) On the Main Screen, Click the ‘Admin’ menu.
3) Select ‘Edit Settings’ from the Admin menu.

4) The ‘Settings’ screen opens. Click the combo-box next to Default Expiration Interval
to select one of the following person types:

a. Crew
b. Detachment
c. Visitor

5) The interval defaults to the maximum of 60 months. Move the slider next to the
person type left or right to uniquely configure the number of months for the specified
person type (the slider adjusts in one month increments from 1-60).

6) Click ‘APPLY’ at the bottom of the 'Settings’ screen to apply the change.
7) Click ‘OK’ to close the ‘Settings’ screen and return to the Main Screen.

4.1.1.2 Server Settings - Enable Buddy Group
When the ‘Enable Buddy Group’ option is selected, all departing personnel must be linked to at
least one other person before Check-Out is completed.

Note: Exemptions can be made at time of check out to allow individuals to depart a ship or
station without a buddy.

To enable Buddy Groups:

1) An Administrator logs into PAS-FA.

2) On the Main Screen, Click the ‘Admin’ menu.

3) Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.
4) Check the ‘Enable Buddy Group’ box.

5) Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change.
6) Click ‘OK’ to close the ‘Settings’ screen and return to the Main Screen.

4.1.1.3 Server Settings - Allow Adding to Existing Buddy Group
When the ‘Allow Adding to Existing Buddy Group’ option is selected, Administrators are allowed
to add personnel to existing Buddy Groups after the Buddy Group has departed.

Note: The ‘Allow Adding to Existing Buddy Group’ option is not available unless the ‘Enable
Buddy Group’ option is first selected (see Section 4.1.1.2, Enable Buddy Group).
i. An Administrator logs into PAS-FA.
ii. On the Main Screen, Click the ‘Admin’ menu.
iii. Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.
iv. Check the ‘Allow Adding to Existing Buddy Group’ box.
v. Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change.
vi. Click ‘OK’ to close the ‘Settings’ screen and return to the Main Screen.
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4.1.1.4 Server Settings - Default Buddy Gap
Personnel that have been linked through a buddy grouping must return within a specified
interval (Gap) as determined by the ‘Buddy Gap’ setting. Linked personnel not returning within
the specified ‘Buddy Gap’ interval are identified in the ‘Buddy Exception’ report. To set the
default buddy gap:

1) An Administrator logs into PAS-FA.

2) On the Main Screen, Click the ‘Admin’ menu.

3) Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.

4) Move the Default Buddy Gap Slider left or right to set the default buddy gap for the

specified person type (the slider adjusts in one minute increments from 1-60).
5) Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change.
6) Click ‘'OK’ to close the ‘Settings’ screen and return to the Main Screen.

4.1.1.5 Server Settings - Social Security Number (SSN) Option

Administrators can require SSNs, make them optional, or not allow their use. Selecting ‘Not
Allowed’ purges all SSNs from the database and may restrict use of some barcodes. When
SSNs are required, an individual's record that is open for editing must have an SSN in order to
save changes to the record. Also, when SSNs are required, persons must have an SSN in order
to check in or out. SSN data fields are encrypted in the database, and cannot be edited once
entered. To specify use of SSNs:

1) An Administrator logs into PAS-FA.
2) On the Main Screen, click the ‘Admin’ menu.
3) Select ‘Edit Settings’ from the ‘Admin’ menu. The ‘Settings’ screen opens.

4) Inthe ‘SSN'’ field of the ‘Settings’ screen, click one of the following options:
a. Require
b. Optional
c. Not Allowed

5) Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change.

6) Note: If ‘Not Allowed’ is selected, all SSNs will be purged from the database.
a. Click ‘CANCEL’ to keep the ‘Settings’ screen open.
b. orclick ‘OK’ to purge PAS-FA of all SSNs.

7) Click ‘OK’ to close the ‘Settings’ screen and return to the Main Screen.

4.1.1.6 Server Settings - Require Fingerprints
This option requires anyone without fingerprints stored in the PAS-FA Master Database to
provide prints at the next check-in/out or when their record is next edited. When fingerprints are
required, the ‘Prints’ data fields are encrypted in the database. To set the ‘Require Fingerprints’
option:
P 1) An Administrator logs into PAS-FA.

2) On the Main Screen, Click the ‘Admin’ menu.

3) Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.

4) Check the ‘Require Fingerprints’ checkbox.

5) Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change.

6) Click ‘OK’ to close the ‘Settings’ screen and return to the Main Screen.
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4.1.1.7 Server Settings - Require Photo
This option requires anyone without a photo stored in the PAS-FA Master Database to provide a
photo at the next check-in/out or when their record is next edited. Photos are obtained from ICC
Cards if possible. To set the ‘Require Photo’ option:

1) An Administrator logs into PAS-FA.

2) On the Main Screen, Click the ‘Admin’ menu.

3) Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.

4) Check the ‘Require Photo’ checkbox.

5) Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change.

6) Click 'OK’ to close the ‘Settings’ screen and return to the Main Screen.

4.1.1.8 Server Settings - Authentication Methods

Administrators specify the method PAS-FA uses to authenticate personnel during check-in/out.
1) An Administrator logs into PAS-FA.
2) On the Main Screen, click the ‘Admin’ menu.
3) Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.

4) In the ‘Authentication Methods’ section, check all of the applicable methods:
a. Smartcard (ICC Card)
b. With Fingerprints (fingerprints in addition to smartcard)
c. Fingerprint
d. Barcode
e. Manual Lookup
5) Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change.

6) Click ‘'OK’ to close the ‘Settings’ screen and return to the Main Screen.

4.1.1.9 Server Settings - Login Methods
Administrators specify the method PAS-FA uses to login personnel.
1) An Administrator logs into PAS-FA.
2) On the Main Screen, click the ‘Admin’ menu.
3) Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.
4) In the ‘Login Methods’ section, check all of the applicable methods:
a. Smartcard (ICC)
b. With Fingerprints (fingerprints in addition to smartcard)
c. Fingerprint
d. Barcode
5) Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change.

6) Click ‘OK’ to close the ‘Settings’ screen and return to the Main Screen.
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4.1.2 Local Settings

4.1.2.1 Local Settings - Database Path

The database path defaults to the PAS-FA directory of the local machine unless PAS-FA is
pointed to an alternate database during setup. When desired, the PAS-FA application is pointed
to an external database residing on another computer in a networked environment. This option
allows all access points to communicate with a common database.

1)
2)
3)
4)
5)

6)
7

An Administrator logs into PAS-FA.

On the Main Screen, click the ‘Admin’ menu.

Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.
Click the ‘Local Settings’ tab at the top of the screen.

The current database path displays in the ‘Database Path’ text box. To point PAS-FA

to another Master Database on the same network:

a. Click the ‘Find’ button. PAS-FA searches for the database and provides results
matching the search criteria

b. Select the desired database and click ‘OK’, or click ‘CANCEL’ if the desired
database is not found on the network.

Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change.
Click ‘OK’ to close the ‘Settings’ screen and return to the Main Screen.

4.1.2.2 Local Settings - Location

The location defaults to the computer name when it is initially installed. If multiple access points
exist, the location can be edited to reflect where processing occurs. For example, it can be
changed to read ‘Quarterdeck’, ‘Flight Deck’, ‘Well Deck’, etc. This allows system reports to
indicate where personnel entered and/or exited.

1)
2)
3)
4)
5)

6)
7

An Administrator logs into PAS-FA.

On the Main Screen, click the ‘Admin’ menu.

Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.
Click the ‘Local Settings’ tab at the top of the screen.

In the ‘Location’ text box, type the name of the applicable access point where
processing occurs.

Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change.
Click ‘OK’ to close the ‘Settings’ screen and return to the Main Screen.

4.1.2.3 Local Settings - Mode

A ‘Normal’ mode allows an operator and/or administrator to check personnel in and out. The
mode can be set to ‘Normal’ (for Check-In and Check-Out), ‘Incoming’ (for Check-In only
processing), or ‘Outgoing’ (for Check-Out only processing) if desired. This allows the user to
have separate lanes for incoming or outgoing access.

1)
2)
3)
4)
5)

6)
7

An Administrator logs into PAS-FA.

On the Main Screen, click the ‘Admin’ menu.

Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.
Click the ‘Local Settings’ tab at the top of the screen.

Click the ‘MODE’ combo-box and set the mode to one of the following:
a. Normal

b. Incoming

c. Outgoing

Click ‘APPLY’ at the bottom of the 'Settings’ screen to apply the change.
Click ‘OK’ to close the ‘Settings’ screen and return to the Main Screen.
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4.1.3 Lookup Values
The Lookup Values setting allows data values to be updated (values referenced by other tables
cannot be deleted). The Lookup Values that can be modified include:

1) Command/Battalion

2) Country

3) Department/Company

4) Division/Platoon

5) Duty Section

6) Liberty Risk

7) Person Type

8) Rate/Occupation

9) Type Description

10)UIC

To set the Lookup Values:

1) An Administrator logs into PAS-FA.

2) On the Main Screen, click the ‘Admin’ menu.

3) Select ‘Edit Settings’ from the Admin menu. The ‘Settings’ screen opens.

4) Click the ‘Lookup Values’ tab at the top of the screen.

5) Click the ‘Lookup Table’ combo-box, and select a value.

6) The item name and all possible values appear. Make changes to the values by
editing text fields, or add new values to blank text fields.

7) Specify a sort order to display the values on reports and in windows. Values
automatically display in alphabetical order if no sort order is specified.

8) Click ‘APPLY’ at the bottom of the ‘Settings’ screen to apply the change

9) Click ‘OK’ to close the ‘Settings’ screen and return to the Main Screen.

Operators and Administrators may enter new text descriptions during Add New User or User
Update. The values are added to the Lookup Table if they don’t already exist. Values are also
added to the Lookup Table during RADM imports (see Section 4.3, Import and Export Personnel

Records).
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4.2 View Change Log
The View Change Log function allows Administrators to view changes made to PAS-FA
personnel data during a specified date range.

1) An Administrator logs into PAS-FA.
2) On the Main Screen, click the ‘Admin’ menu.
3) Select ‘View Change Log’ from the Admin menu.

4) A Change Log opens as shown in Figure 4-3. The ‘Start’ date defaults to the
previous day and the ‘End’ date to the current day, with corresponding results

displayed.
 Changs Log Jakd
Stat End Modue ] Tabe |
v 172008 | (10152009 v Tupe v| Fom Desc: >
User ] Cohrm ~]
Modda Tope, User Time -
£ Perscn Updste JOHHSON, CHAD 10/14/2009 11:33 40
g Peeson Add JOHNSON, CHAD 01420091017 M
4 Pessan add JOHNSON, CHAD 10/14/2000 1212 84
Edk Peison Upsdate: JOHMSON, CHAD 0472009 1006 AW
EckPerscn Update JOHNSON, CHAD 10/14/2003 10.06 &M
Edit Pmson Upsdate: JOHNSON, CHAD 10142009 1006 AW
Eck Perscn Updale JOHNSON, CHAD 10/14/2003 10.05 &M
4 Pessan add JOHNSON, CHAD 10A14/2009 1006 54
Uodale. JOHBEON, CHAD 10/13/2003 4.50 Fh L]
Table Flom Descriphon Colur: Changed From Charged Ta

Figure 4-3 Change Log

5) An Administrator can specify a desired date range using the ‘Start’ and ‘End’ drop-
down options.

6) Click ‘APPLY’ to see a list of changes for the date range specified.
7) Results can be further searched by using the ‘Module’, ‘Type’, ‘User’, ‘Table’, and
‘Column’ boxes.
a. Use the down arrows to the right of the categories to select specific search
parameters.
b. Any or all search categories may be used.
c. Click ‘APPLY’ to see a filtered Change Log.
8) Close out of the Change Log to return to the main screen.

4.3 Import and Export Personnel Records
The PAS-FA application includes import and export options for personnel records.

4.3.1 Import Data File

PAS-FA is based on open technologies to facilitate importing personnel data from other systems

in order to populate the system with current and/or updated information about individuals. The
feed consists of a file in a standard comma separated value (*.csv) file format. The following
data must be included in the extract:

» Last Name

» First Name

= Middle Name

= Social Security Number
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Rank

Rate
Paygrade
uIC
Department
Division
Duty Section
Expiration Date
Streetl
Street2

City

Region
Country
Postal Code
Phonel
Phone2
Email

The following data elements are not included in the data import, but are entered manually by the
person reading the import into PAS-FA:

1) Branch
2) Command

Personnel data files can be uploaded from the U.S. Navy’s Relational Administrative Data
Management System (R-ADM). To use this option, a personnel export file by Duty Section (DS)
must be generated by R-ADM in *.csv format (as shown in Figure 4-4) and saved to a directory
accessible by PAS-FA (contact the Navy CAC PMO for further information on the proper ad-hoc
gueries for the RADM export file). Note: R-ADM personnel records imports also update the
Lookup Values Tables.

Iname,fname,mname,rate_rank,dept,div,wc,ssn,deactvtd_dt,prd,eaos,nprt_duty_sect,sect_of,
pay_seq,paygrade,c_uic,c_dept,c_div,c_wc,cmpt_no,bunk_no,streetl,street2,city,region,postal
Code,country,phonel,phone2,email,Service,cmd_type

Figure 4-4 RADM Export Format

If you create your own *.csv file the column headings must mimic the R-ADM Export Format
shown in Figure 4-4

To import a Data File:
1) An Administrator logs into PAS-FA.
2) On the Main Screen, click the ‘Admin’ menu.
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3) Select ‘Import Data File’ from the Admin menu. An ‘Import Data File’ window
opens as shown in Figure 4-5.

* lmpart Data File

BB~

File:
Diefauk Inpart Vahses [spples o all ecards)
Branch LS Newy
Camenand:
Type:  Crew

Type Dezcrption:

Select Import Data

=] =] =] =]

Figure 4-5 Import Data File

4) Select the applicable ‘Branch of Service’, ‘Command’, ‘Type’, and ‘Type
Description’.

Note: These settings will be applied to all imported records. If these settings vary for

personnel, individual records must be edited following import as required. ‘Branch of

Service’ and ‘Type’ have default settings (‘US Navy’ and ‘Crew’ respectively, since

this information is not included in the imported R-ADM data), but can be modified.

5) Click the ‘'SELECT IMPORT FILE’ button (the user can also select a file by typing
its name in the ‘File’ box).

6) An ‘Open File’ screen will appear. Select the directory where the import file is

located.

7) Select the file to be imported.

8) Click the ‘OPEN’ button.

9) The name of the selected file appears in the ‘Import Data File’ dialog box. If
correct, click on the ‘IMPORT’ button.

10) An ‘Import Completed’ dialog box displays upon successful completion of the
import. Click ‘OK’ (a user can click ‘CANCEL IMPORT’ at any time).

11) A screen will appear reading ‘The PAS records listed below were not found in the
import file’ as shown in Figure 4-6.

Data Flia kmport
The PAS
Select active from the
and click the Archive or Purge bution al the botiem of the wandaow.
e = MeeingHost H
impan Fila Facars: 5
Maw Fiacans fom lrgar Fla: 5 !
FAS meonds nat i B lnpan File: 5 Teawing Instructor T
et Exmor ] Trsining Atendes. T
) Archive ) Purga
Purge Lost Name First Name Fank Type Expiration  Arch. In Buddy Meost  Troin
Group
Ll joHmNsoN CHAD UK Craw  10NAF4 v
1 HOUNSELL ANDREW PO2 Crow aM/2009 U4
[l HOUNSELL ANDREW PO2 Crew az009 L4
[ TIRRELL ADAM Foz Craw anEng v
[ | ABSTADO JAIALE PO2 Crow 20172008 v

Do Nothing
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Figure 4-6 Import record screen

12) The Administrator has the option to 1) Archive the records, 2) Purge the records
or 3) Do Nothing.

13) To Archive the Records:
a. Choose the Archive radio button on the left hand side of the screen.

b. Select the records to be archived by clicking on the box to the lefty of the entries
(users may also use the ‘CHECK ALL’ or ‘CLEAR ALL’ buttons).

Click ‘ARCHIVE'.
A screen appears reading ‘Are you sure you wish to archive?’. Click ‘YES'.
A screen appears reading ‘The selected records were archived’. Click ‘OK’.

Click the ‘FINISH’ button when finished. The Import Data File screen will appear.
Continue to import data or close the window to return to the main screen.

To Purge the Records:

» Choose the Purge radio button on the left hand side of the screen.

= Select the records to be purged by clicking on the box to the left of the entries (users
may also use the ‘CHECK ALL’ or ‘CLEAR ALL’ buttons).

» Click ‘PURGE’.

= A screen appears reading ‘Are you sure you wish to purge?’. Click ‘"YES'.

= A screen appears reading ‘Are you REALLY sure you wish to purge? Purging will
PERMANENTLY DELETE records’. Click ‘YES'.

= A screen appears reading ‘The selected records were purged’. Click ‘OK’.

= Click the ‘FINISH’ button when finished. The Import Data File screen will appear.
Continue to import data or close the window to return to the main screen.

~® 2o

14) To Do Nothing:

1) Click ‘Do Nothing'.

2) The Import Data File screen will appear. Continue to import data or close the window
to return to the main screen.

4.3.2 Export Data File
To Export a Data File:
3) An Administrator logs into PAS-FA.
4) On the Main Screen, click the ‘Admin’ menu.
5) Select ‘Export Data File’ from the Admin menu. An ‘Export Data File’ window
opens as shown in Figure 4-7
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Figure 4-7 Export Data File

6) Users have several output options:
6) Choose ‘Export All Fields’ or ‘Export Selected Fields’ by clicking either field.

i. If ‘Export Selected Fields’ is chosen, click on the desired export fields
displayed: ‘Role’, Last Name’, ‘First Name’ etc.

7) Choose to Output Archived Records by clicking the ‘OUTPUT ARCHIVED
RECORDS’ field.

8) Choose to ‘Output a Comma Separated Value File (CSV)’ or ‘Output an Excel
File’ by clicking either field.
7) When finished selecting output options, click the ‘EXPORT TO’ button.

8) A ‘Save As’ window will appear. A default file name is automatically generated in
the ‘File Name’ field (a new name can be typed in its place).

9) Chose the location where the file is to be saved in the ‘Save In’ field.

10) Click ‘SAVE'.

11) Close out of the screen to return to the ‘Export Person Data’ window. Continue to
export data or close the window to return to the main screen.

4.4 Archive and Purge Database Records
The option to Archive and Purge database records enables Administrators to manage active
database tables and maintain PAS-FA’s processing speed and efficiency.

4.4.1 Archiving Records

The Archive process moves events that occurred prior to a specified date from the active
database tables to archive tables. The Archive option is only available to Administrators on the
PAS-FA Master Database.

= Archived personnel can be in a checked-in or out status.
» Date selection defaults to data more than 90 days old but can be modified.
= Archiving a Person includes all the Person’s Images and Fingerprints. Personnel are
archived by UIC, Command, and Person Types other than ‘Crew’.
These options archive selected personnel regardless of the archive date selected:
= Archive Events - Archives all events that are older than the selected date.

31



= Archive Buddy Groups - Archives all Buddy Groups that have an end date that is older
than the selected date.

= Archived Expired Personnel - Archives expired personnel, along with their event and
closed Buddy Group entries, whose expiration date is older than the selected date.

= Archive Selected Personnel - Archives selected personnel, along with their events and
Buddy Group entries.

To Archive Records:

1) Select ‘Archive’ from the Admin menu.
2) Select the ‘Archive’ tab as shown in Figure 4-8.

3) Select the desired date from the ‘Selected Date’ combo-box menu. Data preceding
that date will be archived.

Figure 4-8 PAS Archive screen
4) Select the data to be archived by checking the applicable check boxes that
correspond to the following data:
a. Archive Events
b. Archive Buddy Groups
c. Archive Expired Personnel
d. Archive Selected Personnel

If the ‘Archiving Selected Personnel’ check box is checked, an ‘ADD
PERSONNEL’ button appears. Click the ‘ADD PERSONNEL’ button to display a
‘Find Person’ screen, and search for personnel to archive. Click the display bar of
the person to be archived on the ‘Find Person’ screen to add them to the list of
personnel to be archived. Click the ‘REMOVE’ button to remove erroneous
personnel from the archive list. Multiple data sets may be selected and archived
simultaneously.

5) Click the ‘ARCHIVE’ button.
6) A ‘Confirm Archive’ dialog box displays. Click ‘YES’ to archive, or ‘NO’ to cancel.

4.4.2 Archiving Rosters
1) Select ‘Archive’ from the Admin menu.
2) Select the ‘Archive Roster’ tab as shown in Figure 4-9.

3) Select the date (from the ‘Selected Date’ combo-box menu) for which all records with
preceding activity are to be permanently moved to the archives.
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4) Select the data to be archived (e.g. Meeting Rosters, Training Rosters). Multiple data
sets may be selected and archived simultaneously.

5) Click the ‘ARCHIVE’ button.

6) A ‘Confirm Archive’ message displays asking, “Are you sure you wish to archive?”
Click *YES’ to continue with the archive process.

7) An ‘Archive Complete’ message displays after selected rosters have been moved to
the archive tables. Click ‘OK.’

8) Close the ‘PAS Archive’ screen.

% PAS Archivn 3
Aychovs | Aechim Raster | Archive By Typa | Purge

Archeang will move #ll the selected date o the sechive Lables wilhin the defabase

Selocted Dute. | Thursday | Jaewsry 22, 208

ating Rosters (Archnes 1he Masting Rosters that have an snd date prior to the selacted

iming Resters {Archmes the Trining Resters thal e an end dute pnor 10 the selected

Figure 4-9 PAS Archive screen

4.4.3 Archive By Type
1) Select ‘Archive’ from the Admin menu.
2) Select the ‘Archive By Type’ tab as shown in Figure 4-10.
3) Select the Date, Type, and Type Description from the applicable combo-boxes.
4) Click the ‘ARCHIVE’ button to archive personnel.

Selected Date | Thursduy | Jarary 22 2EE -

Type | Detachmnent

Description | BlueManGroup

‘ Expont File

Figure 4-10 PAS Archive screen

5) Click the '"VIEW REPORT’ button to view PAS reports of personnel archived.

6) Click the ‘EXPORT FILE’ button to export a ‘Detachment Export’ report of personnel
archived.

View Rupoit Archbe
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7) Close the ‘PAS Archive’ screen.

4.4.4 Purging Records

The option to purge database records allows Administrators to manage the volume of the PAS-

FA database by reducing the size of the archives.

1) Select ‘Archive’ from the Admin menu.

2) Archive data (see Sections 4.41, Archiving Records; 4.42, Archiving Rosters; and
4.43, Archiving by Type).

3) Select the ‘Purge’ tab from the ‘Archive’ screen as shown in Figure 4-11.

% PAS Archive [

onds that aem older than the selncted date PERMANENTLY fm
¢ wnabie 1o purge reconds mong recent than | manth

Selected Date. Tossday , January 22, 2008

| S ‘

Figure 4-11 PAS Archive screen
4) Click the ‘PURGE’ button.

5) A ‘Confirm Purge’ message displays asking, “Are you sure you wish to purge?
Purging will PERMANENTLY DELETE records.” Click “YES’ to continue the purge
process.

6) A second ‘Confirm Purge’ message displays (see Figure 4-12) asking, “Are you
REALLY sure you wish to purge? Purging will PERMANENTLY DELETE records.”

Confirm Purge

Figure 4-12 Second Confirm Purge

7) This is the final notice before archived records are permanently deleted from PAS.
Click "YES' to purge data.
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8) A ‘Purge complete’ message displays after archived records are permanently deleted
as shown in Figure 4-13.

e

Figure 4-13 Purge complete

9) Click ‘OK’ on the ‘Purge complete’ message.
10) Close the ‘PAS Archive’ screen.

4.5 Exports
4.5.1 Muster Export
The *Muster Export’ displays the total number of cardholders checked in and total number of
cardholders checked out of each department at a specified time. The muster report exports to a
spreadsheet.
a. Click ‘'MUSTER EXPORT’ on the ‘Admin’ menu. A ‘Department Muster Export’
window displays as shown in Figure 4-14.

& Detachment Export @

Export Settings

Type w

Description | w

Expart File

Figure 4-14 Department Muster Export window

b. Use the combo boxes to specify a date and time for the export.

c. Click the ‘EXPORT FILE’ button. A ‘Save As’ dialog box displays.
d. Specify a location to save the file.
e

Click the ‘SAVE’ button. The export is saved to the location indicated in the ‘Save
As’ dialog.

4.5.2 Detachment Export

The ‘Detachment Export’ displays selected person types and descriptions for a specified date.
The report exports to a spreadsheet and has worksheets for ‘Demographics’, ‘Accountability’,
and ‘Rosters’. It can be generated prior to archiving data by type or through the following:
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» Click ‘ DETACHMENT EXPORT’ on the ‘Admin’ menu. A ‘Detachment Export’ window
displays as shown in Figure 4-15.

& Detachment Export

Export Settings
Type w

Export File

Figure 4-15 Detachment Export window

Description

» Use the combo boxes to specify a ‘Type’, and ‘Description’.
= Click the ‘EXPORT FILE’ button. A ‘Save As’ dialog box displays.
» Specify a location to save the file

= Click the ‘SAVE’ button. The export is saved to the location indicated in the ‘Save As’
dialog.

4.5.3 Fingerprint/Photo Export
The ‘Fingerprint/Photo Export’ displays personnel who have not enrolled fingerprints or captured
photos. Both reports export to a spreadsheet.

1) Click ‘FINGERPRINT/PHOTO EXPORT’ on the ‘Admin’ menu. A ‘Fingerprint/Photo
Export’ window displays as shown in Figure 4-16.

% Fingerprint/Photo Export

Select Export Tupe

E=port File

Figure 4-16 Fingerprint/Photo Export window

2) Use the combo box to select either the ‘Fingerprint’ or the ‘Photo’ export type.
3) Click the ‘EXPORT FILE’ button. A ‘Save As’ dialog box displays.
4) Specify a location to save the file

5) Click the ‘SAVE’ button. The export is saved to the location indicated in the ‘Save As’
dialog.
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5.0 User Management
5.1 Add Personnel
Personnel added to PAS-FA are assigned a role and a type. The four user roles are:

1) Cardholder

2) Processor - Allows check in/out of persons, and management of meeting/training
data (people with this role cannot edit cardholder records i.e. liberty risk, messages,
comments, etc.).

3) Operator - Responsible for general operation of PAS-FA (i.e. enrolling users, check-
in, check-out).

4) Administrator - Assigns or removes a user’s role and changes security authentication
methods of the application.

The three person types are:
1) Crew - Primary group of personnel.
2) Detachment - Temporary group of persons that are not part of the primary group.
3) Visitor - Individual that is not part of the crew or detachment.

5.1.1 Adding a Person Not Registered in the Database

The ‘Add Person’ function adds records of personnel not previously registered in the PAS-FA
database. Personnel are added using manual data entry, ICC Card, ICC Card barcode, or
fingerprint.

5.1.1.1 Add a Person, Manual Entry

1) Click the Add shortcut on the shortcut toolbar on the main screen, or click ‘New’ on
the ‘Person’ menu.

2) The ‘Add Person’ screen appears as shown in Figure 5-1.

Add Pern %

enice | Demographics | Images And Prints | System

] ] D] ) ] ) ] ) ]

Comment

Figure 5-1 Add Person screen

3) Add data using the applicable text fields and combo-boxes (required fields are
denoted by a red asterisk next to the field).
a. First Name
b. Middle Name
c. Last Name
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d. SSN (mandatory if required in the settings, but not editable if not allowed in the
settings).
4) Use the ‘Service’ tab to enter personnel data:
Branch
Rank
Pay Grade
Rate/Occupation
uIC
Command/Battalion
Division/Platoon
Department/Company
Duty Section
Type
Type Description
Liberty Risk
. Click the ‘OVERNIGHT LIBERTY’ box to allow overnight liberty privileges.
Message
. Comment
5) Use the ‘Demographics’ tab text and combo-boxes to enter data:
Street
City
Zip/Postal Code
Country
State / Region
E-mail
Phone 1
h. Phone 2
6) Click the ‘IMAGES AND PRINTS' tab (see Section 5.1.4, Adding Digital Photos).
a. Click the ‘ADD PHOTO’ button. Since the PAS-FA does not yet support a camera
option, the user must select a picture image from the ICC Card or a file on the
computer.
b. A ‘Select Input Location’ dialog displays (see Figure 5-2) with options to extract
an image from an ICC Card or manually add an image.

OS3TATTSQ@T0Q0TY

@~oooow

& Select Input Location EI

Whatis the location of the image youwant to add?

% From ICC Card
Allows you to connect to a smart card and extract the person’s Facial
Image.

< From File

Allows you to select an image from the file system and use that as the

person'simage.
o]

Figure 5-2 Select Input Location

c. If ‘From ICC Card’ is selected, insert ICC card and enter PIN when prompted.
d. If ‘From File’ is selected, an Open file dialog displays allowing the user to browse
for the image file.
i. The ‘From Card’ check-box is checked if an image was imported from the
ICC Card. The ‘From Card’ check-box is disabled for manual entry.
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ii. The ‘Add Photo’ button is disabled if the image was imported from an ICC
Card.

7) Click the ‘IMAGES AND PRINTS' tab.

8) Click the ‘ENROLL PRINTS’ button.

9) Capture fingerprint images using the PAS Fingerprint Wizard (see Section 5.1.5,
Enrolling Print Images).

10) Select the ‘System’ tab.

11) Click the ‘ROLE’ combo-box to designate the person’s role as Cardholder,
Processor, Operator or Administrator.

12) Click the ‘Expiration Date’ combo-box to select the person’s expiration date. The
expiration date will display the current date plus the default expiration interval
designated in the settings.

13) Click ‘SAVE' to add the person, or ‘CANCEL’ to close and return to the Main screen.

5.1.1.2 Add a Person with an ICC Card or Barcode

1) To add a new person with an ICC Card or barcode, either:
a. Insert the person’s ICC card into the reader and when prompted, instruct the
person enter their PIN,
b. Scan the barcode from the person’s ICC card (if SSNs are not allowed, barcodes
from some ICC cards may not be used).
c. Insert the person’s ICC Card into the reader. Instruct the person to enter their
PIN when prompted, and then scan their index finger.

2) PAS-FA performs a search of the master database. If the person is found, their
record displays for check in/check out. If the person is not found, an audible alert
sounds, and a ‘Select Action’ dialog box appears (see Figure 5-3) with options to add
a new person or match the ICC card with a person already in the database.

& Select Action EJ

This personwas not foundin the database.
Please choose an action fromthe tasks below.

=% Add New Person

Allows you to create a new person with this data in the database.

> Match Existing Person
Allows you to associate this barcode with an existing person in the
database.

Cancel

Figure 5-3 Select Action dialog box

3) Select ‘Add New Person’.

4) The ‘Add Person’ screen appears with the person’s name and SSN pre-populated.
Edit the person’s service, demographics, images and prints, and system data.

5) Click ‘OK’ to add the person, or ‘CANCEL’ to return to main screen.

5.1.1.3 Match Existing Person
If ‘Match Existing Person’ is selected on the ‘Select Action’ dialog, the ‘Find Person’ screen will
display.
1) Perform a user search (see Section 5.1.2, User Search).
2) The Check In/Out screen displays. Click ‘CHECK IN,” ‘CHECK OUT,’ or ‘CANCEL’.
3) The ICC card is matched to the individual’s record in the database.

39



5.1.1.4 Add a User with Fingerprint Scan
1) Scan the person’s index finger.

2) PAS-FA performs a search of the master database. If the person is found, their
record displays for check in/check out. If the person is not found, an audible alert
sounds, and a ‘Select Action’ dialog box displays (see Figure 5-4) with an option to
add a new person.

& Select Action El

This personwas not foundin the database.
Please choose an action fromthe tasks below.

«% Add New Person

Allows you to create a new person with this datain the database.

Cancel

Figure 5-4 Select Action for fingerprint scan

3) Select ‘Add New Person’.

4) The ‘Add Person’ screen appears. Add the person’s name, SSN (if required),
service, demographics, images and prints, and system data.

5) Click ‘OK’ to add the person, or ‘CANCEL’ to return to main screen.

5.1.2 User Search
Use any of these methods to perform a user search:
1) From the main screen (see Figure 5-5), filter the list of cardholders by clicking the
‘SEARCH’ combo box, and selecting one of the following filter criteria:
a. Last Name
b. SSN (Last 4 digits)
c. Rank
d. Command/Battalion
e. Department/Company
f. Division/Platoon
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The text box to the right of the ‘Search’ combo box activates when an option is
selected so that a selection criteria can be typed (the cardholder list auto-filters as
criteria is entered). Click the ‘CLEAR’ button to the right of the text box to remove

typed criteria.

2) Select the ‘IN' or ‘OUT’ radio buttons to filter the cardholder list by check in/check out

status. The default ‘ALL’ radio button displays all cardholders regardless of status.
3) Click column headers to sort (ascending or descending) by heading.
4) Open the cardholder’s record in one of the following ways:

a. Double-click the cardholder row to open the ‘Edit Person’ screen.

b. Highlight the cardholder row and click the ‘Edit’ icon from the vertical toolbar on
the left of the main screen to open the ‘Edit Person’ screen.

c. Highlight the cardholder row and click the ‘CHECK IN/OUT’ icon from the vertical

toolbar on the left of the main screen to open the ‘Check In/Out’ screen.

d. Right-click the cardholder row to display a shortcut menu as shown in Figure 5-6.
Select ‘Edit’ to open the ‘Edit Person’ screen, or ‘Check In/Check Out’ to change

the cardholder’s status.
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Figure 5-6 Shortcut menu
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5.1.3 Assigning User Privileges to Existing Cardholders

1) Perform a search for a cardholder’s record in any manner previously described (see
Section 5.1.2, User Search).

2) From the ‘Edit Person’ screen, select the ‘System’ tab as shown in Figure 5-7.

Figure 5-7 Edit Person

3) Click the ‘ROLE’ combo box.
4) Select Cardholder, Processor, Operator or Administrator as the person’s new role.
5) Click ‘OK’ to save changes and close the ‘Edit Person’ screen.

5.1.4 Adding Digital Photos
Digital photos of cardholders are displayed each time a Cardholder checks in or out, or
whenever the ‘Edit Person’ dialog of the Cardholder is active. Photos are displayed from the
images stored on the person’s ICC Card or from stored images. Image deletion from ICC Cards
is not permitted. To add an image:

1) From the ‘Edit Person’ screen, select the ‘Images’ tab.

2) Click the ‘ADD PHOTO’ button

& Select Input Location El

What is the location of the image you want to add?

<% FromICC Card
Allows you to connect to 3 smart card and extract the person Facial
Image.

<y From File
Allows you to select an image from the file system and use that as the
person image.

Cancel

Figure 5-8 Select Input Location, Images

3) A ‘Select Input Location’ window displays as shown in Figure 5-8. Click to obtain an
image from either an ICC Card or from a file.

4) If the image is from an ICC Card, insert the card and have the person enter their PIN
when prompted to obtain the photo.
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5) If the image is from the file system, an ‘Open-file’ dialog box appears. Select the
image file that contains the person’s photo.

6) Click ‘OPEN'’ to import the image to the PAS-FA photo table.

7) Click ‘'OK’ on the ‘Edit Person’ screen to add the image to the cardholder’s record.

Important: During upgrades from PAS/CAC to PAS-FA, photos are copied from the directory
located in the ‘Picture Path’ to a photo table in the PAS-FA database. Once copied, users are
given the option to delete the photo file in the Picture Path.

5.1.5 Enrolling Print Images
If the ‘Require Fingerprints’ check-box in the server settings is checked, each person in PAS-FA
is required to have fingerprint images stored in the database. Fingerprints must be captured
from a scanning device. Captured prints are matched against fingerprint minutia collected
and/or against fingerprint minutia stored on ICC Cards. Fingerprints will be scanned a minimum
of two times (2X) during enroliment in order to store a composite print for enhanced matching
capabilities of future scans.
1) From the either the ‘Add Person’ or the ‘Edit Person’ screens, click the ‘Image and
Prints’ tab.
2) Click the ‘Enroll Prints’ button to launch the PAS Fingerprint Wizard, and capture
prints (Note: Old print records cannot be deleted. New print records are created and
over-write the old prints).

& PAS Fingerprint Wizard @

No Finger

Place the Person's
Right Index Finger on
the Scanner

Figure 5-9 PAS Fingerprint Wizard

3) Place the person’s right index finger on the scanner as prompted by the PAS
Fingerprint Wizard as shown in Figure 5-9. If a fingerprint scanner is installed, but a
fingerprint does not appear in the white field of the wizard, click the ‘Repair
Fingerprint Scanner’ button (see Section 8.2, Repair Fingerprint Scanner).

4) The fingerprint image will appear on the Fingerprint Wizard and in a Fingerprint
Capture box. The Fingerprint Capture box may display a notice to ‘Press Harder’ to
ensure the quality of the captured print. A notification and color change from red to
green on the Fingerprint Capture box indicates a ‘Good’ fingerprint image capture as
shown in Figure 5-10.
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Figure 5-10 Fingerprint Capture box

5) Instruct the individual to remove their finger from the scanner when prompted (the
Fingerprint Wizard requires at least one additional scan of the fingerprint).

6) Place the person’s left index finger on the scanner when prompted. The PAS
Fingerprint Wizard and the Fingerprint Capture box close when images of both the
left and right index fingerprints are successfully captured.

7) A Print Capture date displays next to the ‘Enroll Prints’ button.

5.2 Edit Personnel
i. Click the ‘Edit’ shortcut on the shortcut toolbar on the main screen, or
click ‘Edit’ on the ‘Person’ menu.

ii. The ‘Edit Person’ screen appears. Administrators can edit personnel
information contained in any of the tabs:
Service
Demographics
Images and Prints
System

5.3 Import and Export Personnel Records
For information on Importing and Exporting Data Files, refer to Section 4.3, Import and Export
Personnel Records.

5.4 Archive and Purge Database Records
For information on Archiving and Purging Records and Rosters, refer to Section 4.4, Archive
and Purge Database Records.
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6.0 Operator/Processor Functions

This section provides Users an overview of PAS-FA functionality and guides the
Operator/Processor through the steps typically encountered during routine use of PAS-FA in
effectively managing personnel accountability.

6.1 Main Screen (Records Display)
The main screen displays the active (un-archived) records of all personnel stored in the PAS-FA
database as shown in Figure 6-1.
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Figure 6-1 Main Screen (Records Display)

The main screen displays information for each individual database record (records may be
sorted by any field by clicking on the field title at the top of each column):

1) Current Status indicator in front of each name.
i@ A green bullet with a white left arrow indicates the cardholder is checked in.

‘3 A red bullet with a white right arrow indicates the cardholder is checked out.
2) Cardholder’'s name.
3) Branch of Service.
4) Rank.

5) Duty assignment information (e.g., UIC, Command or Battalion, Department or
Company and Division or Platoon).

6) Liberty Risk assignment code.
7) Last Status Change (When an individual last checked in or out).
8) Expiration date (Date when the individual is no longer expected to require access).

PAS-FA status appears on a status bar at the bottom of the main screen. The following
information is displayed:

1) Location

2) Operator's Name

3) Mode of Operation (Normal, Incoming, or Outgoing)

4) Time clock

5) Symbols for authentication methods (fingerprint, smartcard, barcode)
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6.1.1 Alter Main Screen Appearance
All of the shortcut icons on the vertical tool bar on the left side of the main screen may not
appear if PAS-FA is not maximized.

= Click the right arrow below the last visible icon on the tool bar to display and use the
remainder of the icons as shown in Figure 6-2.
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Figure 6-2 Vertical Toolbar Icons

» The vertical shortcut toolbar can be repositioned horizontally above the filters on the
main screen by clicking, holding, dragging, and dropping the handle above the icons
as shown in Figure 6-3.
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Figure 6-3 Shortcut Toolbar Repositioned

» The size of the toolbar can be changed by right-clicking on it and selecting or
deselecting the ‘Large Icons’ and/or ‘Show Text’ items as shown in Figure 6-4.
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Figure 6-4 Shortcut Toolbar small icons

6.1.2 Searching and Filtering Records
There are two methods to narrow or expand the displayed list of cardholder records through the

use of the search field at the top of the main screen (these methods can be used separately or
together).

1) Select a button to filter Cardholder records by current status.
C I Displays only the personnel that are currently checked in.
" Jut  Displays only the personnel that are currently checked out.

" All - Displays all personnel, regardless of their in/out status.

2) To filter or search cardholder records by name, in the Search text box, type the
cardholder’s last name in the ‘Search’ box shown in Figure 6-5.

Search: ||
Figure 6-5 Search Box

The main screen immediately displays only those cardholders whose last names
begin with the letters typed. If the entire last name is typed in, only the record(s) of
Cardholders with that last name are displayed.

3) To clear the search box, click the ‘Clear’ button to the right of the Search Box.

6.2 Check Personnel In and Out

The Check In/Out functions are used to check personnel in and out as they board and exit a
designated ship or facility. The following procedures assume the PAS station is set to ‘Normal’
(see Section 6.2.6, Rapid Check In/Out for other options).

6.2.1 Check In and Check Out Using the ICC Card
Operators can check a cardholder in or out by inserting the individual's ICC Card into a card
reader. The cardholder’s database record is then displayed. This method of processing provides
an additional level of security since it requires correct ICC Card PIN entry for enhanced
cardholder identity verification.
1) Starting at the main screen, insert the ICC Card of the processing cardholder into the
card reader.

2) When prompted, the cardholder enters their assigned PIN.

3) The cardholder or operator presses the ‘Enter’ or ‘Return’ key of the keyboard, or the
operator clicks on the ‘OK’ button of the ‘Enter PIN’ dialog box.
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4) Remove the ICC Card from the reader when prompted.

5) If the person has a liberty risk, an audible alert sounds and a ‘Liberty Risk’ dialog box
displays as shown in Figure 6-6. Click ‘OK’ to proceed.

Liberty Risk

Person has a
Liberty Rislk;

u]

EBX

Figure 6-6 Liberty Risk dialog box

6) The ‘Check In/Out’ dialog appears displaying (as applicable):

a.

b
c.
d.
e
f.

werc ] 8 Tost

[

DMBC

[ ] -~
A

The person’s hame and rank

A red ‘Liberty Risk’ notification box

Service information

A photo of the person if one exists on file

Comments

Messages in a yellow message text box with a ‘Clear Message’ button as shown
in Figure 6-7. Click the ‘Clear Message’ button to remove messages from the
Message field on both the ‘Check In/Out’ dialog and the ‘Edit Person’ screen.

et LISN

Command’ Botalinn: Fourt
[ P
D Secsen:
Commens TrFE CONMENTS ABOUT PERSON

Hemage:

TYPE MESSAGES FOR FERSON HERE

Figure 6-7 Check In/Out dialog

7) The current status of the person dictates the active buttons for checking in and
checking out. If the person’s current status is checked in, then a red ‘Check Out’
button is enabled. If the person’s current status is checked out, then a green ‘Check
In’ button is enabled. A white ‘Cancel’ button is permanently enabled on the ‘Check
In/Out’ dialog. Click one of the following:

a.
b.

‘CHECK IN’ to check the person in from liberty
‘CHECK OUT' to check the person out on liberty
i. If ‘Enable Buddy Group’ is selected in ‘Settings’ (see Section 4.1.1.2,
Server Settings - Enable Buddy Groups) a ‘Create New Buddy Group’
screen containing the person’s name appears. Add to or check out the
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Buddy Group following the instructions found in Section 6.3.1, Create
Buddy Groups.

ii. If ‘Enable Buddy Group’ and ‘Allow Adding to Existing Buddy Group’ are
selected in ‘Settings’ (see Section 4.1.1.2, Server Settings - Enable
Buddy Groups and 4.1.1.3, Allow Adding to Existing Buddy Group), an
‘Add to Buddy Group’ screen appears displaying existing Buddy Groups.
Continue with the instructions found in Section 6.3.5.1, Add Persons to
Existing Buddy Groups.

c. '‘CANCEL’ to quit the process and leave the person’s status unchanged.

6.2.2 Check-In and Check-Out Using the Barcode
Operators can check cardholders in and out by scanning the 3x9 barcode located on the back of
the cardholder’s ICC Card or Teslin ID card. This method expedites processing by eliminating
cardholder PIN entry requirements.
1) Starting at the main screen, scan the barcode of the processing cardholder’'s ICC
Card or Teslin ID.

2) If the person has a liberty risk, an audible alert sounds and a ‘Liberty Risk’ dialog box
displays. Click ‘OK’ to proceed.

3) The ‘Check In/Out’ dialog appears displaying (as applicable):

The person’s hame and rank

A red ‘Liberty Risk’ notification box

Service information

A photo of the person if one exists on file

Comments

Messages in a yellow message text box with a ‘Clear Message’ button. Click the

‘CLEAR MESSAGE’ button to remove messages from the Message field on both

the ‘Check In/Out’ dialog and the ‘Edit Person’ screen.

4) The current status of the person dictates the active buttons for checking in and
checking out. If the person’s current status is checked in, then a red ‘Check Out’
button is enabled. If the person’s current status is checked out, then a green ‘Check
In’ button is enabled. A white ‘Cancel’ button is permanently enabled on the ‘Check
In/Out’ dialog. Click one of the following:

1) ‘CHECK IN’ to check the person in from liberty

2) '‘CHECK OUT to check the person out on liberty

I. If ‘Enable Buddy Group’ is selected in ‘Settings’ (see Section 4.1.1.2,
Server Settings - Enable Buddy Groups) a ‘Create New Buddy Group’
screen containing the person’s name appears. Continue to add to or
check out the Buddy Group following the instructions found in Section
6.3.1, Create Buddy Groups.

ii. If ‘Enable Buddy Group’ and ‘Allow Adding to Existing Buddy Group’ are
selected in ‘Settings’ (see Section 4.1.1.2, Server Settings - Enable
Buddy Groups and 4.1.1.3, Allow Adding to Existing Buddy Group), an
‘Add to Buddy Group’ screen appears displaying existing Buddy Groups.
Continue with the instructions found in Section 6.3.5.1, Add Person’s to
Existing Buddy Groups.

3) ‘CANCEL’ to quit the process and leave the person’s status unchanged.

~PoooTw
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6.2.3 Fingerprint Check-In and Check-Out

Operators can check cardholders in and out by scanning their fingerprints. This method
expedites processing by eliminating cardholder PIN entry requirements.

Starting at the main screen, scan the cardholder’s index finger using the fingerprint scanner
(refer to fingerprint scanning instructions in Section 5.1.5, Enrolling Print Images).

1)

2)

3)

If the fingerprint does not match any fingerprints in PAS, a message displays stating

the person is not in the database, and asks if you wish to add them. Click "YES' to

add the person or ‘NO’ to cancel the process and remove the person’s index finger

from the scanner (note: processors cannot add new people to the database).

= If the fingerprint matches, remove index finger from the scanner and proceed with
check in/out.

= |f the person has a liberty risk, an audible alert sounds and a ‘Liberty Risk’ dialog
box displays. Click ‘OK’ to proceed.

The ‘Check-In/Out’ dialog appears displaying the following (as applicable):

* The person’s name and rank

= A red ‘Liberty Risk’ notification box

= Service information

A photo of the person if one exists on file

Comments in a yellow box

Messages in a yellow text box with a ‘Clear Message’ button. Click the ‘Clear

Message’ button to remove messages from the Message field on both the ‘Check

In/Out’ dialog and the ‘Edit Person’ screen.

The current status of the person dictates the active buttons for checking in and
checking out. If the person’s current status is checked in, then a red ‘Check Out’
button is enabled. If the person’s current status is checked out, then a green ‘Check
In’ button is enabled. A white ‘Cancel’ button is permanently enabled on the ‘Check
In/Out’ dialog. Click one of the following:

5) ‘CHECK IN’ to check the person in from liberty

6) ‘CHECK OUT' to check the person out on liberty

1) If ‘Enable Buddy Group’ is selected in ‘Settings’ (see Section 4.1.1.2, Server
Settings - Enable Buddy Groups) a ‘Create New Buddy Group’ screen containing
the person’s name appears. Continue to add to or check out the Buddy Group
following the instructions found in Section 6.3.1, Create Buddy Groups.

2) If ‘Enable Buddy Group’ and ‘Allow Adding to Existing Buddy Group’ are selected
in ‘Settings’ (see Section 4.1.1.2, Server Settings - Enable Buddy Groups and
4.1.1.3, Allow Adding to Existing Buddy Group), an ‘Add to Buddy Group’ screen
appears displaying existing Buddy Groups. Continue with the instructions found
in Section 6.3.5.1, Add Person’s to Existing Buddy Groups.

7) ‘CANCEL’ to quit the process and leave the person’s status unchanged.

6.2.4 Check-In and Check-Out using ICC Card with Fingerprint

Operators can check a cardholder in and out by inserting the person’s ICC Card into a card
reader and scanning their index fingerprint. This method of processing provides an additional
level of security since it requires correct ICC Card PIN entry and a matched fingerprint.

1)
2)
3)

Starting at the main screen, insert the cardholder ICC Card in the card reader.
When prompted, the cardholder enters their assigned PIN.

The Cardholder or Operator presses the ‘Enter’ or ‘Return’ key of the keyboard, or
the Operator clicks the ‘OK’ button on the ‘Enter PIN’ dialog box.
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4)

5)

6)

7

8)

1)
2)
5)

6)

3)

When prompted, instruct the cardholder to place their index finger on the fingerprint
scanner.

If the fingerprint does not match, a message displays stating the fingerprint does not
match the ICC Card. Remove the index finger and card when prompted. If the
fingerprint matches, remove the index finger and card and proceed with check in/out.

If the person has a liberty risk, an audible alert sounds and a ‘Liberty Risk’ dialog box
displays. Click ‘OK’ to proceed.

The ‘Check-In/Out’ dialog appears displaying the following (as applicable):

The person’s hame and rank

A red ‘Liberty Risk’ notification box

Service information

A photo of the person if one exists on file

Comments

Messages in a yellow message text box with a ‘Clear Message’ button. Click the
‘CLEAR MESSAGE’ button to remove messages from the Message field on both
the ‘Check In/Out’ dialog and the ‘Edit Person’ person’s name and rank.

The current status of the person dictates the active buttons for checking in and
checking out. If the person’s current status is checked in, then a red ‘Check Out’
button is enabled. If the person’s current status is checked out, then a green ‘Check
In” button is enabled. A white ‘Cancel’ button is permanently enabled on the ‘Check
In/Out’ dialog. Click one of the following as applicable:

‘CHECK IN’ to check the person in from liberty

‘CHECK OUT' to check the person out on liberty

If ‘Enable Buddy Group’ is selected in ‘Settings’ (see Section 4.1.1.2, Server Settings
- Enable Buddy Groups) a ‘Create New Buddy Group’ screen containing the person’s
name appears. Continue to add to or check out the Buddy Group following the
instructions found in Section 6.3.1, Create Buddy Groups.

If ‘Enable Buddy Group’ and ‘Allow Adding to Existing Buddy Group’ are selected in
‘Settings’ (see Section 4.1.1.2, Server Settings - Enable Buddy Groups and 4.1.1.3,
Allow Adding to Existing Buddy Group), an ‘Add to Buddy Group’ screen appears
displaying existing Buddy Groups. Continue with the instructions found in Section
6.3.5.1, Add Person'’s to Existing Buddy Groups.

‘CANCEL’ to quit the process and leave the person’s status unchanged.

~Poo0oTw

6.2.5 Manual Check-In and Check-Out
In the event the cardholder’s ICC card fails, is lost or is stolen, Operators search for and check
cardholders in and out manually.

6.2.5.1 Using the Search Function on the Main Screen

1

2)

3)

From the main screen, filter the cardholders list to search for a user (see Section
5.1.2, User Search).

Double click on the ‘Status Indicator’ to the left of the person’s name.

If the person has a liberty risk, an audible alert sounds and a ‘Liberty Risk’ dialog box
displays. Click ‘OK’ to proceed.

The *Check In/Out’ dialog appears displaying the following (as applicable):
a. The person’s name and rank

b. A red ‘Liberty Risk’ notification box

c. Service information

d. A photo of the person if one exists on file
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4)

1)
2)
1)

2)

3)

e. Comments in a yellow box

f. Messages in a yellow text box with a ‘Clear Message’ button. Click the ‘CLEAR
MESSAGE’ button to remove messages from the Message field on both the
‘Check In/Out’ dialog and the ‘Edit Person’ person’s name and rank.

The current status of the person dictates the active buttons for checking in and

checking out. If the person’s current status is checked in, a red ‘Check Out’ button is

enabled. If the current status is checked out, a green ‘Check In’ button is enabled. A

white ‘Cancel’ button is permanently enabled on the ‘Check In/Out’ dialog. Click one

of the following:

‘CHECK IN’ to check the person in from liberty

‘CHECK OUT' to check the person out on liberty

If ‘Enable Buddy Group’ is selected in ‘Settings’ (see Section 4.1.1.2, Server Settings
- Enable Buddy Groups) a ‘Create New Buddy Group’ screen containing the person’s
name appears. Continue to add to or check out the Buddy Group following the
instructions found in Section 6.3.1, Create Buddy Groups.

If ‘Enable Buddy Group’ and ‘Allow Adding to Existing Buddy Group’ are selected in
‘Settings’ (see Section 4.1.1.2, Server Settings - Enable Buddy Groups and 4.1.1.3,
Allow Adding to Existing Buddy Group), an ‘Add to Buddy Group’ screen appears
displaying existing Buddy Groups. Continue with the instructions found in Section
6.3.5.1, Add Person’s to Existing Buddy Groups.

‘CANCEL'’ to quit the process and leave the person’s status unchanged.

6.2.5.2 Using the Check In/Out Menu item or Shortcut Button

1

2)
3)

4)

5)

From the main screen, filter the cardholders list to search for a user (see Section
5.1.2, User Search).

Single click the row of the cardholder to highlight it.

Select ‘Check In/Out’ on the ‘Person’ menu. Or, click the Check In/Out shortcut

button from the vertical tool bar on the left side of the main screen.

If the person has a liberty risk, an audible alert plays and a ‘Liberty Risk’ dialog box

displays. Click ‘OK’ to proceed.

The ‘Check In/Out’ dialog appears displaying the following as applicable:

The person’s name and rank

A red ‘Liberty Risk’ notification box

Service information

A photo of the person if one exists on file

Comments in a yellow box

Messages in a yellow text box with a ‘Clear Message’ button. Click the ‘CLEAR

MESSAGE’ button to remove messages from the Message field on both the

‘Check In/Out’ dialog and the ‘Edit Person’ person’s name and rank.

The current status of the person dictates the active buttons for checking in and

checking out. If the person’s current status is checked in, then a red ‘Check Out’

button is enabled. If the person’s current status is checked out, then a green ‘Check

In’ button is enabled. A white ‘Cancel’ button is permanently enabled on the ‘Check

In/Out’ dialog. Click one of the following as applicable:

1) ‘CHECK IN’ to check the person in from liberty

2) ‘CHECK OUT' to check the person out on liberty

1) If ‘Enable Buddy Group’ is selected in ‘Settings’ (see Section 4.1.1.2, Server
Settings - Enable Buddy Groups) a ‘Create New Buddy Group’ screen containing

~ooooTw
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the person’s name appears. Continue to add to or check out the Buddy Group
following the instructions found in Section 6.3.1, Create Buddy Groups.

2) If ‘Enable Buddy Group’ and ‘Allow Adding to Existing Buddy Group’ are selected
in ‘Settings’ (see Section 4.1.1.2, Server Settings - Enable Buddy Groups and
4.1.1.3, Allow Adding to Existing Buddy Group), an ‘Add to Buddy Group’ screen
appears displaying existing Buddy Groups. Continue with the instructions found
in Section 6.3.5.1, Add Person’s to Existing Buddy Groups.

3) ‘CANCEL’ to quit the process and leave the person’s status unchanged.

6.2.6 Rapid Check In/Out
Administrators can designate a PAS workstation as ‘Rapid In’, ‘Rapid Out’, or ‘Normal’ through
the settings. The application is set to ‘Normal’ (Check In and Check Out), ‘Incoming’ (Check In
only), or ‘Outgoing’ (Check Out only) modes (the previous sections describe checking in and
checking out in Normal mode).
1) When the mode is set to ‘Incoming’, the ‘Rapid Out’ button on the Main Screen is
disabled and the list of cardholders displays only those who are currently in a
checked-out status.
2) When the mode is set to ‘Outgoing’, the ‘Rapid In’ button on the Main Screen is
disabled and the list of cardholders displays only those who are currently in a
checked-in status.

3) Checking personnel in or out in either mode requires the display of their ‘Check
In/Out’ screen.

Operators/Processors and administrators may rapidly check personnel in or out without the

interaction of the ‘Check In/Out’ screen by clicking the ‘Rapid In’ or ‘Rapid Out’ icons on the
shortcut menu.

6.2.6.1 Rapid Check-Out

1) Click the ‘Rapid Out’ icon on the Main Screen. A ‘Rapid Check Out’ screen displays
over the list of cardholders as shown in Figure 6-8. The ‘Person’ menu is disabled,
and the ‘Add’ and ‘Edit’ shortcuts are hidden on the shortcut menu.

Figure 6-8 Rapid Check Out Screen

2) Check personnel out in one of the following ways:
a. Scan a barcode from an ICC card.
b. Scan a fingerprint
c. Insertan ICC card and enter PIN when prompted.
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3) A ‘Rapid Check Out’ box momentarily displays indicating a status change to
checked-out as shown in Figure 6-9.

Perion Diata
Hame: JAMES LEWYS

Rank: P02

o

Figure 6-9 Rapid Check Out box

4) If the person has a liberty risk, an audible alert sounds and a ‘Liberty Risk’ box
displays.
a. Click 'OK’ on the ‘Liberty Risk’ box.
b. The ‘Check In/Out’ screen for the person displays.
c. Click ‘CHECK OUT’ to check the person out on liberty or
d. Click ‘CANCEL’ to cancel the check out process for the person.
5) Process additional personnel.
6) Click the ‘FULL DISPLAY" icon to discontinue rapid check out.

6.2.6.2 Rapid Check-In
= Click the ‘Rapid In’ icon on the shortcut menu. A ‘Rapid Check In’ screen displays over
the list of cardholders as shown in Figure 6-10. The ‘Person’ menu is disabled, and
the ‘Add’ and ‘Edit’ shortcuts are hidden on the shortcut menu.

R DARCY CARD Tl PR =] s - m

Figure 6-10 Rapid Check In screen

= Check in personnel in one of the following ways:
0 Scan a barcode from an ICC card.
0 Scan a fingerprint
0 Insert an ICC card and enter PIN when prompted.
* A ‘Rapid Check In” box momentarily displays indicating a status change to checked-in
as shown in Figure 6-11.

Person Data
Hama: JAMESLEWS

Rank: P02

Q
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Figure 6-11 Rapid Check In box

= |f the person has a liberty risk, an audible alert sounds and a ‘Liberty Risk’ box
displays. Click ‘OK’ on the ‘Liberty Risk’ box to proceed with check in.

= Process additional personnel.
» Click the ‘FULL DISPLAY’ icon to discontinue rapid check in.

6.3 Buddy Group Processing

The Liberty policies of various Commands (commonly referred to as ‘Buddy Policies’) require
that individuals granted liberty or pass privileges be accompanied by at least one other member
of that individual’s command while on liberty outside the continental United States (OCONUS).
When the Buddy Groups feature is enabled, it enforces this policy and requires all departing
personnel be linked to at least one other individual before the Check Out transaction is accepted
(see Section 4.1.1.2, Server Settings - Enable Buddy Groups).

Personnel that have been linked through buddy grouping must return within a predetermined
time specified by the PAS Administrator (see Section 4.1.1.4, Server Settings - Default Buddy
Gap). If this does not occur, an exception is recorded by PAS. Exemptions from the Buddy
Policy are made to allow operators and administrators to permit personnel to depart the ship or
station without a Buddy Group.

Note: Current buddy group members are checked in during ‘Rapid In’ processing; however, if
buddy groups are enabled the ‘Rapid Out’ processing feature is not available.

6.3.1 Create Buddy Groups
Note: ‘Enable Buddy Group’ must first be selected in ‘Settings’ (see Section 4.1.1.2, Server
Settings - Enable Buddy Groups).

» Select ‘Create Buddy Group’ on the ‘Person’ menu.

» The ‘Create New Buddy Group’ screen appears as shown in Figure 6-12. From this
screen, click on the ‘ADD’ button.

[#7 Create Mew Buddy Group B
*Cick a person to remave them or sat non drinking status Check Out, | Wednesday, October 21, 2009 82152

Last Name: First Name Rark uic Corm@at Dept/Comp Div/Pltn Lio. Rigk

Add -‘ l Cancel

Figure 6-12 Create New Buddy Group

55



= A ‘Find Person to Add to Buddy Group’ screen appears.
a. Personnel can be displayed by clicking on the ‘OUT’, ‘IN’ or “ALL’ buttons at the

top of the screen.
b. Use the ‘Select By’ pull-down menu to filter further by ‘Last Name’, ‘Rank’ etc.

= Double click on a name in the list to add that person to the Buddy Group.
a. If an alert appears reading “This person is expired and the system is unable to
check them in or out. Do you wish to edit this person’s expirations’ click ‘"YES’ or
“NO'. If 'YES' is chosen, the person’s ‘Edit Person’ screen will appear. Edit the
person’s expiration information in the ‘System’ tab.
» The person’s Check In/Check Out screen will appear. Click ‘CHECK OUT".
= Continue until all buddy group members are added to the Buddy Group list.
Note: A minimum of two personnel are required for a Buddy Group (an exemption
can be made at check out for a single person).
= Members will appear on the ‘Create Buddy Group’ screen as shown in Figure 6-13.

[ —
€1 Create Mew Buddy Group [X]
*Cick a person to remave them or sat non drinking status Check Out | Wednesday, October 21, 2009 84617
Last Name: First Name Rark uIc Corm@at Dept/Comp Dite/F i Lio. Rigk
O ARSTADO 1aIME P2 35 AIMD M-
& TRREL A0AM P2 35 S 9 o
O HounsEL ANOREW P2 35 oPs oT ]

| .

Figure 6-13 Create New Buddy Group

6.3.1.1 Set Non-Drinking Flag
Before checking out a Buddy Group, at least one member of each group must be set to ‘Non

Drinking’ status.
a. Click on the Buddy Group member to set as ‘Non Drinking’. A window will appear

as shown in Figure 6-14. Select ‘Set Non Drinking'.

*Click a person to remove them or set non drinking status.

Last Name First Name Rark uIC C
(3 ABISTAD —sammac PO2 3365
@A  Hounse | etNenbrinkng POZ 3365
(3 TRREL Slidechl bl PO2 3365

Figure 6-14 Set Non Drinking
b. A Non Drinking icon appears beside the person’s name () 4g1sT400
(the icon will also appear next to the person’s name in other related fields including
‘Buddy Group”).
Note: If an attempt is made to check out a Buddy Group before at least one member is set to
‘Non Drinking’, an alert will appear reading “You must have a non drinking-member in the buddy
group. Do you wish to make an exception?’.
a. Click ‘NO’, then follow the Set Non Drinking Flag directions above.
b. Click 'YES’ and the group will be checked out.
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6.3.1.2 Remove Person from Buddy Group
While creating a Buddy Group, a person can be removed from the Buddy Group List.
a. Click on the Buddy Group member to be removed. A window will appear as shown in
Figure 6-14. Select ‘Remove Person’ and the person will be removed from the Buddy
Group list.

6.3.2 Check Out Buddy Groups
To Check Out a completed Buddy Group:

= Click the ‘Check Out’ button from the ‘Create New Buddy Group’ screen to check out
all members of the group.

= Click on the ‘Cancel’ button to cancel check out, and leave the cardholder’s current
status unchanged.

6.3.2.1 Check Out Exception - Buddy Group Members
If an attempt is made to check out a Buddy Group with only one member, an alert will appear
reading 'You must have at least two people in a buddy group. Do you wish to make an
exception?’
1) Click ‘NO’ and add personnel to the Buddy Group as described in Section 6.3.1,
Create Buddy Groups.

2) Click 'YES’ and the group will be checked out.

6.3.2.2 Check Out Exception - Non Drinking Buddy Group Member
If an attempt is made to check out a Buddy Group before at least one member is set to ‘Non
Drinking’, an alert will appear reading “You must have a non drinking-member in the buddy
group. Do you wish to make an exception?’.
1) Click ‘NO’ and follow the Set Non Drinking Flag directions in Section 6.3.1.1, Set
Non-Drinking Flag.
2) Click 'YES’ and the group will be checked out.

6.3.3 Add Persons to Existing Buddy Groups
An individual can be added to an existing Buddy Group during check out if both ‘Enable Buddy
Group’ and ‘Allow Adding to Existing Buddy Group’ are selected in ‘Settings’ (see Section
4.1.1.2, Server Settings - Enable Buddy Groups and 4.1.1.3, Allow Adding to Existing Buddy
Group).
1) Highlight the individual to be checked out from the list of personnel on the main
screen and click on the ‘CHECK IN/OUT icon, or right-click and chose ‘Check
In/Out’.

2) A screen will display existing Buddy Groups as shown in Figure 6-15.

| Add To Buddy Group B
Search || Cieas
(=) Chack Ot Las1 Nare First Namie HRank Lo atsin Tirree Ir ComriBat DeptCormg DmPhn
-8 10eme00n 202 PM FRY KELEEY UMK EMGINEERIN 3]
As | 1inzrizo0s 202 P | GREEM CHRS UMK ENGINEERIN oD
V22008 1:50 P | TIRRELL ADVM PO2 EMGINEERIN g}@ sUP 54
1ZTB000 150 P  HOLINSELL ANDREW POz EMGINEERIN e OPS o1
[ iadToBuddyGrovp | [ Crmte Hew Buddedrove | [ cloes

Figure 6-15 Add to Buddy Group
3) Highlight a member of the existing Buddy Group to which the new person will be
added.

a. To filter results, type a person’s name in the ‘Search’ box at the top of the screen.
b. Use the ‘CLEAR’ button to clear search parameters and display all names.
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4) Click ‘ADD TO BUDDY GROUP’.

5) The person will be added to the existing Buddy Group and the main screen will
appear.

Note: A user may also use the ‘Add to Buddy Group’ screen shown in figure 6-15 to create a
new Buddy Group for the individual rather than adding them to an existing group. Click
‘CREATE NEW BUDDY GROUP’ and follow the instructions found in Section 6.3.1, Create
Buddy Groups.

6.3.4 Check In a Buddy Group

Returning members of a buddy group are checked-in in the same manner as any method
previously described. As buddy group members check in, the ‘Check In/Out’ screen of each
Cardholder displays the current status of all remaining members of that group as shown in
Figure 6-16.

Figure 6-16 Check In Buddy Group

6.3.5 View Buddy Groups
Buddy Groups remain current until all members of that group have been checked in.

1) View current buddy groups by clicking on the ‘BUDDY GROUP’ icon on the left side

of the main screen or selecting ‘View Buddy Groups’ in the ‘Person’ menu.

2) The ‘View Buddy Groups’ screen appears (see Figure 6-17) with a Buddy Group ID

number next to each member of that Buddy Group.

| 94 View Buddy Groups =]
The current Buddy Groups:

D Ched Qut Last Narma First Mama Rank Location  Time in ComfBat Deptfomg DHFPIin
13! ADEM =] ENGIEE O
ANDREW POz ENGIEE ] oS ar
r=3 PO2 ENGREE o (== aT
o
L)

VELEEY L ENGREE
@

e =0

CHRIS N ENGIEE

Figure 6-17 View Buddy Groups
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6.3.6 Checking In/Out Totals
Administrators are able to check the totals of personnel in the PAS-FA database.

1) From the main screen, click the ‘PERSON’ menu on the menu bar.

2) Select ‘Check In/Out Totals’. The totals for personnel checked in and check out
in the PAS-FA database are displayed as shown in Figure 6-18.

Totals @

Total Personnel Checkedin 20
Total Personnel Checked Out 3
Total 23

Figure 6-18 Check In/Out Totals
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7.0 Meeting and Training Rosters

Meeting and Training (Event) rosters are used to track attendance at meeting and training
events.

7.1 Create New Meeting/Training Rosters

= Click either the ‘MEETING’ or ‘TRAINING’ icon on the vertical toolbar on the left side of
the main screen, or from the ‘File’ menu, select either the ‘Meeting Roster’ or ‘Training
Roster’ menu item. The ‘Meeting Roster’ or ‘Training Roster’ window displays scheduled
meetings, an option to create new rosters, and an option to remove meeting rosters as
shown in Figure 7-1

Tt ocaton Surt Erd Host
mamove | Teat Rosier 12AAP008 17:35:0  12/16/2008 18:38:0  CARD OHEPIV  This b a not about the tnstra

Remoe | Trumpst Traring 12240000 10530 12/54/000 11520 ARMETRONG,

Figure 7-1 Training Roster

» To create a new roster, click the ‘CREATE NEW ROSTER’ button. The ‘Create Roster’
dialog box opens as shown in Figure 7-2.

= Enter the title/location of the event. The Title/Location field is required and cannot be left
blank.

= The event host defaults to the Operator creating the event in PAS-FA. The host can be
changed to another user in the PAS-FA database by clicking the ‘CHANGE
SELECTION'’ button.

Title / Location

Instructar SCOTT, SHERILIN 1|  change Selection

Start Wednesday, January 21,2009 V[  orsa

End Wednesday, January 21,2009 *' 08:54

[ Add | [ Cancel J

Figure 7-2 Create Roster dialog box

» The ‘Start’ date and time defaults to the time the ‘Create Roster’ dialog box opens. The
‘End’ date and time defaults to one hour from the time the ‘Create Roster’ dialog box
opens. Both time blocks can be changed if applicable.

» Enter any notes or comments for the event in the ‘Notes/Comments’ field.

= Click the ‘ADD’ button to create the meeting or training event and close the ‘Create
Roster’ dialog box, or click the ‘CANCEL’ button to quit and close the ‘Create Roster’
dialog box without saving training or meeting data.
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7.1.1 Sign-In Meeting/Training Attendees

= Click either the ‘MEETING’ or ‘TRAINING’ icon on the vertical toolbar on the left side of
the main screen, or from the ‘File’ menu, select either the ‘Meeting Roster’ or ‘“Training
Roster’ menu item. The ‘Meeting Roster’ or ‘Training Roster’ window displays scheduled
events and an option to create new rosters.

= From the event roster window (see Figure 7-3), double-click an event title to begin
capturing attendance.

» Log meeting/training attendance can be logged through these methods:
0 Click the ‘ADD’ button and manually search for attendees in the database.
0 Scan the barcode of an ICC card.
o0 Insert an ICC card into a reader and request the attendee enter their PIN when
prompted.
0 Scan the index fingerprint of an attendee.
* The attendee’s name, rank, military assignment information, service, and current check
in date and time are added to the roster.

Comments/Notes

This 5 & test of buld 49 masting rosters

Figure 7-3 Roster, Check In Attendees

7.1.2 Sign-Out Meeting/Training Attendees

1) Select either the ‘MEETING’ or ‘TRAINING’ shortcut icon from the vertical toolbar on
the left side of the main screen.

2) From the applicable event roster window (see Figure 7-4), double-click a meeting or
training title to open the roster.

3) Attendees are signed out from meetings or training events from the ‘Roster’ window
through these methods:
a. Click the ‘CHECK-OUT’ button corresponding to each attendee.
b. Scan the barcodes from the attendees’ ICC cards.
c. Insert the attendees’ ICC cards and request they enter their PINs when

prompted.

d. Scan the index fingerprints of attendees.

Comments/Motes

{This is & tast of buld 49 meeting rosters

Figure 7-4 Roster, Check Out Attendees
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4) Sign-Out times for attendees appear in the ‘Check-Out’ column. The current date
and time of sign out displays and cannot be altered.

7.1.3 Remove Meeting/Training Attendees

a.

b.

C.

Select either the ‘MEETING' or ‘TRAINING’ shortcut icon on the vertical toolbar
on the left side of the main screen.

From the applicable event roster window, double-click an event title to open the
roster.

Click the ‘REMOVE' button to remove attendees from rosters.

7.1.4 Removing Meeting/Training Rosters
Note: Operators cannot remove rosters.

a.

o

Click either the ‘MEETING’ or ‘TRAINING’ icon on the shortcut toolbar on the
main screen, or from the ‘File’ menu, select either the ‘Meeting Roster’ or
‘Training Roster’ menu item. The ‘Meeting Roster’ or ‘Training Roster’ window
displays scheduled events and an option to create new rosters.

Click the ‘REMOVE’ button to remove a meeting or training event.

Rosters are archived (see Section 4.4.2, Archiving Rosters).

Rosters can also be permanently purged from the PAS-FA database (see
Section 4.4.4, Purging Records).
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8.0 Help Menu

The Help’ menu contains a several features to assist users with the PAS-FA application. Access
the ‘PAS Help System’ function through the shortcut icon on the vertical toolbar on the left side
of the main screen, or additional features through the pull down menu at the top of the main
screen.

8.1 Display Administrators
To display a list of all PAS administrators, click the ‘DISPLAY ADMINISTRATORS' item on the
‘Help’ menu. All PAS cardholders with administrator rights are displayed.

* Administrators
PAS Administratars
Last Mame First Mame Rank
GREEN TaYLOR SCPO

(] 1l |[>

Figure 8-1 Display Administrators

8.2 Repair Fingerprint Scanner
To repair the connection from PAS-FA to the fingerprint scanner:

a. Select ‘REPAIR FINGERPRINT SCANNER’ from the ‘Help’ menu. The repair
fingerprint scanner feature is also available when enrolling prints (see Section
5.1.5, Enrolling Print Images).

b. A ‘Calibrate’ dialog box appears (see Figure 8-2) with the following instructions
for repairing the connection:

a. Clean the scanner’s sensor.

b. Do not place anything on the sensor after cleaning.

c. Click ‘Start’ to initialize calibration.

& Calibrate E|
Scanner Calibration

1. Clean fingerprint scanner's sensor,

2. Do not place anything on the scanner's sensor after
cleaning

3. Click "Start" to initiate calibration

4. Fingerprint scanner calibration will notify you upon
completion

Figure 8-2 Calibration dialog box

c. A ‘Calibration Complete’ message displays when calibration is done. Click ‘OK’ to
close the message box.

d. If a fingerprint scanner is not installed, an error message appears stating that
fingerprint capture is unavailable as shown in Figure 8-3)

a. Click ‘'OK’.

b. Install a fingerprint scanner following the scanner manufacturer’s instructions.
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Errar initializing fingerprint reader.
Fingerprint capture is unavailable,

Figure 8-3 Repair Fingerprint Scanner message

Note: PAS-FA attempts to initialize the fingerprint scanner to login and accomplish searches for
assigning hosts and attendees to rosters even if a scanner is not installed. PAS-FA will not
attempt to initialize the scanner if the ‘Fingerprint’ checkboxes in the Authentication and Login
sections of the ‘Settings’ screen are not checked (see Section 4.1.4.8, Server Settings -
Authentication Methods and 4.1.1.9, Server Settings - Login Methods).

8.3 Activate Fingerprint Match License
If the PAS-FA application is installed on a computer by means other than a new installation (see
Section 2.2.1, New Installations), the Fingerprint Match License must be activated.

1) Select ‘Activate Fingerprint Match License’ from the ‘Help’ menu.

2) A screen will display ‘Activation Succeeded'. Click ‘OK’

8.4 PAS Help System
The PAS-FA application includes a Help System that allows users to view and search contents
of the Personnel Accountability System - Full Application (PAS-FA) User’s Guide.

a. Access the ‘Help System’ through the shortcut icon on the vertical toolbar on the left
side of the main screen or through the pull down ‘Help’ menu at the top of the main
screen.

b. Click the ‘Contents’ tab to view the Personnel Accountability System - Full
Application (PAS-FA) User’'s Guide Table of Contents.

o Click on any section in the Table of Contents to view that section.
c. Click the ‘Search’ tab to search the document for specific words or phrases.
1) Type in keywords and click the ‘LIST TOPICS’ button.

a. Click on any topic displayed to view that section.

8.5 About PAS
To view information on the version of PAS installed, select ‘ABOUT PAS’ from the ‘Help’ menu.
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9.0 Reports
The PAS-FA ‘Reports’ function provides varying search and sort options that allow users to
produce detailed reports of cardholder and user activity.

9.1 Run Existing PAS Reports

a. Click ‘RUN REPORTS’ on the ‘Report’ menu. A ‘PAS Reports’ window displays
as shown in Figure 9-1.

| pas Reports @l

Report Type

* Accountability ] Feport Designer

Lirnit By
% | Evert Date (Start) | 91192009
K Evert Date (End) »| 1041972009

[ Use Archive Data for Report?

| iew Report |

Figure 9-1 PAS Reports window

b. Select the desired report from the ‘Report Type’ combo box on the left. Existing
reports include:

a. Accountability Report - Displays both the Operator Log-in/Log-Out events and
manual Check-In/Check-Out events entered by a user within the specified date
and time range.

b. Buddy Exception Report - Displays all of the personnel information for Buddy
Groups currently in violation of the local buddy policy.

c. Change Log — Displays changes made to PAS-FA personnel data during a
specified date range.

d. Comments Report - Displays all personnel comments.

e. Department Muster Report - Displays the total number of cardholders checked-in
and total number of cardholders checked-out of each department at a specified
time.

f. Error Report - Displays all of the errors logged by the application within the
specified date and time range.

g. Event Report - Displays all events that have taken place at a given location within
a specified date and time range.

h. History Report - Displays all personnel and their check in status history.
i. Meeting Roster Report - Displays all personnel checked into a meeting.

j- Restricted Personnel Report - Displays all personnel that have a liberty
restriction.

k. Snapshot Report - Displays all personnel and their current check in status.
[.  Training Roster Report - Displays all personnel checked into a training course.
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9.1.1 The Limit By Field
The ‘Limit By’ function allows a user to define what limits to apply to report data as shown in
Figure 9-2.

Lirmit by
X |Lest Name | > | JOHNSON
X | Pay Grade ~ | E2

Figure 9-2 Limit By Field

1) Inthe ‘Limit By’ column, use the down arrow to select the limits for the report
(Branch, City, Command/Battalion etc.). In Figure 9-2, ‘Last Name’ and ‘Pay Grade’
were selected.

a. After a new limit is selected, a new blank field will display allowing the inclusion of an
additional limit. Repeat until all desired limits are included

b. In the column to the right of the limits, select the specific limit to be applied to the
report. In Figure 9-7, the name ‘Johnson’ was used as a specific limit for ‘Last
Name’, and ‘E2’ as a specific limit for ‘Pay Grade'.

c. Select all desired ‘Limit By’ Options.

9.1.2 Use Archive Data
Click the ‘USE ARCHIVE DATA FOR REPORT?’ box to run the report using archived data.

9.1.3 View or Print the Report
Click the "VIEW REPORT’ button to display the report.
1) Using the tools at the top of the report, a user can:
1) Scroll through the document by page number
2) Refresh
3) Print
4) View Print Layout
5) View Page Setup
6) Export as an Excel or Acrobat file
7) Adjust document view (zoom).

2) Close out of the report to return to the ‘PAS Reports’ screen.
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9.2 Customize an Existing PAS Report
(also see Section 9.3, Design a New PAS Report).

1) Click ‘RUN REPORTS'’ on the ‘Report’ menu. A ‘PAS Reports’ window displays
as shown in Figure 9-1.

2) Inthe ‘Report Type’ combo box, select the existing report to be customized and
click the ‘REPORT DESIGNER'’ button (if the ‘Report Type’ combo box was not
changed, the screen will alphabetically default to the ‘Accountability’ report
options).

3) A ‘Report Designer’ screen appears as shown in Figure 9-3.

| Bapart Destguar =] |
Fencrt hana | Accounihily | e ifopen i 2 Copy <% erkanced Options,_ 2, Prisview Fiaport

//'Malr_.peullerxf =tis? () Person (O BuddyGoup & Event ) Mesting/ Training ) Change Log
Repotame - pl—
Report Title 3 o « B Bou

Fields to Display — |

| Report Column
Lavout

Group Fields /

Sort By Fields | Limit By Fields

\

Figure 9-3 Report Designer

4) Make a copy of the existing report using the ‘Copy’ tool at the top of the screen.
A screen will appear reading ‘Report Copied. Enter a new name and save the
changes.’ Click ‘OK’ and rename the report in the ‘Report Name’ field.

Important: Attempting to modify the settings for any existing report without first making a copy
will result in an alert reading ‘System reports cannot be modified. You can make a copy of the
report and modify the copy’. Click ‘OK’ to return to the ‘Report Designer’ screen.

5) Click ‘'SAVE’ using the tool at the top of the screen (the new report name will
populate the ‘Report Type’ combo box and can be selected from that field during
subsequent PAS report sessions).

6) Type a new report title in the ‘Report Title’ box.
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9.2.1 The Display Field

The ‘Which fields should display in the report’ field indicates (with a GREEN checkmark) the
default fields included in the existing report. Check fields on or off to include or exclude from the
custom report as shown in Figure 9-4.

Vhich Aokds shoud display on fie roport?
[ClBranch Ol Evant Carmare
O Cay ) Event Dato

] Command/Batalcn CJEs Libedy Rigk

went BIE

[ Created

[¥] DepammenyComaore [k

[¥] DvvescoyPiatoon

[¥] Duty Sectcn O Last Staus Chenge
[[JEmal [ Libeety Risk

Figure 9-4 Display Field

9.2.2 Report Column Layout
The ‘Report Column Layout’ feature allows a user to adjust the field order for the custom report.
1) Click on any column name displayed under ‘Report Column Layout’ (it will become
highlighted).
2) Click the BLUE Left and Right ‘Adjust Field Order’ arrows to move that column to left
or right of other columns in the report as shown in Figure 9-5.

Adpzt Fidd Order  [o | [= ]
Figure 9-5 Adjust Field Order
3) Repeat for any additional column adjustments.
9.2.3 The Group Field

The ‘Group By’ function allows a user to customize how the report fields are grouped as shown
in Figure 9-6.
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Figure 9-6 Group By Field

1) Inthe ‘Group By’ column, use the down arrow to select the group categories for the
report (Branch, City, Command/Battalion etc.). In Figure 9-5, ‘Type’ and
‘Department/Company’ were selected.

a. After a new group is selected, a new blank field will display below the last group
entered to allow for the inclusion of an additional group. Repeat until all desired
groups are included

2) In the ‘Subtotal’ column, click on or off the groups that are to be subtotaled in the
report.

3) Click the ‘Include Report Grand Total’ box if a group Grand Total is desired in the
report.

4) Default Header Fields will appear to the right of the group name under the ‘Header
Fields’ column as shown in Figure 9-6. To edit the Header Fields, click the ‘EDIT
HEADER’ button to the right of the group name. An ‘Edit Header Branch’ screen will
display as shown in Figure 9-7 asking ‘Which fields should display on this group
header?’
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a. Click on or off the desired fields for that group header.

b. Adjust the ‘Group Header Layout’ columns using the same techniques used in
Section 9.2.2, Report Column Layout.

c. When finished click ‘OK’ (or click ‘CANCEL’ at any time) to return to the ‘Report
Designer’ screen.

d. Continue to edit additional Header Fields as desired.

9.2.4 The Limit By Fields
The ‘Limit By’ function allows a user to define what limits to apply to report data as shown in
Figure 9-8.
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Figure 9-8 Limit By Field

1) Inthe ‘Limit By’ column, use the down arrow to select the limits for the report
(Branch, City, Command/Battalion etc.). In Figure 9-8, ‘Last Name and ‘Pay Grade’
were selected.

a. After a new limit is selected, a new blank field will display below the last limit
entered to allow for the inclusion of an additional limit. Repeat until all desired
limits are included

2) In the column to the right of the limits, select the specific limit to be applied to the
report. In Figure 9-8, the name ‘Johnson’ was used as a specific limit for ‘Last
Name’, and ‘E2’ as a specific limit for ‘Pay Grade’.

9.2.5 The Sort By Fields
The ‘Sort By’ function allows a user to sort the report by specific categories as shown in Figure
9-9.
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Figure 9-9 Sort By Field

1) Inthe ‘Sort By’ column, use the down arrow to select the sort category for the report
(Branch, City, Command/Battalion etc.). In Figure 9-9, ‘Event Date’ was selected.
a. After a new sort category is selected, a new blank field will display below the last
sort category entered to allow for the inclusion of an additional sort category.
Repeat until all desired sort categories are included.

69



2) Check the ‘Desc. Order’ box to the right of the sort category to sort that category in
descending order.

9.2.6 View or Print Custom Reports
Click the ‘PREVIEW REPORT tool at the top of the ‘Report Designer’ screen.
i. Using the tools at the top of the preview window, a user can:
8) Scroll through the document by page number
9) Refresh
10) Print
11) View Print Layout
12) View Page Setup
13) Export as an Excel or Acrobat file
14) Adjust document view (zoom).

9.2.7 Advanced Options
Click the ‘ADVANCED OPTIONS' tool at the top of the ‘Report Designer’ screen. A window
appears (see Figure 9-10) allowing a user to define report formatting options including:

1) Paper Size/Width/Height

2) Portrait/Landscape Orientation

3) Font
4) Margins
Advanced Options =Jo&d
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Fage Height 8.5in Left 0 5in
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_ Top Tin
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Change Font... [ Ok ] [ Cancel

Figure 9-10 Advanced Options

9.2.8 Delete a Custom Report
Users may delete a custom report by clicking the ‘DELETE’ tool at the top of the ‘Report
Designer’ screen while a report is open.

1) A screen appears asking ‘Are you sure you want to delete this report?’. Click ‘YES’,
‘NO’ or ‘CANCEL’ to return to the report in the ‘Report Designer’ screen.

2) Custom reports that are in progress (not saved) are not allowed to be deleted.
3) Existing Reports (see Section 9.1, Run Existing PAS Reports) can not be deleted.
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9.3 Design a New PAS Report
(also see Section 9.1, Design a PAS Report Based on Existing Report Types).
1) Click ‘RUN REPORTS’ on the ‘Report’ menu. A ‘PAS Reports’ window displays
as shown in Figure 9-1.
2) Click the ‘REPORT DESIGNER'’ button. A ‘Report Designer’ screen appears as
shown in Figure 9-11.
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Figure 9-11 Report Designer

a. Click the ‘NEW’ tool at the top of the screen.
b. Enter a report name in the ‘Report Name’ field.

c. Click on the type of custom report from the options in the ‘What type of report is
this?’ field. Options include:
1) Person (check the ‘Include Status History’ box for person-specific information to
be included the report).
2) Buddy Group
3) Event
4) Meeting/Training
5) Change Log

a. Click ‘'SAVE’
b. Continue with the instructions beginning in Section 9.2.1, The Display Field through
Section 9.2.7, Delete a Custom Report.
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