Navy Common Access Card Program Manage Office (CAC PMO)                 November 23, 2009

Subject:  Navy Standard Operating Procedures for the Contractor Verification System (CVS) to 

               include the Logical Access Credentials for Department of the Navy (DON) Volunteers 

               (Pilot Program)

Reference:
(a)  Under Secretary of Defense (P&R) Memorandum, Logical Access Credentials for DoD 

       Volunteers (Pilot Program), August 14, 2008

(b)  Federal Information Processing Standards Publication 201-1, “Personal Identity Verification 

       (PIV) of Federal Employees and Contractors”, March 2006

(c)  Office of Management and Budget Memorandum (OMB) M-05-24, “Implementation of  

       Homeland Security Presidential Directive (HSPD) 12-Policy for a Common Identification 

       Standard for Federal Employees and Contractors”, August 5, 2005

(d)  Directive-Type Memorandum (DTM) 08-003, “Next Generation Common Access Card  

       (CAC) Implementation Guidance”, December 1, 2008

(e)  Department of Defense 5200.08-R, “Physical Security Program”, April 9, 2007

(f)  United States Office of Personnel Management, “Requesting OPM Personnel 

       Investigations”, July 2008
(g)  Defense Manpower Data Center (DMDC) CVS User Manual, version 2.0, April 2009
Enclosures:
(1)  CVS TASM Request Form

(2)  CVS TA Request Form

(3)  CVS Registration Request
1.  Purpose  

To provide Navy procedures for the implementation, management, and oversight of CVS, to include the Logical Access Credentials for Volunteers which is a pilot program authorized by reference (a).

2.  Scope
Procedures outlined in this document are applicable to Navy organizations employing the services of contractors and other specific populations eligible for a Common Access Card (CAC) based on their affiliation to the DoD in accordance with references (b), (c) and (d); and volunteers who are authorized Logical Access Credentials under the Pilot Program authorized by reference (a).

3.  Overview  

CVS is a Department of Defense (DoD) web-based application hosted by the Defense Manpower Data Center (DMDC) that facilitates the application, validation, and approval of personnel data entered into the Defense Enrollment Eligibility Reporting System (DEERS) for the purposes of issuing a CAC to contractor personnel and other eligible populations as stated in reference (d); or a Logical Access Credential to Navy volunteers in accordance with reference (a).  CVS also provides a reverification of the applicant’s eligibility every 6 months to verify the individual’s continued affiliation with the Navy.    

4.  Eligibility for a CAC 
CAC eligibility is based on the DoD government sponsor’s determination of the type and
frequency of access required to DoD facilities or networks that will effectively support the mission. Once the individual has been determined to meet one or more of the eligibility requirements, initial issuance of a CAC requires, at a minimum, the completion of FBI fingerprint check with favorable results and submission of a National Agency Check with Inquiries (NAC-I) to the Office of Personnel Management, or a DoD-determined equivalent investigation. To be eligible for a CAC, at least one of the following criteria must be met:

                 (1)  The individual requires access to multiple DoD facilities or access to multiple 

                         non-DoD Federal facilities on behalf of the Department on a recurring basis for a 

                         period of 6 months or more (this requirement is applicable to DoD contractors 

                         only).

                 (2)  The individual requires both physical access to a DoD facility and access, via

                        logon, to a DoD network. Access to a DoD network must require the use  

                        of a computer with a government-controlled configuration located in a DoD 

                        facility or use of a DoD approved remote access procedure.

                 (3)  The individual requires remote access to DoD networks that use only the CAC  

                        logon for user authentication. 

NOTE:  A requirement for access to a CAC enabled DoD website without also meeting at least one of the above eligibility requirements does not qualify a DoD contractor to be issued a CAC.  The DoD does allow External Certification Authority (ECA) certificates (http://iase.disa.mil/pki/eca/) to be accepted as proof of identity by websites for those individuals who are not eligible to receive a CAC or other DoD certificates.  Granting access to DoD computers and systems to personnel who have not been properly vetted is a violation of the Computer Fraud and Abuse Act of 1986 (Title 18 U.S.C Section 1830 – amended in 1994, 1996 and 2001 by the Patriot Act.).  Violations of this Act can result in civil and/or criminal actions for compensatory and punitive damages.

5.  Eligibility for a Logical Access Credential for Volunteers

Volunteer eligibility requires that all of the following criteria be met:


(1)  Be a student intern (5 U.S.C. § 3111) or be an authorized DoD volunteer (10  

                   U.S.C. § 1588 as implemented by DODI 1100.21).

            (2)  Require frequent access to a DoD network to perform their volunteer duties.

            (3)  Be a U.S. Citizen.

            (4)  Be sponsored by DoD or the non-DoD Uniformed Services as part of an official 

                   volunteer assignment. The sponsor must be a government official (Military or  

                   civilian employee).

            (5)  Be registered in the DEERS through CVS.

            (6)  Receive a favorable National Agency Check (NAC) as required by reference (e)

                   for individuals requiring network access for Automated Data Processing (ADP) - 

                   III positions. A credential may be issued upon submission of the NAC paperwork

                   and upon favorable completion of the automated FBI National Criminal History

                   Check (fingerprint check).

            (7)  Agree to be photographed and have fingerprints taken and stored.

            (8)  Be eligible for a DON sponsored unclassified network account.

6.  Background Vetting
Credentials will not be issued to CVS applicants prior to validation that the required background vetting identified in paragraphs 4 and 5 above (as applicable) has been completed.  Background vetting must be completed in accordance with references (b), (e) and (f), and, confirmed by the Sponsor before being entered into CVS.  An individual holding a valid national security clearance shall not require an additional submission of the NACI/equivalent.

Requests for either CACs or volunteer credentials will not be entered in CVS without favorable results of a fingerprint check. Advanced fingerprint results can be obtained with an SF85, 85P or 86 by entering the letter “R” in the “Codes” block when using the hardcopy Standard Form. When using e-QIP, enter the letter “R” in the block labeled “FIPC Codes.” This code will provide for priority processing of your request and will trigger an Advanced Fingerprint Report to be generated the day after completion of the criminal history check.

7.  Roles and Responsibilities

Roles and responsibilities for CVS include the Service Point of Contact (SPOC), Trusted Agent Security Manager (TASM), Trusted Agent (TA) and the Sponsor in accordance with reference (g).

7.1  SPOC
The Navy CAC Program Management Office is the SPOC and is responsible for CVS management and operation within the Navy.  Duties and responsibilities include:

           a.  Establish sites with CVS capability, overseeing TASM registration, and ensuring   

                required field support.

           b.  Establish and update Site Identification (site ID) numbers and TASM accounts.

           c.  Ensure assigned TASMs have met all requirements for that role.

           d.  Coordinate with DMDC.

           e.  Coordinate requests for new or additional CVS capability between the Navy and 

                DMDC.

           f.   Work with the DMDC Security Team (DST) to register and/or remove site IDs and 

                TASMs, and ensure site and TASM information is up to date.

           g.  Ensure TASMs and TAs complete all required Certification Training.

7.2.  Qualifications for TASMs and TAs
           a.  Be a U.S. Citizen.

           b.  Be a DON uniformed service member or DON civilian.

           c.  Possess a Common Access Card.

           d.  Be capable of sending and receiving digitally signed and encrypted email.

           e.  Have not been convicted of a felony offense.

           f.  Have not knowingly been denied a security clearance or had a security clearance  

               revoked.

           g.  Be trustworthy.

           h.  Have completed TASM and TA training.

7.3   Trusted Agent Security Manager (TASM)
TASMs are responsible for user management and administration for their specific site. Each site must have two TASMs; a primary and an alternate. They must be appointed by their supervisor by completing enclosure (1) and sending a digitally signed email to the SPOC. Each service has their own CVS structure and applicants should be entered under their respective service/agency.

7.3.1.  TASM Responsibilities:

           a.  Manage TA accounts under their site.

           b.  Have a registered alternate TASM.

           c.  Register TAs into CVS.

           d.  Ensure enclosure (2) is signed by the Commanding Officer, Office in Charge or 

                Department Head.

           e.  Comply with TA requirements and responsibilities when acting as a TA.

           f.  Assist TAs with questions/issues for their site.

           g.  Assist in training TAs assigned under their site.

           h.  Submit requests via the SPOC for new or additional CVS capability.

           i.  Coordinate all CVS matters with the SPOC.

           j.  Notify the:

               (1)  SPOC when resigning their position as a TASM. 

               (2)  SPOC of planned absences so appropriate measures can be implemented to  

                      maintain oversight of TAs.

               (3)  SPOC, DMDC Support Center (DSC) of any CVS outages.

               (4)  SPOC or DSC immediately of any suspected or known CVS system compromise.

           k.  Ensure positive identification of all site TAs.

           l.  Ensure annual Certification Training requirements are completed.

           m.  Move applicants to new TAs, under their site, upon request from TA.  

7.4.  CVS Trusted Agent (TA)  
TAs are responsible for entering applicants into CVS and reverifying their eligibility every six months. Commands with Trusted Agents must have a primary and alternate TA appointed by their Commanding Officer, Office in Charge or Department Head by completing enclosure (2); and, sending the completed form to the TASM via digitally signed email. TAs must ensure contractors entered into CVS are on a contract sponsored by the Navy. Each service has their own CVS structure and applicants should be entered under their respective service/agency.

7.4.1.  TA Responsibilities:

           a.  Have a registered alternate TA.

           b.  Establish sponsorship of the applicant with the Navy.

           c.  Ensure applicant’s need for logical/physical access to either a DoD network or facility   

                has been established, both initially and ongoing through semiannual reverifications.

           d.  Initiate the process of a government credential.
           e.  Ensure positive identification of all applicants approved for a government credential.

           f.  Ensure applicants have gone through proper vetting process.

           g.  Revoke credentials when it’s determined applicants are no longer eligible to retain 
                issued credentials.

           h.  Ensure sponsors retrieve credentials from applicants who become ineligible to retain 
                issued credentials.

           i.  Ensure sponsors submit a completed CVS Registration Request when submitting and 
               reverifying applicants. 

           j.  Notify the:
               (1)  TASM when resigning your position as a TA. 

               (2)  TASM of site capability outages.

               (3)  TASM, SPOC, or DSC of any suspected or known CVS system compromise.

               (4)  TASM of any malfunctions or anomalies with CVS (TAs should contact the DSC    

                      when the local TASM is unavailable).

7.4.2.  Processing applicants in CVS:

TAs and TASMs (when performing the role of a TA) are responsible for:

           a.  Entering applicants into CVS

               (1)  Receive a completed enclosure (3) form from the Sponsor. The form must be 
                      completed in its entirety. If the form is not completed, return it to the Sponsor. The 
                      applicant will not be entered in CVS until the form has all the required information, 
                      as this validates the vetting process.

               (2)  After confirming the applicant meets eligibility requirements and has been 

                      properly vetted by the Sponsor, initiate the application for processing.

               (3)  Retain the CVS Registration Request for future reference.

           b.  Reverifying the eligibility of CVS applicants

               (1)  Every six months reverify eligibility of applicants to confirm affiliation with the 

                      DON.

               (2)  Send the Applicant’s Sponsor enclosure (3) to complete for reverification.

               (3)  The TA will reverify the applicant’s application upon receipt of enclosure (3) from
                      the Sponsor.

               (4)  Retain the CVS Registration Request for future reference.

           c.  Expiration of Credentials

               (1)  Follow the same procedures listed under Entering Applicants into CVS.

               (2)  Contractor CACs will be issued for a period not to exceed 3 years from the date of 

                      issuance or contract expiration date, whichever is shorter. Unfunded contract 

                      options should be considered in the determination of the length of contract. (for 

                      example, a contractor hired under DoD contract with a base year plus 2 option 

                      years would be issued a CAC with a 3-year expiration).

               (3)  Volunteers will be issued a Logical Access Credential for 3 years.

           d.  Renewals  

                CAC holders are allowed to apply for a renewal starting 90 days prior to the expiration

                of their ID, providing a new contract has been signed.

           e.  Processing of applicants with NAC/NAC-I pending  

                When applicants move to a new TA while NAC/NAC-I has been submitted for  

                processing, TAs accepting new applicants must have the Sponsor complete enclosure 
                (3) verifying the individual has been properly vetted and meets access requirements.
7.5.   Sponsor
A sponsor is an active duty member or civil servant who verifies and authorizes an applicant’s need for a CAC or Logical Access Credential for a Navy Volunteer.  It is usually the individual in the direct line of supervision over the employee/volunteer. The sponsor shall complete enclosure (3) and verify all vetting requirements have been met.  The sponsor will then digitally sign/encrypt and send the form to the TA for submission into CVS.  Both the sponsor and the TA are required to keep the form on file for a period of ​​​​​​​​​​​​3 years or when the credential expires.

7.5.1.  Sponsor Responsibilities

Sponsors are responsible for documenting and verifying to the TA that all vetting requirements have been met for a CAC or a Logical Access Credential for a Volunteer.  Specific requirements are:
           a.  Ensure the applicant has, at a minimum, the completion of an FBI fingerprint check   

                with favorable results and submission of a NAC/NAC-I to OPM or a DoD-determined 
                equivalent investigation.
           b.  Determine the validity of a request for issuance of a CAC or volunteer credential by  

                completing a CVS Registration Request . This form ensures that the vetting 
                requirements have been met and verifies that the individual meets the requirements for 
                a CAC or Logical Access Credential. It also authorizes the TA to submit the applicant 
                into CVS. The TA will not submit the application into CVS until the form is properly 
                completed. Sponsors are required to keep these forms on file for a period of ​​​​​​​​​​​​3 years or
                until the credential expires.

           c.  Complete and submit enclosure (3) to verify continued affiliation with the Navy and  

                need for a credential. The form is sent to the TA digitally signed and encrypted; and 
                allows the TA to reverify the individual which occurs every 6 months. The TA will not 
                submit for reverification if the form is not properly completed.

           d.  Retrieve credentials from applicants who no longer are eligible to retain them. 

           e.  Notify the TA whenever an applicant is no longer eligible to retain their credential so  

                the credential can be revoked in CVS.

7.6.  Security Manager Responsibilities
Security Managers are responsible for providing background vetting information about the applicant to the Sponsor so they will know whether the applicant is eligible to receive a credential.

           a.  Ensure a NAC-I for contractors, or a NAC for volunteers, has been initiated for the  

                applicant.

           b.  Perform the FBI fingerprint check on the applicant or ensure a fingerprint check has  

                been completed.

           c.  Provide an encrypted email to the Sponsor stating whether the applicant has an  

                adjudicated NAC or NAC-I; and if not, whether a NAC/NAC-I investigation has been 
                initiated, and the results of the FBI fingerprint check.   

8.  Separation of Duties
In accordance with reference (d), DEERS/RAPIDS Site Security Managers (SSMs) and Verification Officials (VOs) shall not exercise the role of the CVS TASM or TA or the signatory sponsor on the DD Form 1172-2. Authorizing DEERS/RAPIDS SSMs, or VOs to perform the duties of a CVS TASM, TA, or sponsor would, in essence, allow a single individual to control the credential issuance process, from record creation to credential issuance.

9.  Volunteer Pilot Program 

The pilot program is authorized for three years, starting August 14, 2008, and will be reviewed on an annual basis to determine that it continues to meet the needs of the DON and the individuals requiring logical access. The credential will be good for three years or the projected end date of the volunteer’s mission, whichever occurs first and will contain three certificates from the DoD PKI (identity, email encryption and email signing certificate). 

10.  Point of Contact
For further guidance on these procedures contact the Navy CAC PMO, Mr. Milton Warren at DSN 922-7715 or Ms. Judy Surratt at DSN 922-5758. CVS procedures and forms can be found on the CAC PMO website http://pmo.cac.navy.mil/.

Request for CVS TASM Form

CVS Trusted Agent Security Manager (TASM)
 From:  Service:           Navy CVS Service Point of Contact (SPOC)                        

 Thru:   Service POC:  

             Address:         SPAWAR System Center Charleston Pensacola Office, 130 West, Suite D
             City:               Pensacola                                  State:  FL                                        Zip: 32508
             Fax #:             (850) 452-5123                          Email: 

 To:      DEERS Security Team

             DEERS/RAPIDS Operations Division

             1555 Wilson Boulevard Suite 609, Arlington, Virginia 22209-2593
PRIVACY ACT STATEMENT 
 AUTHORITY: 10 U.S.C. 133 and E.O. 9397 

 PRINCIPAL PURPOSE(S): Collection of social security numbers and other personal identifiers is used to ensure positive identification of individuals in 

 order to successfully register them as CVS users. 

 ROUTINE USES: In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, these records or information contained  

 therein may specifically be disclosed outside the DoD as a routine use as follows: The "Blanket Routine Uses" set forth at the beginning of OSD's 
 compilation of systems of records notices apply to this system. The Federal, State agencies and private entities, as necessary, on matters relating to 
 securing information during the conduct of official business, utilization review, professional quality assurance, program integrity, civil and criminal  

 litigation, and access to Federal government facilities, computer systems networks, and controlled areas. 

 DISCLOSURE: Voluntary; however, failure to provide this information will result in failure to register an individual as a CVS user.

Section I:  TASM Information

 Site ID #:      
 TASM Last Name:                                       First Name:                                                    MI:  
 SSN (xxx-xx-xxxx):                                                    Phone:                                                 DSN:      
 Email Address:            
 Address Line 1:           
 Address Line 2:           
 City:                                  State:                Zip Code:                            Country:       
 Service:  USN
 Applicant is a (select one):              Navy Civilian Employee    FORMCHECKBOX 
    or    Navy Military Member  FORMCHECKBOX 
                                       
 TASM Designator (select one):  Primary  FORMCHECKBOX 
   or   Alternate  FORMCHECKBOX 
                               Action (select one):  Registration  FORMCHECKBOX 
   or   Revocation  FORMCHECKBOX 
     

 Approving Supervisor (signature): ___________________________________________________   Date: ___________________________

 Approving Supervisor ((print) Title): _________________________________________________   Phone: __________________________
Section II:  Service CVS POC/Requestors Information

 Service CVS POC:  Navy CVS Service Point of Contact (SPOC)
 Last Name:                                                           First Name:                                           

 Phone:                                                                  DSN:                                                Email Address:      
Section III:  Service CVS POC

 Approved by (signature): _____________________________________________________________  Date: _________________________       


Request for CVS TA Form

CVS Trusted Agent (TA) Appointment

PRIVACY ACT STATEMENT 
 AUTHORITY: 10 U.S.C. 133 and E.O. 9397 

 PRINCIPAL PURPOSE(S): Collection of social security numbers and other personal identifiers is used to ensure positive identification of individuals in

 order to successfully register them as CVS users. 

 ROUTINE USES: In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, these records or information contained  

 therein may specifically be disclosed outside the DoD as a routine use as follows: The "Blanket Routine Uses" set forth at the beginning of OSD's  

 compilation of systems of records notices apply to this system. The Federal, State agencies and private entities, as necessary, on matters relating to 
 securing information during the conduct of official business, utilization review, professional quality assurance, program integrity, civil and criminal  

 litigation, and access to Federal government facilities, computer systems networks, and controlled areas. 

 DISCLOSURE: Voluntary; however, failure to provide this information will result in failure to register an individual as a CVS user.

 After completing the form below, please send a signed copy to the appropriate area TASM via fax or an encrypted   

 email from the CO/OIC/Department Head to the appropriate TASM. Once the TA has been set up in CVS, an email  

 will be sent regarding log-in and training information.

                                                                    Section I:  TASM Information

 Site ID #:        
 TASM Name: 
                                                                    Section II:  Trusted Agent (TA) to be Appointed

 (All TAs must be Government Employees (Active Duty, Reserve, Civil Service, or NAF). Contractors are not  

 eligible for this position).

 Last Name: 
 SSN (xxx-xx-xxxx):  
 Title:                                         Email Address:   
 Address Line 1:  
 Address Line 2:  
                                                                    Section III:  Appointing Authority

        (Commanding Officer, OIC, or Department Head)

 Last Name:  
 Phone:         
 Command / Organization:  
 Appointing Authority: _________________________________________________________________________
 Appointing Authority (Title): ____________________________________________  Date: ____________________


CVS REGISTRATION REQUEST

                                                                                Section I:  Applicant Data

 This is for (select only one):       Initial Issuance   FORMCHECKBOX 
          Reissuance      FORMCHECKBOX 
              6 Month Reverification   FORMCHECKBOX 
                                         F1 = Help
 Last Name:                     First Name:                 Middle Name:             Cadency Name:                                                

 SSN (no dashes):      

     
                       Email Address:   FORMTEXT 

     
            Date of Birth (mm/dd/yyyy):  
 Personnel Category:  Navy DoD Contractor  FORMCHECKBOX 
         Volunteer  FORMCHECKBOX 
          Other Federal Agency (specify):       
 Card Expiration Date (mm/dd/yyyy):           (Include option years.  Date not to exceed 3 years or the Contract End Date)                                

 Contract Number:        FORMTEXT 

     
                          Contract End Date (mm/dd/yyyy):      (Include option years)

PRIVACY ACT STATEMENT 
 AUTHORITY: 10 U.S.C. 133 and E.O. 9397 

 PRINCIPAL PURPOSE(S): Collection of social security numbers and other personal identifiers is used to ensure positive identification of individuals in

 order to successfully register them as CVS users. 

 ROUTINE USES: In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, these records or information contained therein may  

 specifically be disclosed outside the DoD as a routine use as follows: The "Blanket Routine Uses" set forth at the beginning of OSD's compilation of systems of records 
 notices apply to this system. The Federal, State agencies and private entities, as necessary, on matters relating to securing information during the conduct of official business, 
 utilization review, professional quality assurance, program integrity, civil and criminal litigation, and 

 access to Federal government facilities, computer systems networks, and controlled areas. 

 DISCLOSURE: Voluntary; however, failure to provide this information will result in failure to register an individual as a CVS user.

                                                                                         Section II:  Eligibility Requirements

           (Select all that apply)

  FORMCHECKBOX 
  The applicant requires access to multiple DoD facilities or access to multiple non-DoD Federal facilities on behalf of the Department on a recurring   

        basis for a period of 6 months or more (this requirement is applicable to DoD contractors only).

  FORMCHECKBOX 
  The applicant requires both access to a DoD facility and logon access to DoD networks on site or remotely.

  FORMCHECKBOX 
  The applicant requires remote access to DoD networks that use only the CAC logon for user authentication. 

  FORMCHECKBOX 
  The applicant requires frequent access to a DoD network to perform volunteer duties (volunteers only).

 NOTE: A requirement for access to a CAC enabled DoD website without also meeting at least one of the above eligibility requirements does not qualify a

 DoD contractor to be issued a CAC.

                                                                                         Section III:  Background Vetting 

                                                                                                                                (Select all that apply)
 Contractors & other eligible Federal/State Personnel                           

  FORMCHECKBOX 
  The applicant has completed an FBI fingerprint check with favorable results.

  FORMCHECKBOX 
  A National Agency Check with Inquiries (NAC-I) has been submitted to the Office of Personnel Management (OPM).

  FORMCHECKBOX 
  The applicant possesses a valid NAC-I

  FORMCHECKBOX 
  The applicant possesses a DoD-determined NAC-I equivalent investigation (specify):      
 Volunteer Personnel

  FORMCHECKBOX 
  The applicant has completed an FBI fingerprint check with favorable results.

  FORMCHECKBOX 
  A National Agency Check (NAC) has been submitted to the Office of Personnel Management (OPM).

  FORMCHECKBOX 
  The applicant possesses a valid NAC.

  FORMCHECKBOX 
  Applicant requires logon access to a DoD network to do their job.

                                                                                         Section IV:  Sponsor Responsibilities

                (Select all boxes to acknowledge compliance)

  FORMCHECKBOX 
  I (the Sponsor) understand I am responsible for each task list below:

  FORMCHECKBOX 
  I will notify the assigned CVS Trusted Agent if there is a change in the applicant’s status that results in them no longer being eligible to  

        retain the credential I am sponsoring them for.

  FORMCHECKBOX 
  I will notify the assigned CVS Trusted Agent if the applicant is terminated or moved from under my sponsorship or organization.
 
  FORMCHECKBOX 
  If the applicant leaves, is terminated, or transfers to another service organization, I will retrieve their credential and properly dispose of 

       it by returning it to a RAPIDS ID card issuance facility.
   Sponsor’s Name:              Sponsor’s Phone #:              Sponsor’s Email:      







Enclosure 2:  CVS TA Request Form











Enclosure 1:  CVS TASM Request Form





                                                                                       Section IV:  DEERS Security Team


�  Approved by (signature): _____________________________________________________________  Date: _________________________





Enclosure 3  CVS Registration Request





Enclosure 3:  CVS Registration Request
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