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Section Three-System Access Authorization Request (SAAR)
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3. SYSTEM ACCESS AUTHORIZATION REQUEST (SAAR)

A System Access Authorization Request (SAAR) form is needed to obtain the necessary rights to
access e-Leave. The SAAR process is used to create accounts to support the military and civilian
Command Leave Administrator CLA, military and civilian Reviewer/Watch Coordinator and
Approver, and military member. Each uses the SAAR to create a different type of account and
accesses e-Leave in different ways.

The CLA uses the SAAR to establish his/her User Role. The CLA accesses e-Leave via the Navy
Standard Integrated Personnel System (NSIPS) menu. The military/civilian Reviewer/Watch
Coordinator/Approver and military member uses the SAAR to establish the Self-Service account.
All actions performed in support of e-Leave Request requires a Self-Service account. From the
Self-Service account, they access e-Leave to process e-Leave Requests.

The steps to create the SAAR for each e-Leave user are similar.

3.1 Military CLA Account Creation

This Section describes the steps to create a SAAR account for the military personnel performing
the task as the CLA. First, obtain a Letter of Designation (LOD) from the Commanding Officer
(CO) indicating you are identified as the CLA and the UICs you need to be assigned. After the
SAAR is submitted, the NSIPS Access Manager (NAM) approves the SAAR request based on
the instructions in the LOD. After the LOD is received, begin the SAAR process from the NSIPS
Portal.

3.11 Access the NSIPS Portal

In the Internet Explorer window, navigate to https://nsips.nmci.navy.mil/ . The Security
Disclaimer page (Figure 3-1) loads.

SECURITY DISCLAIMER

You are accessing a .S, Government (USG) information system (I5) that is provided
for USG-authorized use only, By using this IS, you consent to the following
conditions: The USG routinely monitars communications ococurring an this 15, and any
device attached to this IS, for purposes including, but not limited to, penetration
testing, COMSEC monitoring, network defense, quality control, and employee
risconduct, law enforcement, and counterintelligence investigations. At any time, the
USG may inspect and/or seize data stored on this IS and any device attached to this
IS. Communications occurring on or data stored on this IS, or any device attached to
this IS, are naot private. They are suhject to routine maonitaring and search. any
communications occurring on or data stored on this IS, or any device attached to this
IS, may be disclosed or used for any USG-authorized purpose, Security protections
rmay be utilized on this IS to protect certain interests that are important to the USG.
For example, passwords, access cards, encryption or hiometric access controls
prowide secunty for the benefit of the USG. These protections are not provided for
your benefit or privacy and mavybe modified or eliminated at the USG's discretion,

“The Data contained Herein is protected by the Privacy Act of 1974, All measures
required to protect this information should be taken.”

I have read and consent to the terms in the Security Disclaimer above

[ A= @]

Figure 3-1-Security Disclaimer
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1. Security Disclaimer — Review the Security Disclaimer. Click the checkbox to indicate
you have read and agree with the disclaimer. A check mark displays in the field.

2. Agree — Click the Agree button. The NSIPS Splash page displays.

3.1.2 NSIPS Splash Page

The NSIPS Splash page (Figure 3-2) provides links to access the SAAR form. In the System
Access Authorization Request (SAAR) section, links provide access to create new User Role
accounts, create Self-Service accounts, and validate submitted SAAR requests.

To create a new User Role account, use the New Users (NSIPS, ESR, Web Ad Hoc) link. This
link is used by the CLA to create his/her e-Leave User Role account.

" Navy Standard Integrated Pe

System Status: Online Tuesday, January 5

DoD CAC Authentication User Information
* ESR Self-Service Login Insbuctions
» Civilian Employer Information (CEI) Login Instructions
. = Logaon » Craate ESR Wiew Only Account Instuctions

Documentation & Training

System Access Authorization Request {SAAR) » ESR Self-Service Desk Guide
» New Users (NSIPS, ESR, Web Ad Hoc]é » ESR Iy Asked Q i (FAQ)
» ESR Self-Service {New Users)
» ERM SAAR Validation (Supervisor)

v

] Menu

PLEASE NOTE: CAC Logon is now
required. The userid and password

PLEASE NOTE: CAC Logon is
now required. The userid and
password screens have been

disabled.

PLEASE NOTE: CAC Logon is
now required. The userid and
password screens have been

disabled.

screens have been disabled.

[ ]3]
[ ]3]

& new upgraded NEMS reporting
environment has been deplayed for the
Enlisted and PTS Voyager Reports

(Cubes). Fleass convert your old 2

HREMS Mews B

The Unit Commanders Finance Report
(UCFE) is nowr available undey Public
Folders--= HSIPS Web ADHOC. The
UCFR contains information for service [

Websdhoo News B3

MEIPS Mews B

MSIPS Help Desk Contact Information: Toll Free: 877-589-5991, Carmnm: S04-697-5442, DSM; 647-5442, Fax: Cormm:
S504-697-3007/0342, DSN: 647-3007/0342, e-rmail: Nsipshelpdesk @nawvy.mil
[ Help Desk

{Qrganizations & Communities =Organizations (Mavy & Marine Corps Organization) > Mawy Standard Integrated
Personnel Systern (NSIPS))

For additional documentation on NSIPS/ESRACIMSE, visit the NSIPS/ESR web page on Mawvy Knowledge Online (NKO)

{ NEC

Figure 3-2-NSIPS Splash Page

3. New Users (NSIPS, ESR, Web Ad Hoc) - Click the link to initiate the SAAR process
to establish the CLA’s User Role account. The SAAR Initiate page displays.
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3.13

SAAR Initiate - NON-ERM USERS ONLY Page

The SAAR Initiate - NON-ERM USERS ONLY page (Figure 3-3) begins the SAAR process.

NOTE: ERM refers to Enterprise Record Management.

NON-ERM USERS ONLY

Please enter the SSN, Hame and Home Command and Click the Submit button to initiate
the SAAR Process.

Please fill the Required Fields

EmplID: 838888883 €
Name: = * (LastFirst Middle)
Command UIC: 63410 &) -

* Reguired)

SUBMITq Cancel @) RESETQJ

[EEN

Figure 3-3-SAAR Initiate: NON-ERM USERS ONLY Page

. EmplID - (Required) Enter the SSN. Press the Tab key to move to the next field.

NOTE: The Tab key initiates data verification with the database. Since this member is
Active Duty military, a record currently exists in NSIPS. The data stored in
the database automatically populates the Name and Command Unit
Identification Code (UIC) fields.

Name — System displays name in the Last,First Middle Initial format. Press the Tab
key.

Command UIC - System displays current Command UIC for the member. Press the
Tab key.

Submit — Click the Submit button to open the next page in the SAAR application
process. The SAAR-User Profile (Figure 3-5) displays.

Cancel — Click the Cancel button to cancel the request and close the SAAR process.
The cancellation message page (Figure 3-4) displays. Click the Return to NSIPS Portal
Page link to return to the NSIPS Portal page.

Reset — Click the Reset button to clear all information entered on the NON-ERM
USERS ONLY page. Re-enter user information.
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You hawve successfully signed out of NSIPS.

Return to MNSIPS Portal Page

For questions or concermns please contact the NSIPS Help Desk
Contact Information: Toll Free: §77-589-5991, Conm: S04-697-5442, DSN: 647-5442,
Fax: Comm: 504-697-3007 /0342, DSN: 647-3007 /0342 e-mail: Nsipshelpdesk @nawy .mil

Figure 3-4-SAAR Cancellation Results
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3.14 System Access Authorization Request (SAAR) — User Profile Page

System Access Authorization Request (SAAR) form (Figure 3-5) displays. The Privacy
Statement displays at the top of the page. This indicates that the information entered on this form
is governed by Privacy Act requirements. The data entry fields provide the ability to record User
Profile details identifying the type of user and User Role request.

System Access Authorization Request - (SAAR)

PRIVACY STATEMENT

Public Law 99474, the Cournterfeit Access Device and Computer Fraud and Abuse Act of 1984, athorizes collection of this infermation.
The information will be used to verify that you are an authorized user of a Government awtomated information system (AlS) and or to verify
wour level of Govermment security clearance. Atthough disclosure of the information is veluntary, Tailure to provide the information may
impede or prevent the processing of your “System Authorization Access Request (SAAR)”. Disclosure of records or the information
coltained therein may be specifically disclosed onside the DoD according to the "Blanket Routine Uses™ set forth at the beginning of the
DISA compilation of systems orf records, published annually in the Federal Register, and the disclosures generally permitted under 5

T WLS.CL 552A(b) of the Privacy Act.

User Profile
Operator Details

UserID:  N108122445150003

System-generated User 1D used to access
this User Role and privileges.

A

B Write this number down for future use.

General Attributes

EmpliD: 883888883

ST T ICDT

Department: 63410 HAVMAC MILLINGTON TH JUSTIFICATION
Rank/Rate: LCDR Account Type: Milita 1y
Email Address: Telephone:

(Joe.smith@nawy.mil

Security Type & User Roles (&
Corporate User

This type of Account has to be Approved By the Functional Area
Manager Responsible for ManPower & Peisonnel
[JANO User? Acceptance and Oath of Office

CIMS User

[OCarporate User?

Career Information Management System

[JCIMS User?
POEMS User PCS Obligation & Expenditure Management System
[le-Leave Command Administrator eLeave is a Sub.System in the Enterprise Database.

Figure 3-5-SAAR: User Profile - CLA

A. Operator Details

The Operator Details section contains the system-generated User Identification number (User
ID) assigned in association with the user’s Common Access Card (CAC). This value is used
to track the SAAR through the review, validation, approval process, and to access the user’s
account. Write this number down and keep it for future reference to access this account to
perform CLA tasks.
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B. General Attributes

The General Attributes section (Figure 3-6) provides demographic data about the member
completing the SAAR. The data displayed in the fields are based on the SSN entered on the
NON-ERM USERS page. The EmplID (SSN), Name, Department (UIC), Rank/Rate, and
Account Type are displayed based on the values stored in the database for the member. The
Account Type indicates if the member is Military personnel or Civilian.

EmpllD: 888868883 Name: SMITH,FRED
Department: 63410 NAVMAC MILLINGTON TN JUSTIFICATION
Rank/Rate: LCOR Account Type: Military e
Email Address: o Telephone: 6

{ioe. s mithgnawy.mil

Figure 3-6-SAAR: User Profile — General Attributes Section

1. Email Address — (Required) Enter the official Email address.

2. Telephone — Enter the telephone number. The Help Desk or Functional Area Manager
(FAM) uses this telephone number to contact the user.

3. Justification — Click the Justification button and enter a justification or reason for the
SAAR request. This button opens a Comments window allowing for free form text
entry. Once a comment is added, the Justification button turns red indicating a comment
exists.
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C. Security Type & User Roles

The Security Type & User Roles section (Figure 3-7) provides the options to establish User
Roles. To create the CLA User Role, select the e-Leave Command Administrator option.
Once this is selected, all other options become unavailable. If within NSIPS the CLA
performs additional duties; a separate SAAR needs to be completed to assign NSIPS specific
User Roles.

Security Type & User Roles (@
Corporate User

CCarporate User? T e of Account s tobe Appreved By the Functonal Ares
[ANO User? Acceptance and Oath of Office
[CIMS User? Career Information Management System

POEMS User PCS Obligation & Expenditure Management System

[ e-Leave Command Administrator elLeave is a Sub.System in the Enterprise Database.

Figure 3-7-SAAR: User Profile — Security Type & User Roles Section
4. e-Leave Command Administrator — Click the checkbox to create an e-Leave
Command Administrator account.

NOTE: Use the scroll bar to move through the various sections of the SAAR form.
Scroll to the UIC Access Setup section.
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3.1.5 SAAR - UIC Access Setup
This section (Figure 3-8) provides a link to identify the UICs assigned to the CLA.

UIC Access Setup

ERM UIC Access

ERM UIC Access

Workflow Setup

Click here to Set-Up Next Roleusers in Route

Supervisor Details - SAAR Form

Name: *
(Last,First Middle)
Email Id: -
(joe.smith@cnrfnavy.nola.mil)
Contact Phone: *

SUBMIT |

Figure 3-8—-SAAR: User Profile — UIC Access Setup Section

5. ERM UIC Access — Click this link to open the UIC Access page to identify the UICs

assigned to the CLA.

SG12FY1502
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3.1.6 UIC Access Details Page

The Pay and Personnel Support Level UIC Access Profile — UIC Access Details page displays
the UICs assigned to the CLA in the General UIC(s) area. Add all UICs that are listed in the
Letter of Designation (LOD).

A. UIC Access Details

This section (Figure 3-9) displays all UICs assigned to the CLA. To assign UICs, use the
General UIC(s) button to open the UIC Access page.

Pay & Personnel Support Level UIC Access Profile

EmpllD: 888888883 SMITH,FRED

UIC Access Details A

General UIC(s) g

Ok | Cancel |

Figure 3-9-Pay and Personnel Support Level UIC Access Profile Page

1. General UIC(s) — Click the General UIC(s) button to open the UIC Access page to
assign UICs to the CLA.
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B. UIC Access Page

This page (Figure 3-10) provides the field to record the UIC and the ability to add more than
one UIC or delete UICs that no longer apply to the CLA. Add all UICs assigned to the CLA
as indicated in the LOD.

EmpliD: 388888883 SMITH.FRED

Find [ iew Al | B First [ 1.2 or 2 [P Last

General UIC Activity L ong Title

63410 @ | MAVMAC MILLINGTON T (=]
| [=]
(3]
4] <
Ok | Cancel |

Figure 3-10-SAAR: UIC Access Page

2. General UIC - Enter the CLA’s Command UIC. Press the Tab key. The UIC name
displays under the Activity Long Title column.

3. Add a New Row/Delete a Row — Click the Add a New Row icon (+) to add additional
UICs to the list. A new row displays. Repeat Step 2. Click the Delete a Row icon (-) to
remove UICs from the list. Add all the UICs associated with the CLA.

4. OK - Click the OK button to record the UICs to the CLA’s SAAR request. The Pay and
Personnel Support Level UIC Access Profile — UIC Access Details page displays
(Figure 3-11).

5. Cancel — Click the Cancel button to return to the UIC Access page without saving any
recorded data.
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C. Pay and Personnel Support Level UIC Access Profile Page — UICs Recorded

The Pay and Personnel Support Level UIC Access Profile — UIC Access Details page
(Figure 3-11) re-displays with the assigned UIC(s) listed in the General UIC(s) area.

Pay & Personnel Support Level UIC Access Profile

EmpliD: 888888883 SMITH,FRED

UIC Access Details

| - WO UIC(S) FOUMND -

| - MO UNSEY FOUMND -

| General UIC(s) | 63410 (MAVMAC MILLINGTOM TH) e
o ]
(]34 | Cancel |

Figure 3-11-Pay and Personnel Support Level UIC Access Profile Page —
UICs Listed

6. OK - Click the OK button to save the assigned UICs and return to the SAAR User Profile
page (Figure 3-12).

7. Cancel — Click the Cancel button to return to the UIC Access page without saving any
recorded data.
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3.1.7 SAAR: Supervisor Details - SAAR Form

The next section on the SAAR form that needs completing for the CLA account is the Supervisor
Details — SAAR Form section. This section (Figure 3-12) identifies the person with supervisory
responsibility for the user completing the SAAR form.

UIC Access Setup

ERM UIC Access

EBRM UIC Access

Workflow Setup

Click here to Set-Up Next Roleusers in Route

Supervisor Details - SAAR Form

Name: a *

(Last,First Middle)

Email Id: g

(joe.smithg@cni.navy. nola.mil)

Contact Phone: @

sugmiIT (B)

Figure 3-12-SAAR: Supervisor Details - SAAR Form Section

8. Name — Enter the name of the supervisor responsible for reviewing this SAAR request.
Enter the name in the standard format: LAST,FIRST (space) Middle Initial (MI).

NOTE: Carefully enter the supervisor’s name. If it does not match what the supervisor
will enter, he/she will not be able to locate this SAAR request to process it.
Double check the spelling of the name before submitting.

9. Email Id — Enter the supervisor’s official email address. Details about the SAAR will be
sent to this email address.

10. Contact Phone — Enter the supervisor’s contact phone number.

11. Submit - Click the Submit button to submit the SAAR application and begin the
verification and authorization process. After successful submission of the application the
ERM SAAR Status page displays.
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3.18 ERM SAAR Status

Once the SAAR application is submitted, the ERM SAAR Status message (Figure 3-13) displays
indicating it was sent to the supervisor for verification and the SAAR review process has begun.

ERM SAAR Status

The ERM SAAR Process has been initiated. The Transaction is now sent to the Supervisor for verification. You will
receive Email notifications about the Progress.Please make a note of the Operator Id & Password that were selected
You will require them to login to the System once the SAAR is approved by the ISSO/FAM/NAM

CLOSE @

Figure 3-13-SAAR: ERM SAAR Status
12. Close - Click the Close button to close the status message.

3.1.9 SAAR - Verification Email

After the SAAR application is submitted, email verification is sent to the supervisor identified on
the user’s SAAR form in the Supervisor Details — SAAR Form section. The email (Figure 3-14)
provides the supervisor with the Confirmation Code and instruction on how to access the user’s
SAAR form. If you are a supervisor for SAAR review, follow the instructions provided in the
email. Section 3.2 provides instructional details about the SAAR verification process.

Fromm: ERM_SafR@MNAYY.MIL on behalf of nsips_saar. Feb@nayy. mil Sent:  Wed 3/31)2010 12:34 PM

To: Hazelbaker, Roberta L CTR SPAWAR, NSIPS
e
Subject:  SAAR Process awaiting Review

MN3IP3 Enterprise Record Management System (ERM) - System Access Authorization Regquest ~
(SAAR) Validation

FTou are receiving this email because you were identified as a Supervisor for SMITH,FRED
regquesting an N3IPS ERM account.

If wou think you receiwed this Emwm=ail by mistake, please forward this email to
N3IP3Helpdesklnavy.mil.

Due to ongoing Information Assurance regquirements, this wvalidation reguest no longer
upnort ewhedded hyper]ink

Please go to the N3IIPS home page and click the ERM ZAAR Validation (Superwvisor) link.

Fou will reguire the following Confirmation Code to walidate saccount reguests:
JEZOSDMNO0SyvIcESSHNyoZ eehW2 L3 ykFwSmE

Figure 3-14-SAAR Verification E-mail: Sample
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3.2 SAAR Verification Process (Supervisor’s Action)

Once the supervisor receives the verification email, he/she can access the user’s SAAR
application via the NSIPS Portal (Figure 3-15). The supervisor verifies the military and civilian
CLA account.

3.21 NSIPS Portal

Access the NSIPS Portal (https://nsips.nmci.navy.mil/). In the System Access Authorization
Request (SAAR) section, select ERM SAAR Validation (Supervisor) link to begin the validation
process.

H MNawy Standard Integl:zd Personnel System

System Status: Online Tuesday, January 5

DoD CAC Authentication User Information
*» ESR Self-Service Login Instructions
*» Ciwilian Employer Information (CEI) Login InstucHons

¥ ..,." LDgDn *» Create ESR Wiew Only Account Instuctions

Documentation & Training

System Access Authorization Request (SAAR) *» ESR Self-Service Desk Guide

*» Mew Users (MSIPS, ESR, Web Ad Hoc) » ESR Frequenty Asked Questions (FAQ)

» ESR Self-Service (MNew User
*»» ERM SA AR Yalidation (Supervisor)

| Menu

PLEASE NOTE: CAC Logon is now PLEASE MOTE: CAC Logon is = PLEASE NOTE: CAC Logon is [~
required. The userid and password nowr required. The userid and = now required. The userdid and =
screens have been disabled. password screens have been password screens have been
disabled. disabled.
& neer upzraded NWEBSE reportine The Tnit Commanders Finanece Feport
envirormment has been deployed for the [TTNZFE) is nocar available under Public
Enlisted and PTE Voyazer Reports Faolders--= HEIPS "Weh ADHOC. The
[Tubes). Please convert woar old D IZFE contains information for service E]
L | MNSIPS Mews N ) S HNREMS Mews ! L [ webadhoc News B |—!

MZIP= Help Desk Contact Information: Toll Free: 877-589-5991, Comm: S504-697-5442, DSM: 647-5442, Fax: Comm:
504-597-3007/0342, DSN: 647-3007/0342, e-mail: Msipshelpdesk@nawy il |
| Help Desk —

For additional docurmentation on NSIPS/ESRACIMSE, wisit the MSIPS/ESR web page on Mawy Knowledge Online (MKO)
{rganizations & Communities =Organizations (MNawy & Marine Corps Organization)>= Mawvy Standard Integrated
FPersonnel System (MNSIPS)) T

{ MK —

Figure 3-15-Verification Process: NSIPS Portal

1. ERM SAAR Validation (Supervisor) — Click this link to begin the verification
process.

3-15 SG12FY1502


https://nsips.nmci.navy.mil/�

e-Leave User Guide July 2010

3.2.2 ERM SAAR Review/Verification Process

To begin the verification process, enter the user’s Confirmation Code provided in the verification
email on the ERM SAAR Review/Verification Process section (Figure 3-16). Figure 3-14
illustrates an example of the email.

ERM SAAR Review/Verification Process

Please enter the Confirmatien Code received in the Email and Click on the Button "Confirm™ to
start the Process.

Code:  |[JZOBDNOSyJcEBSNyo2eehW2f3ykFv5mR @)

Figure 3-16—Verification Process: ERM SAAR Review/Verification Process

2. Code - Enter the Confirmation Code provided in the verification email.

NOTE: Itis recommended to copy and paste the code from the email
(Figure 3-14) into this field.

3. Confirm - Click the Confirm button. The Supervisor Details section displays.
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3.2.3 Verification Process: Supervisor Details

After the Confirm button is selected, the Supervisor Details section displays on the page

(Figure 3-17). The supervisor data entered in these fields must match the supervisor data entered
on the original CLA SAAR request. This is a validation that the correct person is verifying the
SAAR request. As the supervisor, complete the fields.

ERM SAAR Review /Verification Process

Please enter the Confirmation Code received in the Email and Click on the Button “"Confirm" to
start the Process.

Code: Confirm

ISupervisor Details

Please enter your details in the Section provided below and click Submit. The details should
match those specified in the SAAR Form.

Name: o (Last,First Middle)
SSN: a PEXX XX XXX X)
Email ld: a
Phone: e
SUEMIT ‘:‘ RESET E.‘

Figure 3-17-Verification Process: Supervisor Details Section

4. Name - (Required) Enter your name.

NOTE: Itis important to enter the name into this field carefully; the supervisor’s

name must be entered exactly as it was during the application process on the
SAAR form.

5. SSN - (Required) Enter your SSN.

6. Email Id — (Required) Enter the official email address. This is the email address where
mail regarding this application is sent.

7. Phone — (Required) Enter the contact phone number.

8. Submit - (Required) Click the Submit button to save the supervisor’s (your) contact
information and continue the verification and authorization process. After successful
submission of this page the applicant’s SAAR Request displays for review/verification.

9. Reset — Click the Reset button to clear all entered data on this page.
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NOTE: The system checks the supervisor information entered on this page with the
supervisor information entered on the original SAAR form. If they do not
match an error message displays (Figure 3-18). Verify the supervisor’s name.
Click OK to close the message.

sleyusufe L ae Bl d
A Supervisor Mame does not match Supervisor Name on S4AR Form (26105,58)

The Supervisor Name: entered an this page must EXACTLY match the Supervisar Name entered on the SAAR form, Please verify the name entered on the SAAR farm before proceeding.

Figure 3-18-SAAR Supervisor Name Error Message

3.24 Verification Process: SAAR Form Review

After the Supervisor Details are submitted, the user’s SAAR form (Figure 3-19) displays. Verify
the accuracy of the information entered. Refer to Section 3.1 to view a sample SAAR form. At
the bottom of the SAAR form, two new buttons displays: Verified/Approve and Deny Request.

Verifiedf Approve | Deny Request |

Figure 3-19-Verification Process: SAAR Form Buttons

1. Verified/Approved — Click the Verified/Approved button to approve the user’s SAAR
form. The Route SAAR for Final Approval page displays (Figure 3-20).

2. Deny Request — Click the Deny Request button to disapprove the user’s SAAR form.
The SAAR application is cancelled. The user will need to redo the SAAR.

NOTE: The supervisor only reviews the SAAR for accuracy, verifying that the
information is accurate and that only the correct levels of access are requested.
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3.25 Verification Process: Route SAAR for Final Approval

After the user’s SAAR is verified, the SAAR is sent to the local NSIPS Area Manager (NAM)
for final approval and account activation. The supervisor verifying the SAAR selects the NAM
from the list. The Route SAAR for Final Approval page (Figure 3-20) lists all NAMs available
for this user. Select the appropriate NAM.

Route SAAR for Final Approval

Function Manager - Details

First 1] 110 or 10 [ Last

Select Hame uic Command Role Name
] Bill Lumbergh-SUPERFAM 43043 PERSUPPDET JACKSONWVILLE Man Power & Personnel FAM
O CARTER,MARK ANTHONY 09742 COM CVW 2 Pay & Personnel Support FAI
F CIMS [NCC{AW) Strickland) 62980 COMNAVPERSCOM MILLINGTON TN Man Power & Personnel FAM
F CIMS (HCCM Thomas A Albert) 52080 COMNAVPERSCOM MILLINGTON TH Man Power & Personnel FAM
¥ GRANGE,MICHAEL D 09113 VFA 2 Pay & Personnel Support FAM
o MILLER,ERNEST STANLEY 21297 CVN 72 ABRAHAM LINCOLN Pay & Personnel Support FAI
¥ MORENO,BLANCA ESTELLA 094565 VAW 116 Pay & Personnel Support FAI
F HSIPS/ESR Super FAM Primary 52880 COMNAVPERSCOM MILLINGTON TN Man Power & Personnel FAM
O HSIPS/ESR Super FAM Secondary 520880 COMNAVPERSCOM MILLINGTON TH Man Power & Personnel FAM
O SATRASOOK,BENJAMIN REYES 09558 VFA 151 Pay & Personnel Support FAI
Note:

Operator(s) displayed in this style are the Manpower & Personnel FAM({s)/1550({s)/NAR(s) and
transactions can be routed to them if there are no Local FAN(s)1SSO(SYHNAN(S) set-up for your
Activity.

OK Cancel

Figure 3-20-Verification Process: Route SAAR for Final Approval

1. Select — Click the checkbox next to the name to select the NAM for final approval and
account activation. More than one can be selected.

2. OK —Click OK to route the SAAR to the identified NAM. The ERMS SAAR Status
message displays.
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The ERM SAAR Status message (Figure 3-21) indicates that the SAAR was forwarded to the

NAM for final approval and account creation. Click the Close button to exit the verification
process.

ERM SAAR Status

The ERM System Acceess Authorization Request has been forwarded to the ISSQO -21297NAM(MILLER ERNEST
STANLEY) for FINAL Approval. Originator has been Notified via Email.

CLOSE

Figure 3-21-Verification Process: ERM SAAR Status Message

An email message is sent to the NAM for account creation. When the CLA’s User Role account
is completed, he/she will receive an email confirmation. At that point the CLA accesses the e-

Leave application via the NSIPS main menu to begin establishing the environment for e-Leave
Request processing.

Refer to Section 5 for complete instructional details to begin e-Leave setup.
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3.3 Civilian and Joint Force User Account Creation

Civilians and Joint Forces can assume the role of Command Leave Administrator (CLA),
Reviewer, and/or Approver. From this point forward, civilians and Joint Forces will be referred
to as civilians. Since the civilian does not have an NSIPS account, special arrangements are

made to allow the civilian the ability to request an account to perform the CLA, Reviewer, and/or
Approver tasks.

The civilian uses his/her Common Access Card (CAC) and accesses the SAAR request using the
New User (NSIPS, ESR, Web Ad Hoc) link on the NSIPS Splash page. The SAAR provides the
Security Type and User Role of e-Leave Command Administrator and e-Leave Civilian
Approver/Reviewer option. The CLA assigns the Reviewer/Approver role to the civilian and
unlocks the account. This section details the instructional steps for the civilian and the CLA to
establish the civilian account. As with all personnel the process begins by accessing the NSIPS
Portal.

3.3.1 Access the NSIPS Portal

In the Internet Explorer window, navigate to https://nsips.nmci.navy.mil/ . The Security
Disclaimer page (Figure 3-22) loads.

SECURITY DISCLAIMER

You are accessing a L5, Government (USG) information system (15} that is provided
for USG-authorized use only. By using this IS, you consent to the following
conditions: The USG routinely monitors communications occurring on this 1S, and any
device attached to this 15, for purposes including, but not limited to, penetration
testing, COMSEC monitoring, network defense, guality control, and employee
misconduct, law enforcement, and counterintelligence investigations. At any time, the
LISG may inspect and/for seize data stored on this IS and any device attached to this
IS. Communications occurring on or data stored on this IS, or any device attached to
this 15, are not private. They are subject to routine monitoring and search, Any
communications occurring on or data stored on this 1S, or any device attached to this
15, may be disclosed or used for any USG-authorized purpose. Security protections
may be utilized on this IS to protect certain interests that are important to the USG.
For example, passwords, access cards, encryption or biometric access controls
provide security for the benefit of the USG. These protections are not provided for
your benefit or privacy and maybe modified or eliminated at the USG's discretion.

“The Data contained Herein is protected by the Privacy Act of 1974. All measures
required to protect this information should be taken.”

I have read and consent to the terms in the Security Disclaimer above

A @

Figure 3-22—Security Disclaimer

1. Security Disclaimer — Review the Security Disclaimer. Click the checkbox to indicate
you have read and agree with the disclaimer. A check mark displays in the field.

2. Agree — Click the Agree button. The NSIPS Splash page displays.
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3.3.2 NSIPS Splash Page

The NSIPS Splash page (Figure 3-23) provides the link to access the SAAR form. In the System
Access Authorization Request (SAAR) section, links provide access to create new user accounts,
create Self-Service accounts, and validate a submitted SAAR request. To create the civilian
account, use the New Users (NSIPS, ESR, Web Ad Hoc) link.

s

e,

= Mavy Standard Integ rtEd Personnel System

System Status: Online Tuesday, January 5

User Information

*» ESR Self-Sarvice Login Instuctions

*+ Civilian Employer Information [CEI) Login Insbuctons
*» Create ESR View Only Account Instructons

DoD CAC Authentication

i Logaon

Documentation & Training
» E5R Self-Service Desk Guide
**» E5R Frequendy Asked Questions (FAQ)

System Access Authorization Request {(SAAR)
» New Users (MSIPS, ESR, Web Ad Hoc)
» ESR Self-Service (New Users)

*» ERM S A AR ¥Yalidaton (Supervisor)

.

] Menu

PLEASE MOTE: CAC Logon is now
required. The userid and password

screaens have been disabled.

-

MSIPS Mews

S

PLEASE MOTE: CAC Logon is
now required. The userid and
password screens have been

disabled.

A nevwr upgraded HEMS reporting
enviromment has been deployed for the
Enlisted and PTE Vayager FEeports
[Cubes). Please comvert wour old

I

=

L] MNREMS Mews

|

PLEASE MOTE: CAC Logon is
now required. The userid and
password screens have been

disablad.

I

The Tnit Conumanders Finance Feport
[TCFE) 15 nowr available under Public
Folders--= MEIPS Web ADHOC. The
TCFER contains information for service

L [ webAdhoo Mews B |

(<]

MNSIPS Help Desk Contact Information: Tall Free: &77-589-5991, Comm: 504-697-5442, DSM: 647-544 2, Fax: Comm:
504-697-3007/0342, DSM: 647-3007/0342, e-mail! Nsipshelpdesk @nawy.mil

-

] Help Desk

Personnel Systermn (NSIPS))

For additional documentation on NSIPS/ESRACIME, visit the MSIPS/ESR web page on Mawy Knowledge Online (MKD)
{Organizations & Cormmunities=Crganizations (Mavy & Marine Corps Organization)= Mavwy Standard Inteqgrated

] MED

-

Figure 3-23-NSIPS Splash Page

3. New Users (NSIPS, ESR, Web Ad Hoc) — Click the link to initiate the SAAR process

to establish the civilian User Role account. The SAAR Initiate page displays.
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3.3.3 SAAR Initiate - NON-EMR USERS ONLY Page
The SAAR Initiate — NON-ERM USERS ONLY page (Figure 3-24) begins the SAAR process.

NON-ERM USERS ONLY

Please enter the SSH, Name and Home Command and Click the Submit button to initiate
the SAAR Process.

Please fill the Required Fields

EmplID: *

Name: e ‘ * (LastFirst Middle)
Command UIC: *
™ Required)
SUBMITE@ Cancel @ | RESET @

Figure 3-24-SAAR Initiate: NON-ERM USERS ONLY Page

1. EmplID - (Required) Enter the SSN. Press the Tab key to move to the next field.

NOTE: The Tab key initiates data verification with the database. Since this member is
a civilian/Joint Force a record does not exist in NSIPS. The error message
(Figure 3-25) displays. Click OK to close the error message and return to the
NON-ERM USERS ONLY page and complete the remaining fields.

"j Warning -- 55N Entered has no record at ERM Central Dakabase, (26105,2)

Please fill in the Mame & Command of the 55N entered and submit to place a request,

Figure 3-25-SSN Error Message

2. Name - (Required) Enter the name in Last,First (space) MI format. Press the Tab key.
3. Command UIC - (Required) Enter the current Command UIC. Press the Tab key.
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4. Submit - Click the Submit button to open the next page in the SAAR application
process. The SAAR User Profile page displays (Figure 3-27).

5. Cancel - Click the Cancel button to cancel the request and close the SAAR process. On
the cancellation message page (Figure 3-26); use the Return to NSIPS Portal Page link
to return to the NSIPS Portal.

6. Reset — Click the Reset button to clear all information entered on the NON-ERM
USERS ONLY page. Re-enter user information.

You hawve successfully signed out of NSIPS.

Return to MNSIPS Portal Page

For questions or concermns please contact the NSIPS Help Desk
Contact Information: Toll Free: §77-589-5991, Conm: S04-697-5442, DSN: 647-5442,
Fax: Comm: 504-697-3007 /0342, DSN: 647-3007 /0342 e-mail: Nsipshelpdesk @nawy .mil

Figure 3-26—-Results of SAAR Cancellation
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3.34

System Access Authorization Request (SAAR) — User Profile Page

System Access Authorization Request (SAAR) form (Figure 3-27) displays. The Privacy
Statement displays at the top of the page. This indicates that the information entered on this form
is governed by Privacy Act requirements. The data entry fields provide the ability to record User

Profile details identifying the type of user.

[ U.S.C. 552A(h) of the Privacy Act.

System Access Authorization Request - (SAAR)

PRIVACY STATEMENT

Public Law 99-474, the Counterfeit Access Device and Computer Fraud and Abuse Act of 1984, authorizes collection of this information.
The information will be used to verify that you are an authorized user of a Government automated information system (AIS) and/or to verify
your level of Government security clearance. Atthough disclosure of the information is voluntary, failure to provide the information may
impede or prevent the processing of your "System Authorization Access Request (SAAR)™. Disclosure of records or the information
contained therein may bhe specifically disclosed outside the DoD according to the "Blanket Routine Uses™ set forth at the beginning of the
DISA compilation of systems or records, published annually in the Federal Register, and the disclosures generally permitted under 5

User Profile
Operator Details A

User ID: Password

eneral Atiributes B

EmpliD: 888838882 Name: JONES,THOMAS
Department: 3410 NAVMAC MILLINGTON TH JUSTIFICATION
Rank/Rate: NA Account Type: Civilian

Email Address: g Telephone: Q

joe.smith@navy.mily
Security Type & User Roles

Corporate User
Corporate User? This type ofAccou_m has to be Approved By the Functional Area
Manager Responsible for ManPower & Personnel
Acceptance and Oath of Office

ANQ User?
CIMS User
CIMS User? Career Information Management System
POEMS User PCS Obligation & Expenditure Manag System

eLeave
[Fe-Leave Command Administrator eleave is a Sub-System in the Enterprise Database.

[Je-Leave Civilian Approver/Reviewer

()

ePerformance Details

ce User? aPafarmance is a Suh.Systam in the Fntarnrise I

Figure 3-27-SAAR Account: User Profile Page — Civilian

A. Operator Details

The Operator Details section contains the system-generated User Identification number (User
ID) assigned in association with the user’s CAC. This value is used to track the SAAR
through the review, validation, and approval process. Write this number down and keep it for

future reference to access this account to perform e-Leave tasks.
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B. General Attributes

The General Attributes section (Figure 3-28) provides demographic data about the civilian
completing the SAAR. Data displays in the EmplID (SSN), Name, and Department (UIC)
fields based on the values entered on the NON-ERM USERS ONLY page (Figure 3-24). The
Account Type indicates Civilian and the Rank/Rate field displays Not Applicable (N/A).

EmpliD: 888888887 Name: JONES,THOMAS
Department: 63410 NAVMAC MILLINGTON TN JUSTIFICATION
Rank/Rate: N/A Account Type: Civilian
Email Address: o Telephone: 6
fioo crnith rrily

Figure 3-28-SAAR: User Profile Page — General Attributes Section

1. Email Address — (Required) Enter the official Email address.

2. Telephone — Enter the telephone number. The Help Desk or NSIPS Area Manager
(NAM) uses this telephone number to contact the person.

3. Justification — Click the Justification button and enter a justification or reason for the
SAAR request. This button opens a Comments window allowing for free form text
entry. Once a comment is added, the Justification button turns red indicating a comment
exists.

C. Security Type & User Roles

The Security Type & User Roles section (Figure 3-29) provides the options to establish User
Roles. To create the Civilian User Role, select the e-Leave Command Administrator or
e-Leave Civilian Approver/Reviewer option. Once this is selected, all remaining fields
become unavailable.

Security Type & User Roles (@
Corporate User

This type of Account has to be Approved By the Functional Area
Manager Responsible for ManPower & Personnel

[ICorporate User?

Acceptance and Oath of Office

CJANO User?
CICIMS User? Career Information Management System
POEMS User
POEMS User PCS Obligation & Exjy liture M q System

e e-Leave Command Administrator elLeave is a Sub-System in the Enterprise Database.
[Je-Leave Civilian ApproveriReviewer

Figure 3-29-SAAR: User Profile Page — Security Type & User Roles Section

4. e-Leave — Click the appropriate checkbox, e-Leave Command Administrator or e-
Leave Civilian Approver/Reviewer.
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NOTE: The next step varies depending upon the selection made in the Security Type
& User Roles section (Figure 3-29). Refer to Section 3.3.5 for civilian CLA
and Section 3.3.6 for e-Leave Civilian Approver/Reviewer.

3.35 Continue SAAR Process for Civilian CLA

After e-Leave Command Administrator is selected from the e-Leave section under Security Type
& User Roles (Figure 3-29), scroll down to the Supervisor Details section (Figure 3-30). As with
the military CLA account, the civilian account needs to be reviewed by the supervisor.

3.3.5.1  Complete Supervisor Details Section

In the Supervisor Details section (Figure 3-30), identify the supervisor. It is important to
remember that the supervisor’s name must be correctly entered.

Supervisor Details - SAAR Form
Name: 6 *
{LastFirst Middle)
Email ld: G *
(joe.smith@cnrf.nawy.nola.mil)
Contact Phone: o *
sueMIT @)

Figure 3-30-SAAR: Supervisor Details — SAAR Form Section

5. Name — Enter the name of the supervisor responsible for reviewing this SAAR request.
Enter the name in the standard format: LAST,FIRST (space) Middle Initial (MI).

NOTE: Carefully enter the supervisor’s name. If it does not match what the supervisor
will enter, he/she will not be able to locate this SAAR request to process it.
Double check the spelling of the name before submitting.

6. Email Id — Enter the supervisor’s official email address. Details about the SAAR will
be sent to this email address.

7. Contact Phone — Enter the supervisor’s contact phone number.

8. Submit — Click the Submit button to submit the SAAR application and begin the
verification and authorization process. After successful submission of the application
the ERM SAAR Status page displays.
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3.35.2 ERM SAAR Status

Once the SAAR application is submitted, the ERM SAAR Status message (Figure 3-31) displays
indicating it was sent to the supervisor for verification and the SAAR review process has begun.

ERM SAAR Status

The ERM SAAR Process has been initiated. The Transaction is now sent to the Supervisor for verification. You will

receive Email notifications about the Progress.Please make a note of the Operator Id & Password that were selected
You will require them to login to the System once the SAAR is approved by the ISSO/FAM/MNAM

CLOSE Q

Figure 3-31-SAAR: ERM SAAR Status

9. Close - Click the Close button to close the status message.
3.3.5.3 SAAR - Verification Email

After the SAAR application is submitted, email verification is sent to the supervisor identified on
the user’s SAAR form in the Supervisor Details — SAAR Form section. The email (Figure 3-32)
provides the supervisor with the Confirmation Code and instruction on how to access the user’s
SAAR form. If you are a supervisor for SAAR review, follow the instructions provided in the
email. Section 3.2 provides instructional details about the SAAR verification process.

From: ERM_SAAR@MNAYY.MIL on behalf of nsips_saar, Feb@naswy .mil Sent:  Wed 33172010 12:34 PM
To: Hazelbaker, Roberta L CTR SPAWAR, MSIPS

Cec:

Subject:  SAAR Process awaiting Review

HN3IPS Enterprise Record Management S3ystem (ERM) - Svstem Acocess Authorization Reguest P
[3LAR) Validation

FTou are receiving this email because you were identified as a Supervisor for SMITH,FRED
reqguesting an MNIIPS ERM account.

If wou think you receiwved this Email by mistake, please forward this email to
N3IP3Helpdesklnavy.mil.

Due to ongoing Information Assurance regquirements, this wvalidation reguest no longer
unhort emtiedded hyner]ink

Please go to the WN3IPS home page and click the ERM SAALAR Validation [(Supervisor)] link.

Fou will reguire the following Confirmation Code to walidate saccount reguests:
JEZOSDMNO0SyvIcESSHNyoZ eehW2 L3 ykFwSmE

Figure 3-32-SAAR Verification E-mail: Sample
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3.3.6 Continue SAAR Process for e-Leave Civilian Approver/Reviewer

After e-Leave Civilian Approver/Reviewer is selected from the e-Leave section under Security
Type & User Roles (Figure 3-33), scroll down to the Supervisor Details section (Figure 3-34).

Security Type & User Roles -
Corporate User

[ICorporate User? This type of Account has to be Approved By the Functional Area
) Manager Responsible for ManPower & Personnel

CJANO User? Acceptance and Oath of Office
CICIMS User? Career Information Management System
POEMS User PCS Obligation & Expenditure Management System

Leave is a Sub-System in the Enterprise Database.

e-Leave Civilian Approver/Reviewer

Figure 3-33-SAAR Verification E-mail: Sample

3.3.6.1 Submit the e-Leave Civilian Approver/Reviewer SAAR Request

The CLA verifies and creates the civilian account for Approvers/Reviewers. The CLA accesses
the civilian account, unlocks the account, assigns UIC access, and assigns the civilian as
Reviewer and/or Approver to specific ember accounts. Refer to Section 5.5 for details about
establishing civilian Reviewer/Approver accounts.

Since the CLA takes care of the civilian account, the supervisor details are not needed. Use the
Submit button at the bottom of the SAAR form (Figure 3-34).

Supervisor Details - SAAR Form

Name:

{Last First Middle)

Email lId:

{joe.smithi@cn.navy.nala.mily

Contact Phone:

SUEMIT o

Figure 3-34-SAAR: Supervisor Details — SAAR Form Section

1. Submit — Click the Submit button. The ERM SAAR Status message displays.
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3.3.6.2 ERM SAAR Status Message

Once the SAAR is successfully submitted, the ERM SAAR Status message (Figure 3-35)
displays indicating the success of the submission. It indicates that the request was sent to the
CLA, assigned to your UIC, who will process the request.

ERM SAAR Status

The ERM SAAR Process has been initiated. This transaction has been sent to your UIC e-Leave Administrator for
verification

CLOSE 2

Figure 3-35-ERM SAAR Status Message

2. Close — Click the Close button to close the message.

Once the account is submitted the CLA accesses the civilian’s account, and using the Civilian
Profile Setup option establishes the account. Refer to Section 5.5 for details.
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3.4 Military Reviewer, Approver, Member Self-Service Account Creation

Military e-Leave Reviewers, Approvers, and the member request and process e-Leave Requests
via a Self-Service account. Reviewers and Approvers use the Self-Service account to complete
his/her own e-Leave Request; as well as, review/approve e-Leave Requests for assigned
members. Each person must complete a SAAR requesting the Self-Service account. The process
begins by accessing the NSIPS Portal.

34.1 Access the NSIPS Portal

In the Internet Explorer window, navigate to https://nsips.nmci.navy.mil/ . The Security
Disclaimer page loads (Figure 3-36).

SECURITY DISCLAIMER

Y¥ou are accessing a .S, Government (USG) information system (IS) that is provided
for USG-authorized use only. By using this IS, you consent to the following
conditions: The USG routinely monitors communications occurring on this 1S, and any
device attached to this IS, for purposes including, but not limited to, penetration
testing, COMSEC monitoring, network defense, quality contral, and employee
rmisconduct, law enforcement, and counterintelligence investigations. At any time, the
USG may inspect andfor seize data stored on this IS and any device attached to this
IS, Communications occurring on or data stored on this IS, or any device attached to
this IS, are not private, They are subject to routine monitaring and search, Any
communications occurring on or data stored on this IS, or any device attached to this
15, may be disclosed or used for any USG-authorized purpose, Security protections
may he utilized on this IS to protect certain interests that are important to the USG.
For example, passwords, access cards, encryption or biometric access controls
provide security for the benefit of the USG. These protections are not provided for
your benefit or privacy and maybe modified or eliminated at the USG's discretion,

“The Data contained Herein is protected by the Privacy Act of 1974, All measures
required to protect this information should be taken.™

I have read and consent to the terms in the Security Disclaimer above

[ Ages €

Figure 3-36-Security Disclaimer

1. Security Disclaimer — Review the Security Disclaimer. Click the checkbox to indicate
you have read and agree with the disclaimer. A check mark displays in the field.

2. Agree — Click the Agree button. The NSIPS Splash page displays.
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3.4.2 NSIPS Splash Page

The NSIPS Splash page (Figure 3-37) provides links to access the SAAR form. In the System
Access Authorization Request (SAAR) section, links provide access to create new User Role
accounts, create Self-Service accounts, and validate and submit SAAR requests. To create a
military Reviewer, Approver, or member account, use the ESR Self-Service (New Users) link.

System Status: Online

e,

= Mavy Standard Integ rtEd Personnel System

s

Tuesday, January 5

DoD CAC Authentication

i Logaon

User Information

*» ESR Self-Sarvice Login Instuctions

*+ Civilian Employer Information [CEI) Login Insbuctons
*» Create ESR View Only Account Instructons

*» ERM S A AR ¥Yalidaton (Supervisor)

System Access Authorization Request {(SAAR)
» New Users (MSIPS, ESR, Web Ad Hoc)
» ESR Self-Service (New Users)

Documentation & Training
» E5R Self-Service Desk Guide
**» E5R Frequendy Asked Questions (FAQ)

.

] Menu

PLEASE MOTE: CAC Logon is now
required. The userid and password

screaens have been disabled.

L] MSIPS Mews —

PLEASE MOTE: CAC Logon is
now required. The userid and
password screens have been

disabled.

A nevwr upgraded HEMS reporting
enviromment has been deployed for the
Enlisted and PTE Vayager FEeports
[Cubes). Please comvert wour old

I

=

L] MNREMS Mews

|

PLEASE MOTE: CAC Logon is
now required. The userid and
password screens have been

disablad.

I

The Tnit Conumanders Finance Feport
[TCFE) 15 nowr available under Public
Folders--= MEIPS Web ADHOC. The
TCFER contains information for service

(<]

L [ webAdhoo Mews B |

MNSIPS Help Desk Contact Information: Tall Free: &77-589-5991, Comm: 504-697-5442, DSM: 647-544 2, Fax: Comm:
504-697-3007/0342, DSM: 647-3007/0342, e-mail! Nsipshelpdesk @nawy.mil

] Help Desk !

Personnel Systermn (NSIPS))

For additional documentation on NSIPS/ESRACIME, visit the MSIPS/ESR web page on Mawy Knowledge Online (MKD)
{Organizations & Cormmunities=Crganizations (Mavy & Marine Corps Organization)= Mavwy Standard Inteqgrated

] MED !

Figure 3-37-NSIPS Splash Page

3. ESR Self-Service (New Users) — Click the link to initiate the SAAR process. The

Member Self-Service Account Request page displays to begin the SAAR account

request process.
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34.3 Member Self-Service Account Request Page

The Member Self-Service Account Request page (Figure 3-38) provides the fields to request a
SAAR account to create the member’s Self-Service account.

NOTE: If you are not on a Navy/Marine Corp Intranet (NMCI) workstation, you will
need the Department of Defense (DOD) Public Key Infrastructure (PKI)
identity certificate loaded into the web browser, a Common Access Card
(CAC) reader and the CAC in order to access the SAAR request web page.
Contact your Local Registration Authority (LRA) for assistance. If on an
NMCI workstation, use your CAC.

 Sell-Service Account Request

BEE N0 S 08 £:8E 5

To oocess his web st you must frit be outhenicaied a3 On OUNONZEd LI, Your INOIMaBon will De FONIMINed IN O JECUEE MO

NOTE: The Privacy Act, § US.C. §52a and DoD Web Site Administration Policies and Procedures Dated November 25,
1998, requires that federal agencies inform individuals, at the time infermation is solicited from them, whether the
disclosure is mandatory or voluntary, by what authority such information is solicited, and what uses will be made of the
information. You are hereby advised that authority for soliciting your Name, Social Security Account Number (SSAN),
and Date of Birth (DOB) is § U.S.C. 301, Deparimental Regulations; 10 US.C. Chapters §3, 54, 55, 58, and 75, 10 U.S.C. 134,
31 U.S.C. 3512(c); 50 US.C. Chapter 23 (Internal Security); DoD Directive 1341.1, Defense Enrollment/Eligibility Reporting
System; DoD Instruction 1341.2, DEERS Procedures; and E.O. 9397 (SSN). The disclosure of this information is veluntary.
However, its use is required in cerifying your identity and providing access to Self-Service Application.

ESR User Id: N10312241515000-l¢

SSH: 88838 8884 @
Name: N o (LastFir st Middie)
Buthdate: | €@ &
Email: o
Phone: o
Create Self-Service Accountﬂ Cancel 0

Figure 3-38—Member Self-Service Account Request Page
1. ESR User Id — System generated User Id used to track the SAAR account request
through the review process. Write this number down and keep it for future reference.
2. SSN — Enter your SSN. Press the Tab key.

NOTE: The Tab key initiates data verification with the database. Since this is a
military member, a record exists in NSIPS. The data stored in the database
automatically populates the Name field.

3. Name - System displays member’s name based on the SSN and the database record.
4. Birthdate — Enter date of birth in YYYY/MM/DD format.
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5. Email — Enter the official email address. Press the Tab key. A message window
(Figure 3-39) displays confirming that the email address entered is official.

I this an official email addregss? (26105,64)

ves | Mo |

Figure 3-39-Official Email Address Confirmation
e Yes/No - Click Yes or No to return to the Member Self-Service Account Request
page. If No was clicked, return to the Email field and enter an official email address.

6. Phone — Enter the official telephone number for the work location.

7. Create Self-Service Account — Click this button to create the account. The
Self-Service Account Status message (Figure 3-40) displays confirming that the account
creation was successful. To close the message, click the red X.

-2 Self-Serve - Microsoft Internet Explorer provided by NMCI

File Edt Wiew Favorites Tools Help
QBack > ) \ﬂ IEL‘ §l ) searth 7 Favortes {§Z) “d@ M - ﬁ

Address |&] https: finsipswebtest.nmel.navy milfpse/SYSAMEDE_SAARIEMPLOYEE/HRMSfc/N_ERM_SAAR_MNU.N_SELF_SERVE_Pr.GBL v B s > Esnagt B &

Help | &~

Seli-Service Account Status

Self Service Account Status
The Self-Service Account requested by BROWN, SUZETTE(888888884) was created Successfully.
You must close this browser window before proceeding. Open a new browser window and navigate to

the Sign-In page to access the Self-Service System.

Figure 3-40-Self-Service Account Status Message

8. Cancel - Click the Cancel button to cancel the request and close the SAAR request.
The signed out message (Figure 3-41) displays.

You have successfully signed out of NSIPS.

Return to NSIPS Portal Page

For i or ple. the NSIPS Help Desk
Contact Information: Toll Free: 877-589-5991, Comm: 504-697-5442, DSN: 647-5442,
Fax: Comm: 504-697-3007 /0342, DSN: 647-3007 /0342 e-mail: Nsipshelpdesk @navy.mil

Figure 3-41-Self-Service Account Cancelation Message

Once the account is submitted, the supervisor begins the SAAR verification process. Refer to
Section 3.2 for instructional details about the Supervisor verification process.
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35 Adding a UIC Outside of the CLA’s ADSN

During the initial request for the CLA account, the UICs identified are UICs within the
Accounting and Disbursing Symbol Number (ADSN) for the CLA’s Command. If as the CLA,
you need access to UICs outside your ADSN, a modification to the SAAR is needed. The
modification is completed AFTER the initial SAAR request is granted and the CLA account
created.

For example, as the CLA for Norfolk, you have access to the Norfolk UICs. A sailor, attached to
a San Diego UIC, needs assistance with processing his e-Leave Request. You will need access
to this San Diego UIC in order to assist. Using the SAAR modification process, request access
to the San Diego UIC, which is outside your command’s ADSN.

To access the modification to the SAAR form, access the e-Leave Home menu from the Navy
Standard Integrated Personnel System (NSIPS) Portal using your CLA User Role account.

35.1 Accessing e-Leave

The CLA accesses the SAAR modification feature from the ERM Menu via the NSIPS Portal. In
the Internet Explorer window, navigate to https://nsips.nmci.navy.mil/. The Security Disclaimer
page (Figure 3-42) displays.

SECURITY DISCLAIMER

You are accessing a U5, Government (USG) information system (I5) that is provided
for USG-authorized use only. By using this IS, you consent to the following
conditions: The USG routinely monitors communications occurring on this IS, and any
device attached to this IS, for purposes including, but not limited to, penetration
testing, COMSEC monitoring, network defense, quality control, and employee
misconduct, law enforcement, and counterintelligence investigations. At any time, the
LISG may inspect andfor seize data stored on this IS and any device attached to this
15, Communications occurring on or data stored on this IS, or any device attached to
this IS, are not private, They are subject to routine monitoring and search. Any
communications occurring on or data stored on this IS, or any device attached to this
15, may be disclosed or used for any USG-authorized purpose. Security protections
may be utilized on this IS to protect certain interests that are important to the USG.
For example, passwords, access cards, encryption ar biometric access controls
provide security for the benefit of the USG, These protections are not provided for
yvour benefit or privacy and maybe modified or eliminated at the USG's discretion.

“The Data contained Herein is protected by the Privacy Act of 1974, All measures
required to protect this information should be taken."

I have read and consent to the terms in the Security Disclaimer above

[ e @)

Figure 3-42—Security Disclaimer

1. Security Disclaimer — Review the Security Disclaimer. Click the checkbox to indicate
you have read and agree with the disclaimer. A check mark displays in the field.

2. Agree — Click the Agree button. The NSIPS Splash page (Figure 3-43) displays.
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3.5.2 NSIPS Splash Page
On the NSIPS Splash page (Figure 3-43) log into the NSIPS environment to access e-Leave.

oo,

H Mavy Standard Integ rtEd Personnel System

System Status: Online Tuesday, January 5

DoD CAC Authentication User Information
** E5R Self-Service Login Insbuctions
» Civilian Employer Information (CEI) Login InstuctHons
_‘5'\ LDgDn 3 *» Create ESR Wiew Only Account Instructions

Documentation & Training
System Access Authorization Request {(SAAR) 3 ESR Self-Service Desk Guide
* New Users (NSIPS, ESR, Web Ad Hoc) » ESR Frequenty Asked Questions (FAQ)
» ESR Self-Service {(New Users)
* ERM $AAR Yalidation (Supervisor)

-

] Menu

PLEASE MOTE: CAC Logon is mow PLEASE MOTE: CAC Logon is D PLEASE MOTE: CAC Logon is D
required. The userd and password now required. The userid and = now required. The userid and —
screens have been disabled. password screens have been password screens have been
disabled. disabled.
4 newr upgraded HEMS reporting The Tnit Conmmanders Finance Feport
environment has been deployed for the [TNCFE) is noar available under Fublic
Enlisted and PTS Voyager Eeports Folders--= HSIPS Web ADHOC, The
[Cubes). Please comvert wouar old D TCFE contains informnation for service D
I NSIPS News S [ NRMS News I L [ webAdhoc News B3 |

MNEIPS Help Desk Contact Information: Tall Free: 877-589-5991, Comm: 504-697-5442, DSM: 647-5442, Fax: Comm:
504-697-3007/034Z2, DSM: 647-3007/0342, e-mail: Nsipshelpdesk@nawy.mil
] Help Desk —

For additional documentation on NSIPS/ESRACIMS, visit the NSIPS/ESR web page on Mawy Knowledge Online (MKO)
{Crganizations & Communities=0Organizations (Mawvy & Marine Corps Organization)= Mawy Standard Integrated
Personnel Systemn (NSIPS)) [

{ HNED —

Figure 3-43-NSIPS Splash Page

3. Logon — Click the Logon button. The NSIPS Account List page displays.

3-36 SG12FY1502



e-Leave User Guide July 2010

3.5.3 NSIPS Account List Page

The NSIPS Account List page (Figure 3-44) displays all User Role User IDs assigned to you.
The User Role was created using the System Access Authorization Request (SAAR) form
described in Section 3.1 for military CLAs and Section 3.3 for civilian CLAs. During the SAAR
process, the system-generated User ID is assigned to the user. This value is used to access e-
Leave. As the CLA, select the User ID that corresponds to the Command Leave Administrator
User Role (Figure 3-44).

L Mawy Standard Integrated Personnel System
— T e e e e e

ROBERTA HAZELBAKER

Please select an Account from the list belew and click "Legon" to Logen

If you dao not see your account below click here

&) Mi0s122445150003 e | Command Leave Administrator
) N108122445150004 Member Self Service

SECURITY DISCLAIMER

You are accessing a LS, Government (USS) information systern (18] that is provided for USG-authorized use
only, By using this IS, vou consent to the following conditions: The USG routingly monitors cornmunications
occurring on this IS, and any device attached to this IS, for purposes including, but not limited to, penetration
testing, COMSEC maonitoring, netwark defense, quality contral, and employee misconduct, law enfarcernent,
and counterintelligence investigations, At any tirne, the USS may inspec andfor seize data stored on this IS
and any dewice attached to this IS, Communications occurring on or data stored on this IS, aor any device
attached to this IS5, are not private, They are subject to routine ronitoring and search, Any comrmunications
oceurring on or data stored on this IS, or any device attached to this IS, may be disclosed or used for any
UsG-authorized purpose. Security protections ray be utilized an this IS to protect certain interasts that are
irmporkant to the USG, For example, passwords, access cards, encryption or biornetric access contrels provide
security for the benefit of the USGE, These protections are not provided for your benefit or privacy and maybe
rnodified ar elirminated at the USG's discretion,

“The Data contained Herein is protected by the Privacy Act of 1974, All measures required to protect this
information should be taken."”

I have read and consent to the terms in the Security Disclaimer above

Figure 3-44-NSIPS Account List Page
4. User ID - Click the radio button that corresponds with the User ID associated with the
task being performed. For the CLA, select the Command Leave Administrator User ID.

5. Security Disclaimer — Review the Security Disclaimer. Click the checkbox to indicate
you have read and agree with the disclaimer. A check mark displays in the field.

6. Logon — Click the Logon button. The ERM Menu displays.
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3.5.4 ERM Menu
The ERM Menu (Figure 3-45) displays.

& NSIPS ]

Search:

| [©

[> ity Favarites
[ Emplovee Self Service
[ Electronic Semvice Record
[ Warklist
[ Reporting Tools
[~ Dnn[v:ln'l—nnlr\-
= ERM Security Administration
=~ ERM - SAAR
= BAAR

— 5AAR - Initiate

[+ My Profile
— MEIPS Eeport Manager
— Chande WMy Password

Figure 3-45-ERM Menu
Navigate to the SAAR form by selecting the following menu items:
e ERM Security Administration
e ERM-SAAR
e SAAR
e SAAR Initiate

The SAAR Initiate page displays.

3.55 SAAR Initiate - ERM USERS ONLY Page

The SAAR Initiate — ERM USERS ONLY page (Figure 3-46) displays. Because this is a
modification to an existing SAAR request, the CLA’s User Id and Name displays.
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& NSIPS
Menu &

Search:

[ |®
[ My Favorites

[+ Employee Self Service

[» Electranic Service Record

[ Wiorklist

[» Reparting Tools

[- PeopleTools

[~ ERM Security Administration

= ERM - SAAR _
- ana

New Window | Help |

= BRI ERM USERS ONLY
> My Prafile
— n L . - . i i i i initi:
2?;5;; ?jg!:;ir:r Please enter the Operator Il you wish to Modify and Click the Submit button to initiate
the SAAR Process Or Enter the Special Code if prompted to check on a Pending Modify

SAAR Status.
User Id: N108122445150003 * SMITHFRED

[~ Reguired)

SUBMIT | Cancel | RESET

Figure 3-46-SAAR Initiate -ERM USERS ONLY Page

1. Submit — Click the Submit button.

The SAAR form displays with the ERM SAAR-Type section (Figure 3-47). This section defaults
to Modify so the CLA can modify the list of UICs.

System Access Authorization Request - (SAAR)

PRIVACY STATEMENT
Public Law 99-474, the Count llection of this information.
The information will be used t A new section displays on the SAAR system (AIS} andior to verify
your level of Government sect pvide the information may

impede or prevent the proces)] ERN SAAR — Type section defaults to Mod |fy rds or the information

contained therein may be spej forth at the beginning of the

DISA compilation of systems _—==rerally permitted under 5
Initiate Modify Delete Un-Lock Account
User Frofile '

Operator Details

User ID:  N108122445150003

General Attributes

EmpliD: 888386883 Name: SMITH,FRED
Department: 63410 NAVMAC MILLINGTON TN pOSTIRICRTIDN

Rank/Rate: Account Type: Military Telephone: |504 5551212 |

Email Address: |fre d.smith@navy.mil |

(ine smith @nawy mil)

Figure 3-47-SAAR - ERM SAAR -Type Section

Scroll down to the ERM UIC Access section (Figure 3-48).
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ERM UIC Access

ERM UIC Access

Workflow Setup

Click here to Set-Up Next Roleusers in Route

Supervisor Details - SAAR Form

Name: | ARMSTRONG, HARRY *

(LastFirst Middle)

Email 1d: | *

{joe.smithi@enf.nawy.nala.mily

Contact Phone: |

SUBMIT

Figure 3-48—-ERM UIC Access Section

1. ERM UIC Access — Click the ERM UIC Access link.

The Pay & Personnel Support Level UIC Access Profile page (Figure 3-49) displays. In the
General UIC(s) section, the UIC assigned during the initial SAAR request display. These UICs

are within the ADSN of the CLA’s Command.

Pay & Personnel Support Level UIC Access Profile

EmplliD: 888888883 SMITH,FRED

UIC Access Details

- PO UICES) FOUND -

| - PO UICES) FOUND -

49420 (FISC SIGONELLA DUBAI,
General UIC(s) | B3410 (NAYMAC MILLIMNGTOMN TH)

Ok | Cancel |

Figure 3-49—Pay & Personnel Support Level UIC Access Profile Page

2. General UIC(s) — Click the General UIC(s) button.

3-40

SG12FY1502



e-Leave User Guide July 2010

The UIC Access page (Figure 3-50) displays. The currently assigned UICs display on the page
and provides the ability to delete them using the Delete a Row icon (minus sign). New UICs can
be added using the Add a Row icon (plus sign). Enter the additional UICs.

EmplID: 833588883 SMITH,FRED

Find | view il | B First 4] 1.3 0 3 [ Last

General UIC  Activity Long Title

49420 FISC SIGOMELLA DUBAI [=]
63410 MAVMAC MILLINGTOM T [+ [=]
21207 € |CVN 72 ABRAHAM LINCOLN =

QK Cancel

Figure 3-50-UIC Access Page

General UIC - Enter the new UIC in the General UIC field. Press the Tab key. The
UIC’s name displays in the Activity Long Title field.

4. Add a Row - Click the Add a Row (plus sign) icon to add additional UICs.
5. OK - Click OK.

The Pay & Personnel Support Level UIC Access Profile page (Figure 3-51) re-displays with the
new UIC added.

Pay & Personnel Support Level UIC Access Profile

EmpliD: 488888883 SMITH.FRED

UIC Access Details

| - WO UNCES) FOUND -

| - MO UICES) FOUMND -

49420 (FISC SIGONELLA DUBAD, ~
| General UIC(s) I F3410 (MAVMAC MILLINGTORN TH),
21297 (CVN 72 ABRAHAM LINCOLN) v

Ol Cancel

Figure 3-51-Pay & Personnel Support Level UIC Access Profile: New UIC
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6. OK -

Click the OK button. The SAAR Form redisplays (Figure 3-52).

ERM UIC Access

ERM UIC Access

Workflow Setup

Click here to Set-Up Next Roleusers in Route

Supervisor Details - SAAR Form

MHame: | ARMSTRONG,HARRY

(LastFirst Middle)

Email Id: |

(joe smith@enrf navy nala.mil)

Contact Phone: |

SUBMIT 0

Figure 3-52- SAAR Form

7. Submit — Click the Submit button.

The Route SAAR for Final Approval page (Figure 3-53) displays. Locate the NSIPS Area
Manager (NAM) for the UIC. In this example the NAM for 21297 is Miller.

7
=
=
=

OooooooooE

Note:

Activity.

Route SAAR for Final Approval

First ) 110 of 10 Last

Hame uic Command Role Name

MILLER,ERNEST STANLEY 21297 CVN 72 ABRAHAM LINCOLN Pay & Personnel Support FAM
CARTER,MARK ANTHONY 09742 COM CVW 2 Pay & Personnel Support FAM
MORENO,BLANCA ESTELLA 09465 VAW 116 Pay & Personnel Support FAM
SATRASOOK,BENJAMIN REYES 09558 VFA 151 Pay & Personnel Support FAM
GRANGE,MICHAEL D 09113 VFA 2 Pay & Personnel Support FAM
NSIPSESR Super FAM Primary 62980 COMNAVPERSCOM MILLINGTON TN Man Power & Personnel FAM
CIMS (NCC{AW) Strickland) 62980 COMNAVPERSCOM MILLINGTON TN Man Power & Personnel FAM
CIMS (NCCM Thomas A Albert) 62980 COMNAVPERSCOM MILLINGTON TN Man Power & Personnel FAM
Bill Lumbergh-SUPERFAI 43043 PERSUPPDET JACKSONVILLE Man Power & Personnel FAM
NSIPS/ESR Super FAM Secondary 62980 COMNAVPERSCOM MILLINGTON TN Man Power & Personnel FAM

Operator(s}) displayed in this style are the Manpower & Personnel FAM{s)1SS0O{s)MAM(s) and
transactions can be routed to them if there are no Local FAM{S)ISSO(s)NAM{s} set-up for your

QK Cancel

Figure 3-53-Route SAAR for Final Approval Page

8. Select the NAM — Click the checkbox under Select that corresponds with the NAM for

the UIC.
9. OK — Click OK.
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The request is submitted to the NAM to finalize the account. Once finalized the CLA receives
notification in an email (Figure 3-54).

————— Original Message---—-

From: EPM ZaAREmavy. mil [wmailto:ERM SAAREnavy.wmil] On Behalf Of
nsips_ saar. fotfhnavwy mil

Sent: Friday, July 30, z010 8::z1

To: Smith, Fred

Subject: [rwone]

Enterprise Pecord Management Svstem - System Access
Authorization Beoquest Form

The S5A4LP Form Submitted on your behalf has been APPROVED. Please login
to your account to werlfy the Changes.

NOTE: This ewmail was geherated because you submitted a SLAF Pecquest. If
o think you receiwved this email by mistake, please forward this email
to your ERM POC.

Figure 3-54-Sample Notification email

Once the email notification is received, the added UIC(s) display on all UIC Lookup lists for this

CLA.
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ACRONYMS AND ABBREVIATIONS

ADSN Accounting and Disbursing Symbol Number

BAS Basic Allowance for Subsistence

CAC Common Access Card

CIMS Career Information Management System

CIv Civilian

CcO Commanding Officer

COTS Commercial Off-the Shelf

CST Central Standard Time

DEPT Department

DEPTID Department Identification or Unit Identification Code

DFAS Defense Finance and Accounting Service

DIV Division

DJMS Defense Joint Military Pay System

DIJMS-AC Defense Joint Military Pay System — Active Component

DoD Department of Defense

DSC Duty Status Code

EAOS Expiration Active Obligated Service

e-Leave Electronic-Leave

EmplID Employee Identification (reflects member’s Social Security
Number)

ERM Enterprise Record Management

ESR Electronic Service Record

FAM Functional Area Manager

FID Format Identifier

FY Fiscal Year

HR Human Resource

ID e

Id Identification Number
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ACRONYMS AND ABBREVIATIONS

Inside the Continental United States, including Alaska and

INCONUS Hawaii

LCN Leave Control Number

LES Leave and Earning Statement

LOD Letter of Designation

LRA Local Registration Authority

Ml Middle Initial

MILPERSMAN Military Personnel Manual

MMPA Master Military Pay Account

NAM NSIPS Access Manager

NAVCOMPT Navy Comptroller

NMCI Navy Marine Corp Intranet

NSIPS Navy Standard Integrated Personnel System
OCONUS Outside the Continental United States
Oprid Operator Identification Number

PERM DUTY STA Permanent Duty Station

PII Personally Identifiable Information

PKI Public Key Infrastructure

Proj. Projected

PSD Personnel Support Activity Detachment
SAAR System Access Authorization Request (NSIPS usage)
SBxx Leave Status Code where “xx” is a numeric value
SCI Source Code Indicator

SQR Sequel

SSN Social Security Number

TAC ID Transaction Identification

uIC Unit Identification Code

us United States

YN1 Yeomen First Class
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