May 2012

**x*xx  Syspended and Deactivated TA Account *****

Trusted Agents are required to log into CVS at least once every 60 days or their
TA account will be suspended (view screenshot of error below). To geta TA
account un-suspended the TA must call the CVS Help Desk at 1-800-372-7437
(OCONUS: DSN 312-698-5000). The TA should stay on the line with the Help
Desk until after having successfully logged into CVS.

If a TA does not log into their CVS account at least once every 120 days their TA
account will be deactivated. To get a TA account reactivated the TA must call
their TASM so that individual can log into the DEERS Security Online program
and reactivate the account. The CVS Help Desk is not able to reactivate a TA

account, only a TASM can do that.

A good way to prevent an account from being suspended or deactivated is to place
a note in the Outlook calendar reminding you to log into CVS at least once a

month.

See screenshot below to view account suspended error message. The deactivated

account error message is very similar:
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Error(s) detected: Wl
o Account associated with your CAC was suspended
o To remedy follow procedures outlined in EAQs (Frequently Asked Question)
» You are not authorized to use CVS
CAC Login User Name & Password
User D * | ]

Password: * I
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WARNING NOTICE AND CONSENT TO MONITOR

This is a Department of Defense Computer System. This computer system. including all related equipment. networks. and network devices (specifically including Internet
access) are provided only for authorized U.S. Government use. DoD computer systems may be monitored for all lawful purposes. including insurance that their use is authorized.
for management of the system. to facilitate protection against unauthorized access. and to verify security procedures, survivability, and operational security. Monitoring includes
active attacks by authorized DoD entities to test or verify the security of this system. During menitoring. information may be examined. recorded. copied and used for authorized
purposes. All infermation. including personal information. placed or sent over this system may be monitored.

Use of this DoD computer system. authorized or unauthorized. constitutes consent to monitoring of this system. Unauthorized use may subject you to criminal prosecution.

Evidence of unauthorized use collected during monitering may be used for administrative. criminal. or other adverse action. Use of this system constitutes consent to monitoring
for these purposes.

Agency Disclosure Notice | Privacy Statement | Warning Notice
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