
Privacy Act Statement
Executive Order 10450, 9397, and Public Law 99-474, the Computer Fraud Act.
To record names, signatures, and Social Security Numbers for purpose of validating 
the trustworthiness of individuals requesting access to Department of Defense (DOD) 
systems and information. Note: Records will be maintained in paper form. Disclosure 
of this information is voluntary; however, failure to provide the requested information 
may impede, delay or prevent further processing of this request.

If I have any questions, I will contact my Command IA Office at cnihn64@navy.mil for 
help.

_____________________    ___________________    _______     CIV / MIL/ CTR
Printed Name                          Signature       Date                      (circle one)

___________    _____      _____   ____   _____    _________    ________________
Command           N-Code    Bldg      Floor   Room     Phone             Official email  (if known)

________________________  _________________    _______   ______
Worksite street address City                                 State Zip

CNRH IA CNRH IA -- Training FormTraining Form
created 5/11/09  (Rev. 4/14/10)

Course Mandatory for: Completion Date 

NETWARCOM Basic User 
IA (22 July 2008 version)

For all personnel requiring 
access to Navy IT 
Resources, including 
computers/networks, 
phones, fax, etc.

Current FY DOD 
Information Assurance 
Awareness Training, 
Version 8.0

For all personnel requiring 
access to Navy IT 
Resources, including 
computers/networks, 
phones, fax, etc.

Include signed Completion 
Certificate

OPNAV 5239/14 SAAR-N

For all personnel requiring 
access to Navy IT 
Resources, including 
computers/networks, 
phones, fax, etc.

Need to submit signed original

This is to certify that I have reviewed and understood the below
Information Assurance (IA) training materials, in preparation for 
access to Navy Information Technology (IT) systems.


