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1. ADDING A UIC OUTSIDE OF THE CLA’S ADSN

During the initial request for the CLA account, the UICs identified are UICs within the
Accounting and Disbursing Symbol Number (ADSN) for the CLA’s Command. If as the CLA,
you need access to UICs outside your ADSN, a modification to the SAAR is needed. The
modification is completed AFTER the initial SAAR request is granted and the CLA account

created.

For example, as the CLA for Norfolk, you have access to the Norfolk UICs. A sailor, attached to
a San Diego UIC, needs assistance with processing his e-Leave Request. You will need access to
this San Diego UIC in order to assist. Using the SAAR modification process, request access to
the San Diego UIC, which is outside your Command’s ADSN.

To access the modification to the SAAR form, access the e-Leave Home menu from the Navy
Standard Integrated Personnel System (NSIPS) Portal using your CLA User Role account.

1.1 Accessing SAAR Modification

The CLA accesses the SAAR Modification feature from the e-Leave Home menu via the NSIPS
Portal. In the Internet Explorer window, navigate to https://nsips.nmci.navy.mil/. The Security
Disclaimer page (Figure 3-42) displays.

SECURITY DISCLAIMER

You are accessing a U5, Government (USG) information system (I5) that is provided
for USG-authorized use only. By using this IS, you consent to the following
conditions: The USG routinely monitors communications occurring on this IS, and any
device attached to this IS, for purposes including, but not limited to, penetration
testing, COMSEC monitoring, network defense, quality control, and employee
misconduct, law enforcement, and counterintelligence investigations. At any time, the
LISG may inspect andfor seize data stored on this IS and any device attached to this
15, Communications occurring on or data stored on this IS, or any device attached to
this IS, are not private, They are subject to routine monitoring and search. Any
communications occurring on or data stored on this IS, or any device attached to this
15, may be disclosed or used for any USG-authorized purpose. Security protections
may be utilized on this IS to protect certain interests that are important to the USG.
For example, passwords, access cards, encryption ar biometric access controls
provide security for the benefit of the USG, These protections are not provided for
yvour benefit or privacy and maybe modified or eliminated at the USG's discretion.

“The Data contained Herein is protected by the Privacy Act of 1974, All measures
required to protect this information should be taken."

I have read and consent to the terms in the Security Disclaimer above

[ e @)

Figure 3-42—Security Disclaimer

1. Security Disclaimer — Review the Security Disclaimer. Click the checkbox to indicate

you have read and agree with the disclaimer. A check mark displays in the field.

2. Agree — Click the Agree button. The NSIPS Splash page (Figure 3-43) displays.


https://nsips.nmci.navy.mil/�

e-Leave 31 July 2010

1.2 NSIPS Splash Page

On the NSIPS Splash page (Figure 3-43) log into the NSIPS environment to access the e-Leave
Home menu.

e,

= Mavy Standard Integ rtEd Personnel System

System Status: Online Tuesday, January 5

DoD CAC Authentication

T

System Access Authorization Request {(SAAR)
» Mew Users (MSIPS, ESR, Web Ad Hoc)
» ESR Self-Service (New Users)
*» ERM S A AR ¥Yalidaton (Supervisor)

User Information

*» ESR Self-Sarvice Login Instuctions

*+ Civilian Employer Information [CEI) Login Insbuctons
*» Create ESR View Only Account Instructons

Documentation & Training
» E5R Self-Service Desk Guide
**» E5R Frequendy Asked Questions (FAQ)

.
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PLEASE MOTE: CAC Logon is now
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PLEASE MOTE: CAC Logon is
now required. The userid and
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[Cubes). Please comvert wour old

(<]

L] MNREMS Mews -
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504-697-3007/0342, DSM: 647-3007/0342, e-mail! Nsipshelpdesk @nawy.mil

] Help Desk

-

Personnel Systermn (NSIPS))

For additional documentation on NSIPS/ESRACIME, visit the MSIPS/ESR web page on Mawy Knowledge Online (MKD)
{Organizations & Cormmunities=Crganizations (Mavy & Marine Corps Organization)= Mavwy Standard Inteqgrated

] MED

-

Figure 3-43-NSIPS Splash Page

3. Logon - Click the Logon button. The NSIPS Account List page displays.
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1.3 NSIPS Account List Page

The NSIPS Account List page (Figure 3-44) displays all User Role User IDs assigned to you.
The User Role was created using the System Access Authorization Request (SAAR) form
described in Section 3.1 for military CLAs and Section 3.3 for civilian CLAs. During the SAAR
process, the system-generated User ID is assigned to the user. This value is used to access e-
Leave. As the CLA, select the User ID that corresponds to the Command Leave Administrator
User Role (Figure 3-44).

Mavy Standard Integrated Personnel System

sl = e e e T e TR ns S

ROBERTA HAZELBAKER

Please select an Account from the list below and click "Lagon" to Lagan

If you do not see your account below click here

& Mioz122445180003 o | Cormmand Leave Administrator
) Mio=122445150004 Member Self Service

SECURITY DISCLAIMER

You are accessing & S, Gowvernment (USG) inforrmation systern [IS) that iz provided for USG-authorized use
only, By using this IS, you consent to the following conditions: The USG routinely monitors commmunications
occurting on this IS5, and any device attached to thiz IS, for purposes including, but not limited to, penetration
testing, COMSEC monitoring, network defense, quality control, and employee misconduct, law enforcement,
and counterintelligence investigations, At any time, the 1SS rmay inspect andfor seize data stored on this IS
and any device attached to this IS, Cormrmunications occurring on or data stored on this IS5, or any device
attached to this IS, are not private, They are subject to routine monitaring and search, Any communications
occurting on o data stored on this IS, or any device attached to this IS5, may be disclosed ar used for any
USE-authorized purpose. Security protections may be utilized on this IS to protect certain interests that are
important to the USSE, For example, passwords, access cards, encryption or biometric access controls provide
sacurity for the benefit of the USGE, These protections are not provided for vour benefit or privacy and maybe
modified or eliminated at the USG's discretion,

"The Data contained Herein is protected by the Prvacy Actof 1974, All measures required to protect this
information should be taken."

I have read and consent to the terms in the Security Disclaimer above

Figure 3-44-NSIPS Account List Page
4. User ID - Click the radio button that corresponds with the User ID associated with the
task being performed. For the CLA, select the Command Leave Administrator User ID.

5. Security Disclaimer — Review the Security Disclaimer. Click the checkbox to indicate
you have read and agree with the disclaimer. A check mark displays in the field.

6. Logon — Click the Logon button. The ERM Menu displays.
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14 ERM Menu
The ERM Menu (Figure 3-45) displays

& NSIPS ]

Search:

| [©

[ hdy Favarites
[ Employee Self Service
[ Electronic Semvice Record
[ Warklist
[ Reporting Tools
[ Dnn:rﬂn-rnnlr\-
= ERM Security Administration
= ERM - SAAR
= SAAR

— SAAR - Initiate

w Profile
— MEIPS Hepatt Manager
— Chande hly Password

Figure 3-45-ERM Menu
Navigate to the SAAR form by selecting the following menu items:
e ERM Security Administration
e ERM-SAAR
e SAAR
e SAAR Initiate

The SAAR Initiate page displays.
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15  SAAR Initiate — ERM USERS ONLY Page

The SAAR Initiate — ERM USERS ONLY page (Figure 3-46) displays. Because this is a
modification to an existing SAAR request, the CLA’s User Id and Name displays.

S NSIPS
Menu O
Search: | @

I Emploves Self Service

e Window | Helg | psh

[> Electranic Serice Recard
[> wyorklist
[ Reporting Tools
[» PeopleTools
[~ ERM Security Administration

= ERM - SAAR

- GAAR Modify Operator
— SAAR - Initiate ERM USERS ONLY

[> My Profile
— MSIPS Repaort Manager
— Change bly Password

Please enter the Operator Id you wish to Modify and Click the Submit button to initiate
the SAAR Process Or Enter the Special Code if prompted to check on a Pending Modify
SAAR Status.

Please fill the Required Fields

User Id: N108122445150003 *  SMITHFRED

* Required)

sueMIT | Cancel | RESET
(1

Figure 3-46-SAAR Initiate -ERM USERS ONLY Page

1. Submit — Click the Submit button.

The SAAR form displays with the ERM SAAR-Type section (Figure 3-47). This section
defaults to Modify so the CLA can modify the list of UICs.

System Access Authorization Request - (SAAR)

PRIVACY STATEMEMNT

Public Law 99-474, the Count flection of this information.

The information will be used t| A new sectlon dlsplays on the SAAR system (AIS) andior to verify

vour level of Govermment sec pvide the information may

impede or prevent the proces ER M SAAR — Type section defau |ts to Mod |fy rds or the information

contained therein may be spe| forth at the beginning of the
DISA compilation of systems _—=rally permitted under 5

Initiate Modify Delete Un-Lock Account
User Frofile t

User ID:  N108122445150003

General Attributes

EmpliD: 988888883 Name: SMITH.FRED
Department: 63410 NAVMAC MILLINGTON TN R STIEIERTION
Rank/Rate: Account Type: Military Telephone: |504 5551212 |

Email Address: |fre(l.smith@navy.mil |
(joe.smith@nay.mil)

Figure 3-47-SAAR - ERM SAAR -Type Section
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ERM UIC Access

ERM UIC Access

Workflow Setup

Click here to Set-Up Next Roleusers in Route

Supervisor Details - SAAR Form

Name: | ARMSTRONG, HARRY *

(LastFirst Middle)

Email 1d: | *

{joe.smithi@enf.nawy.nala.mily

Contact Phone: |

SUBMIT

Figure 3-48—-ERM UIC Access Section

1. ERM UIC Access — Click the ERM UIC Access link.

The Pay & Personnel Support Level UIC Access Profile page (Figure 3-49) displays. In
the General UIC(s) section, the UICs assigned during the initial SAAR request display.

These UICs are within the ADSN of the CLA’s Command.

Pay & Personnel Support Level UIC Access Profile

EmpliD: 588088883 SMITH,FRED

UIC Access Details

| - PO UICES) FOUND -

| - PO UICES) FOUND -

| 43420 (FISC SIGOMNELLA DUBAL,

General UIC(s) G2410 (NAYMAC MILLINGTON TH)

Ok | Cancel |

Figure 3-49—-Pay & Personnel Support Level UIC Access Profile Page

2. General UIC(s) — Click the General UIC(s) button.
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The UIC Access page (Figure 3-50) displays. The currently assigned UICs display on the
page and provides the ability to delete them using the Delete a Row icon (minus sign).
New UICs can be added using the Add a Row icon (plus sign). Enter the additional UICs.

EmplID: 833588883 SMITH,FRED

Find [ viewe o | 8 First [ g2 o2 [ Last

General UIC  Activity Long Title

49420 FISC SIGONELLA DUBAI =]
53410 MAVMAC MILLINGTON TH =
21207 € |ovN 72 ABRAHAM LINCOLN & =

oK Cancel

Figure 3-50-UIC Access Page

3. General UIC — Enter the new UIC in the General UIC field. Press the Tab key.
The UIC’s name displays in the Activity Long Title field.

4. Add a Row - Click the Add a Row (plus sign) icon to add additional UICs.
5. OK - Click OK.

The Pay & Personnel Support Level UIC Access Profile page (Figure 3-51) re-displays
with the new UIC added.

Pay & Personnel Support Level UIC Access Profile

EmpliD: 888888883 SMITH.FRED

UIC Access Details

| - MO UICES) FOUMND -

| - WO UNCES) FOUND -

49420 (FISC SIGONELLA DUBAD, ~
| General UIC(s) | G410 (MAVMAC MILLINGTORN TH),
21297 (CVIN 72 ABRAHAM LINGOLN) v

Ok Cancel

Figure 3-51- Pay & Personnel Support Level UIC Access Profile: New UIC
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6. OK — Click the OK button. The SAAR form (Figure 3-52) re-displays.

ERM UIC Access

ERM UIC Access

Workflow Setup

Click here to Set-Up Next Roleusers in Route

Supervisor Details - SAAR Form

Name: | ARMSTRONG HARRY

(LastFirst Middle)

Email Id: |

(joe smithg@entt navy. hola.mil

Contact Phone: |

SUEBMIT 9

Figure 3-52— SAAR Form

7. Submit — Click the Submit button.

The Route SAAR for Final Approval page (Figure 3-53) displays. Locate the NSIPS Area
Manager (NAM) for the UIC. In this example the NAM for 21297 is Miller.

Route SAAR for Final Approval

Select Name uic
e MILLER,ERNEST STANLEY 21297
(] CARTER,MARK ANTHONY 09742
[ MORENO,BLANCA ESTELLA 09465
O SATRASOOK,BENJAMIN REYES 09558
[ GRANGE,MICHAEL D 09113
O HNSIPSESR Super FAM Primary 62980
O CIMS (NCC{AW) Strickland} 62980
O CIMS (NCCM Thomas A Albert) 62980
(.| Bill Lumbergh-SUPERFAM 43043
O NSIPSESR Super FAM Secondary 62980
Note:

Activity.

Ok Cancel

Command

CWN 72 ABRAHAM LINCOLN

COM CVW 2

VAW 116

VFA 151

VFA 2

COMNAVPERSCOM MILLINGTON TN
COMNAVPERSCOM MILLINGTON TN
COMNAVPERSCOM MILLINGTON TN
PERSUPPDET JACKSONVILLE
COMNAVPERSCOM MILLINGTON TN

Operator(s) displayed in this style are the Manpower & Personnel FAM{s)1SSO{s)MAM(s) and
transactions can be routed to them if there are no Local FAM{s}1SSO(s)NAM{s) set-up for your

Function Manager - Details

First 1] 1-10 of 10 [ Last

Role Name

Pay & Personnel Support FAM
Pay & Personnel Support FAM
Pay & Personnel Support FAM
Pay & Personnel Support FAM
Pay & Personnel Support FAM
Man Power & Personnel FAM
Man Power & Personnel FAM
Man Power & Personnel FAM
Man Power & Personnel FAM
Man Power & Personnel FAM

Figure 3-53- Route SAAR for Final Approval Page

8. Select the NAM — Click the checkbox under Select that corresponds with the

NAM for the UIC.
9. OK - Click OK.
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The request is submitted to the NAM to finalize the account. Once finalized the CLA
receives notification in an email (Figure 3-54).

————— Original Message---—-

From: EPM ZaAREmavy. mil [wmailto:ERM SAAREnavy.wmil] On Behalf Of
nsips_ saar. fotfhnavwy mil

Sent: Friday, July 30, z010 8::z1

To: Smith, Fred

Subject: [rwone]

Enterprise Pecord Management Svstem - System Access
Authorization Beoquest Form

The S5A4LP Form Submitted on your behalf has been APPROVED. Please login
to your account to werlfy the Changes.

NOTE: This ewmail was geherated because you submitted a SLAF Pecquest. If
o think you receiwved this email by mistake, please forward this email
to your ERM POC.

Figure 3-54— Sample Email Notification

Once the email notification is received, the added UIC(s) display on all UIC Lookup lists
for this CLA.
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