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1. ADDING A UIC OUTSIDE OF THE CLA’S ADSN 
During the initial request for the CLA account, the UICs identified are UICs within the 
Accounting and Disbursing Symbol Number (ADSN) for the CLA’s Command. If as the CLA, 
you need access to UICs outside your ADSN, a modification to the SAAR is needed. The 
modification is completed AFTER the initial SAAR request is granted and the CLA account 
created. 

For example, as the CLA for Norfolk, you have access to the Norfolk UICs. A sailor, attached to 
a San Diego UIC, needs assistance with processing his e-Leave Request. You will need access to 
this San Diego UIC in order to assist. Using the SAAR modification process, request access to 
the San Diego UIC, which is outside your Command’s ADSN. 

To access the modification to the SAAR form, access the e-Leave Home menu from the Navy 
Standard Integrated Personnel System (NSIPS) Portal using your CLA User Role account. 

1.1 
The CLA accesses the SAAR Modification feature from the e-Leave Home menu via the NSIPS 
Portal. In the Internet Explorer window, navigate to 

Accessing SAAR Modification 

https://nsips.nmci.navy.mil/. The Security 
Disclaimer page (Figure 3-42) displays. 

 

Figure 3-42–Security Disclaimer 

1. Security Disclaimer

2. 

 – Review the Security Disclaimer. Click the checkbox to indicate 
you have read and agree with the disclaimer. A check mark displays in the field. 

Agree
 

 – Click the Agree button.  The NSIPS Splash page (Figure 3-43) displays. 

https://nsips.nmci.navy.mil/�
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1.2 
On the NSIPS Splash page (Figure 3-43) log into the NSIPS environment to access the e-Leave 
Home menu.  

NSIPS Splash Page 

 

Figure 3-43–NSIPS Splash Page 

3. Logon – Click the Logon button. The NSIPS Account List page displays.
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1.3 
The NSIPS Account List page (Figure 3-44) displays all User Role User IDs assigned to you. 
The User Role was created using the System Access Authorization Request (SAAR) form 
described in Section 3.1 for military CLAs and Section 3.3 for civilian CLAs. During the SAAR 
process, the system-generated User ID is assigned to the user. This value is used to access e-
Leave. As the CLA, select the User ID that corresponds to the Command Leave Administrator 
User Role (Figure 3-44). 

NSIPS Account List Page 

 

Figure 3-44–NSIPS Account List Page 

4. User ID

5. 

 – Click the radio button that corresponds with the User ID associated with the 
task being performed. For the CLA, select the Command Leave Administrator User ID. 

Security Disclaimer

6. 

 – Review the Security Disclaimer. Click the checkbox to indicate 
you have read and agree with the disclaimer. A check mark displays in the field. 

Logon
 

 – Click the Logon button. The ERM Menu displays. 
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1.4 
The ERM Menu (Figure 3-45) displays  

ERM Menu  

 

Figure 3-45–ERM Menu 

Navigate to the SAAR form by selecting the following menu items: 

• ERM Security Administration 

• ERM – SAAR 

• SAAR 

• SAAR Initiate 

The SAAR Initiate page displays. 
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1.5 
The SAAR Initiate – ERM USERS ONLY page (Figure 3-46) displays. Because this is a 
modification to an existing SAAR request, the CLA’s User Id and Name displays.  

SAAR Initiate – ERM USERS ONLY Page 

 

Figure 3-46–SAAR Initiate –ERM USERS ONLY Page 

1. Submit
The SAAR form displays with the ERM SAAR-Type section (Figure 3-47). This section 
defaults to Modify so the CLA can modify the list of UICs. 

 – Click the Submit button. 

 

Figure 3-47–SAAR – ERM SAAR –Type Section 

A new section displays on the SAAR.  
ERM SAAR – Type section defaults to Modify. 
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Scroll down to the ERM UIC Access section (Figure 3-48). 

 

Figure 3-48–ERM UIC Access Section 

1. ERM UIC Access
The Pay & Personnel Support Level UIC Access Profile page (Figure 3-49) displays. In 
the General UIC(s) section, the UICs assigned during the initial SAAR request display. 
These UICs are within the ADSN of the CLA’s Command. 

 – Click the ERM UIC Access link. 

 

Figure 3-49–Pay & Personnel Support Level UIC Access Profile Page 

2. General UIC(s)
 

 – Click the General UIC(s) button. 
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The UIC Access page (Figure 3-50) displays. The currently assigned UICs display on the 
page and provides the ability to delete them using the Delete a Row icon (minus sign). 
New UICs can be added using the Add a Row icon (plus sign). Enter the additional UICs. 

 

Figure 3-50–UIC Access Page 

3. General UIC

4. 

 – Enter the new UIC in the General UIC field. Press the Tab key. 
The UIC’s name displays in the Activity Long Title field. 

Add a Row
5. 

 – Click the Add a Row (plus sign) icon to add additional UICs. 

OK
The Pay & Personnel Support Level UIC Access Profile page (Figure 3-51) re-displays 
with the new UIC added. 

 – Click OK. 

 

Figure 3-51– Pay & Personnel Support Level UIC Access Profile: New UIC 
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6. OK

 

 – Click the OK button. The SAAR form (Figure 3-52) re-displays. 

Figure 3-52– SAAR Form  

7. Submit
The Route SAAR for Final Approval page (Figure 3-53) displays. Locate the NSIPS Area 
Manager (NAM) for the UIC. In this example the NAM for 21297 is Miller. 

 – Click the Submit button. 

 

Figure 3-53– Route SAAR for Final Approval Page  

8. Select the NAM

9. 

 – Click the checkbox under Select that corresponds with the 
NAM for the UIC. 

OK – Click OK. 
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The request is submitted to the NAM to finalize the account. Once finalized the CLA 
receives notification in an email (Figure 3-54). 

 

Figure 3-54– Sample Email Notification  

Once the email notification is received, the added UIC(s) display on all UIC Lookup lists 
for this CLA. 
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